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The content of this specification is identical to the one specified in 3GPP TR 33.926 V17.6.0.
At the point in time when this specification is issued, the above mentioned document is stored in the
following URL link;

https://www.3gpp.org/ftp/Specs/archive/33_series/33.926/33926-h60.zip
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1. EREESZ0EE [Relationship with international recommendations and standards]
AREMF L AR — M ik, 3GPP TYERE & 17 Technical Report 33.926 (Version 17.6.0) (ZHEHL L TV 5,
[This Technical Report is transposed based on the Technical Report 33.926 (Version 17.6.0) developed by 3GPP.]

2. EEFIZE &S [Working Group]
3GPP HFiZ B4 [3GPP Working Group]



