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Problem

A lot of entirely new Protocols. (Hard to get
security right, steep learning curve)

No clear winner among Credential Formats =

No one way to do key management. =

Participating entities cannot typically establish =

trust upfront, using traditional mechanisms.
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Solution

Building upon currently widely used protocols: OAuth
2.0 and OpenlID Connect. (Secure, already understood)

Designing a protocol agnostic to the Credential
Formats.

Designing a protocol agnostic to the key management
mechanism.

Flexibility in Trust Management. Third Party Trust.
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