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JJ-90.21

Technical Specification of a Framework for Provider”s SIP Networks

Overview
11 Scope of this specification

This specification applies to networks (providers” SIP networks) where there is a
possibility of calls being connected via a Inter-Network Interface between networks
provided by providers that establish interconnections based on JJ-90.10 [10], and
which use SIP (JF-IETF-RFC3261 [1]) to connect to other provider’s networks and
user terminals. Calls which this specification is applied to include not only calls that are
actually connected via interconnection interfaces based on JJ-90.10, but also calls
between SIP terminals through providers” SIP networks, etc.

The rules in this specification for media are only concerned with voice calls between
networks conforming to JJ-90.10 [10], and the rules for the media sent between
terminals are beyond the scope of this specification. Also, the rules for SIP call control
signal are to be applied regardless of the combination of the interworking networks
finally used to establish the call.

This specification imposes no limits on the capabilities of providers” SIP networks, and
places no restrictions on the use of extensions as long as they are agreed upon
between providers and conform to the SIP related specifications. Detailed
specifications relating to specific interfaces and regulations relating to services
provided in addition to basic call establishment as a provider’s SIP network are

provided in separate documents based on this specification.

12 Purpose and provisions of this specification
' This specification provides frameworks such as architectures and models
for prescribing how services and interfaces associated with providers” SIP networks

should be specified.
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. The call control signal conditions covered by this specification are the
signal processing conditions that are applied in common in relation to SIP according to
JF-IETF-RFC3261 [1] and extensions thereof in cases where a provider’s SIP
network connects with another provider’s SIP network.

. The conditions to be satisfied by providers” SIP networks in this
specification relate to security and congestion control for the protection of
interconnected networks, especially existing networks. These include the presence of
functions for protecting the network from the effects of congestion by calls originated
through the provider’s SIP network. Similarly, regulations are provided for
requirements that should be considered to achieve improved interconnection
performance including future expansion of providers” SIP networks.

. The conditions to be satisfied by media such as voice signals in this
specification relate to the media capabilities supported by the MGC/MG (Media
Gateway Controller/Media Gateway) situated in providers” SIP networks to guarantee
the connection of voice calls with the ISUP network. No particular restrictions are
imposed on the media conditions of sessions between SIP UAs (user agents)

established via a provider”s SIP network.

13. Content of this specification

This specification defines the requirements to be satisfied by providers” SIP networks
and the rules for the connection interfaces in order to establish connections between
networks within the scope stated in section 1.1. The structure of this specification is
as follows.

. Main body: Definition of terminology and the connection model.
Requirements to be satisfied by providers” SIP networks, etc. Media capabilities to be
supported by nodes situated in a provider”’s SIP network in order to guarantee the
connection of voice calls with the ISUP network.

. Appendices: Contain the following reference information relating to the
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main body:

- Notes on the transparency of SIP messages in providers” SIP networks
(Appendix i)

- SIP UA media capabilities (Appendix ii)

- General properties relating to SIP media capability (Appendix iii)

- Notes in the case that a SIP UA used by users who are managed by a
provider”s SIP network acquires its IP address dynamically (Appendix iv)

- Guidelines on dealing with spoofed SIP URIs in From headers and ensuring
uniqueness (Appendix v)

14. Terminology

The main terms used in the main body and appendices of this specification are defined

here.

< Provider’s SIP network >

A network that consists of SIP nodes under a certain level of control of a certain
provider, and which establishes sessions with external networks and terminals via SIP
nodes that transmit SIP messages and constitute a boundary. Provider”s SIP network
may be directly or indirectly interconnected with the networks provided by Carriers
regulated by JJ-90.10 [10], either via the connection interface of its own network or
via the other provider’s network. This standard relates to provider”s SIP network.
<SIP node>

A network entity that receives and transmits SIP messages. Refers to a node having
the functions of an SIP UA in JF-IETF-RFC3261[1] (including an SIP terminal, B2BUA
or MGC), or a node having the functions of an SIP proxy server (either stateful or
stateless). Physically identical SIP nodes may operate logically as SIP UAs for some

calls, and as SIP proxy servers for others.
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<Session>

A media (e.g., voice) stream established by exchanging an SDP (Session Description
Protocol) [4] by SIP messages via a connection interface.

<Call>

A relationship and state of end points and a network managed by the exchange of SIP
messages Via a connection interface starting with an Initial INVITE request.

<Initial INVITE request>

An INVITE request transmitted to set up a call and its associated session, recognized
at the server side by the fact that it includes a To header with no To-tag parameters.
<Incoming call>

This term applies to a connection interface that uses a SIP; A call in the case that an
Initial INVITE request is transmitted through this connection interface from other
provider”s network towards this provider’s SIP network.

<Outgoing call>

This term applies to a connection interface that uses a SIP; A call in the case that an
Initial INVITE request is transmitted through this connection interface from this
provider”s SIP network towards other provider’s network.

<Session management SIP message>

A general term for SIP messages (requests and corresponding responses) exchanged
in a dialog established by initial INVITE request and corresponding 1xx or 2xx
responses except 100 (Trying) response. Includes re-INVITE messages (INVITE
messages with a To-tag parameter in the To header), PRACK messages, UPDATE
messages and BYE messages.

<Adjacent SIP node>

A SIP node that exists on another provider’s SIP network and transmits and receives
SIP messages directly to and from this provider”s SIP network via interface A (Fig. 1).
< nterworking SIP node>

A SIP node that exists on this provider”s SIP network and transmits and receives SIP
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messages directly to and from another provider’s SIP network via interface A (Fig. 1).
<Boundary>

A signaling node or a group of signaling nodes on local network side that is situated at
the boundary between this provider’s SIP network (local network) and other
provider”s network (including terminals).

<MGC>

Media Gateway Controller. In this specification, an SIP UA that is a signal node that
exists in a provider’s SIP network and interworks SIP and ISUP.

<MG>

Media Gateway. In this specification, a node that exists on a provider’s SIP network
and establishes a voice path between a circuit of GSTN and an IP voice media stream
under the control of an MGC. When reference is made in to an MGC/MG in the main
body of this document, the MGC and MG may be physically separate entities or the
same entity.

<Anonymous URI>

A URI that is used when wishing to make the URI information anonymous. A specific
format is the format <sip:anonymous@anonymous.invalid> as recommended in
JF-IETF-RFC3323 [5].

<User(s) managed by a provider”s SIP network>

The user(s) that a provider’s SIP network must have the responsibility to identify at
the boundary of the provider’s SIP network when he/she originates a call.
<Connection interface>

A logical connection point related to a call control signal that exists between the
provider”s SIP network and other provider”s network or user. In the main body of this
document, these are used by labeling them according to the protocols used as the call
control signals and categories (user connection interface or network connection
interface) (see Table 1).

<User connection interface>
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The category of connection interface between the provider’s SIP network and the
user managed by the provider’s SIP network. Interface B in the provider’s SIP
network interconnection model (Fig. 1) is included in this category. As for interface A
and interface C in the provider”s SIP network interconnection model, the responsibility
for identifying the call originator requested from the network beyond the connection
interface, so they are not included in this category. The content of other connection
interface categories prescribed at a later date might result in them being included in
this category, but if the call originator is identified in another protocol network or in a
more remote network, it is not included in this category.

<Network connection interface>

The category of connection interfaces other than user connection interfaces.
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Fig. 2/3J-90.21: Provider’s SIPnetwork interconnection model

Table 2/JJ-90.21: Connection interface regulations in the interconnection model

Interface Protocol Boundary Category
A SIP SIP proxy etc. Network
B SIP SIP outbound proxy etc. User
C ISUP MGC Network
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