TTCI=AE

Standard

JF-IR008.10 (E)

FNMEBREAFTI—X
foi B &1 2Y uim >k FR R SMER B T4k

{ Ir'WW (Infrared Wrist Watch) Specifications

0100

20010 110 27000

oooo

THE TELECOMMUNICATION TECHNOLOGY COMMITTEE

Telecommunication
Technology
Committee







oood

0
oo bOooogbodoogod
oooo
000 IMwoOD0OO0oO0ODoooo
000 0000
000 000000
000 0000
ooooooo

gob doboboobooo

ggoog od
ggoog od
ggoog bogoobo
gogoog bdgd
gooboo od
gooboo ogo
goobgo ooodg

000 OobOooooooboobobob

gooboo oo
goooboo oo
goooo ocoogo
goooo ogo
goooo oo
goooo ogo
gooboo oood

gomwoooooooooooo
ooo ooogo
gooboo od
gooboo od

oo Oooooooobd
goobo ooogo
gooboo obooooogoo
goooo ogo

obo0 0Oooooobgobo
goooo ODoog@oo)



gooo0o Ooooog@oooono)

gogoobg boooobooobooobo

gob dbobooboon

ggoog od

gpooodd dddddooouoooo
O0O000d bWATCH
goddddo 0ooogo
Jgddddd0 0ouoouoogo
Jodddd0 0Duooooooooooo
godddduo0 oooooooo
Jgddddd0 0ouoouoogo
Jgddddd0 0ouoouoogo
0000000 UwraOOOODODODODOOOOO
ooood bwatchOOGOO
Jgddddd0 0ouoouoogo
gooooog x-iwodoodod
oopooooo oboooooo

000 O00O0OOoOoboooooo

gooodo ODOooooooooooo
0oo0oOooOo Ultra lriWdDODODODODOODOO
0o0oo0oooo mwoBEXOODOOODDOOODODOOO
ooooooo mwoBEXODDOODOOOODO
gooo0o ODOoooboooooo

OO0 OBEX

gooog oBexO OO

gooog oBexO OO

gooog OoBEXODOOODO

gooo0o ooboooboooo

gooo0o ooboooboooo

gooog OoBEXODOOODO

Oooo Ultra Irvw

ooo0 rwihooboOoooboooboooooo
gooo0d oobooboboobogo

OoOoQg  Tiny TP

gooo IrLMP

gooo 1AS



gooooo LsapSel
gooogo gopboaoo
gooogo goobogo
goobdo [oObooboooboa
good IrlLAP(0O0O00OO00)
good ogd

god oooooooboob
ggooo

gob mmwiodbDboooboo
gonb oboobooob

gob o0oobod
ggoooooboooo

goo oo

goo oo

gob obodgo

oboo ooo
ooo oo
oboo ooo

ooo oooo
goobobooboood
oogd goood
gooboo od
goooo od
ooog goobooood
goobo ooogoo
gobobod obooooogoo
goooo ogo
ooog goobooooog
goooo ODoog@oo)
goooo oOoog@ooooo)
obob0d oboobooooobooobog
ooog goooooogoo
00000 0ODOoO (ooooooooo)
goob0o ocoooogog
obob0o oboooooboooo



gooobdg booobooboo
goobdg booobodoboo
uggoodg booboobbooboon
ooo Ultra Triw
good goooooood
god IrLMP
god IrLAP
good ogd
gogoo:00PCc/PDPAODOODODOODOODOODO
good ogoood
goodd oo
goodd oo
good gogoooooo
gpoood ooood
goodd 0ooooooooo
goood ood
ooo ooooboooooo
0oodood ocoooo@mono)
0o0Do0oOOd Ooooo@oooono)
goood ODOoooooobooooo
ooo goooooogao
goooo oooo
goood bDooooooo
oo0ooooo oboooooooog
oo0ooooo oboooooooog
0000000 DoOooboooooobood
oo0ooooo oboooooooog
0000000 DoOooboooooobood
0000000 DoOooboooooobood
00o0oooooO 0obOooboooboDbooboooobgoo
gooood ooooooooooo
0o00ooooo mwoBEXOODOODDOOODODOOO
0o0o0oooo woBEXODDOODODOOODOODODO
0000000 woBXOOOOOODOO/000000000000
ooo OBEX
gooood OBEXO OO



gboood OBEXO OO

gboood OBEXO O ODODO
gboood gbooooooobanb
gboood gbooooooobanb
gooog OBEXO O D OO

0oQ Tiny TP
0oQ IrLWP
0oOQ 1AS

ggood gobogaoo
ggood goobogo

goo ggbobooboon
gooo IrLAP
gooo ggo

god ooooobbobbbboooooo
gogo

ooo mwohoboboooo

oboo oooo

oo Oooogooo

ooo oooo
gooboboboooooooon

ooo oo

ooo oo

ooo ooogo

oboo ooo
ooo oo
oboo ooo

ooo oooo
gbobobobooboooooonog
ooog gogoogd
goooo od
goooo od
ooog goobooood
goobo ooogoo
gobobod obooooogoo
goooo ogo



god gbobooobooog

00000 ooooo@oo

00000 Qoooo@ooooo)
ubobd oobooboobooboobo
gobogboo bobooobd
0000000 OOooooo/0oooooo

goo ggbooooobgo

gogoobg bogo

ggoog booboooboo

gopbooobo obooboobbooob

gogboooobgo
gogboooobgo
gogboooobgo
gogboooobgo
gogboooobgo

ggboboobooon
ggoogooo
ggboogobgooboo
ggoogooo
ggbooooobgo

0000000 0OOobOoooOo/0o00boOooooood

gooboooogo
gooboooogo
gooboooogo
gooboooogo
gooboooogo
gooboooogo
gooboooogo
gooboooogo
gooboooogo

gogoo

goobooogog
goobobobooogoogon
gooboboooogoo
oooooooo
gooboboooogonog
gooboboooogonog
goboboboboooogooonoo
oooooobooo

gooboboobono ooobobooboobooo

gooboboooo oboboobooo
goobobobobo0o oboobobobooooo

gooood gooboboooogoo
ooooooo goobobooboooooboobobobooooo
ooooooo goobobooboooooboobobobooooo
oood OBEX
gbooog oBexOoOoO
gooog oBexOoOO
gbooog oBEXODODOODO

gobob0d oboooooooon



00000 00000000000
00000 00000000000
00000 OBEXOOOOO

ooo Tiny TP
ooo IrLMP
ooo 1AS
ooo 0000000000
0000  IrLAP
oooo 000
oooo
000 0000 vard0OOOOD0O0OO
000 0000 vealendar 00000000 0O

gob ObobOdwvweteOODODOODOO

000 0O0obOOo0obOobDoobo@oo)yoo

gogo

ooo oo

ooo mmwhoDbobooooo

oo Oooogooo

ooo oooo

oboo ooooooo

gooboboboooooooon

oogd gooboood
gboobd ocoooooboobooboobooo

ooog gooboood
gbob0o Ooooobooboobobobooon
gobobod oooooobooboboooo
gobob0o oooooooboobobOoboboboooooboobOobo
gbob0o obooooooooo
gbob0o Ooooobooboobobobooon
gobobod oooooobooboboooo
ooobooo0o oOobobobobobooobooobooo
gbooboo0o bOoboboboboobooogooboo
gooboooo oOobobobobooboobogo
obooboooo bOobobo
obooboooo bOOoboboobooogo



gbobooooo bOdobd
gbooooo Oobobobooobooboo
god gbobooooog
god 00oo0o0o000oQoO0o000OD (oooooooooooo)
goo gogbobooboon
O0irwooooog (bWwatch)
OO0 bWATCHODOOOO
OO0 bWATCHODODOOOOOOO
000 OoOmMwOOooooooog (ourc)
goooo mmwobhooobooooboo
gboobobg Vviem 0000 ve=0x81
gboobOobDOg VHIMS DODO O VvC=0x82
gooboDbOg VIHMSL O0OO00O ve=0x83
OoOobOoDO VIRAM DODOO VC=0x84
gooboDoog VIRMS DODOO VC=0x85
gbooboboog VIRL OO0O0O VvC=0x86
gboOobOobDoO Vvbymp DODOO VvC=0x88
goobobog vbymbw OO OO VC=0x89
oboobooboOo VIuTc DOoOgd ve=0x8c
gooboboo vl ooog ve

0x8D
O0O000oOoOgoo vbTtu OOOO ve

0x8E

O00 UltralrwdooOoDOO

gogoo

ooo oo

ooo mmwhoDboobooooo
oboo 0Ooogooo

ooo oooo

OOUltra IO OO

b0 ooooooobgoo
goooo mrvPOOO0O0OO
goooog 1rtAPO00O0O0O
goob0o ocoooogog
ooo Ultra I'WOOOO0ODOO
goobo ooogoog
goobo ooogoog



gbobobodo mwoooooobobado
god gboood

gogb boodbooobooobboooboo

ggooo
gobo oo
gobo oo

ooog oooo

gogo

oo oOoogooo

oo oOoogooo

gooboboooood

b0 oOooooobooboboboboobooodg
goooo Ooooooo/wooo
gooog Ultra lriwoOOoOoQO
goobo oooood
goobo oooood
ooog gooboood

OO0OUltra IWO O OO

oboo 0ooooobo

oboo ooo

gooboooogo

oboo Coooooo

oboo ooo

goobooood

ooo oo
gooboo oooood
goooo ogo

gboboobobooooogoo

000 00 obOepc/pPA00D0O00O00O0OO0DOODOOODODODOOO
gogo

ooo oo

ooo oo

ooo oooo

ooo oooo



goao

oo o0oodobd

oo o0oodobd

gboboboooboood

b0 Ooooobooboboboboboobooog
goooo Ooooooo/wooo
goobo ooooogo
00000 0Oooo0oo/0000O0000
gooobo obooogog
gooboo oooood
gooboo oooood
gooboo oooood
ooog goobooodg

gooboooogo

b0 oooooobooobobo
gooboo oooood
gooboo ogo

ooo IASonogn
goobood oooood
goooo ogo

oo gogo
ogoobod oooood
goooo ogo

ooo gogo
gooboo oooood
goooo ogo

gooooooo/00ooogooon
oboo 0Ooogooo

oboo ooo

goobooooog

oboo 0Ooogooo

oboo ooo

goobooood

oboo 0Ooogooo

oboo ooo

gooboooogoo



oo o0oodgbd

oo ood
gboboood

goo oo
ggood
ggood

gooogo
ggo

ggboogoobooobooboboon

gogd oooobbbobbbbooobooooooooog

ggooo
goo oo
goo oo

gob obbooboooboo

goo o0oobod

ggooo

gob oboboob

oboo Ooooooo

gooboboooood

b0 Oobooooobooboboboobooodg

gooogd
gooogd
gooogd
gooogd
gooogd
gooogd

gooooo/ood
goooooo
gooooo/0ooc0ooobooog
ooobooood
gooogo

gooogo

ooog gooboood

gooboooogoo

b0 Oooooooboobobo

gooogd
gooogd

gooogo
gogd

ooog IASonogno

gooogd
gooogd

gooogo
gogd

ooog gogo

gooogd
gooogd

gooogo
god



god goao
gbobd oooood
gbooboo ogo
oooooooo/oooooooo
gonb obobgooob
goob gooboo
gogboboobogoo
gonb obobgooob
goob gooboo
gogboooobgo
gonb obobgooob
goob gooboo
ggoogoog
goo oo
ggoog booboo
gogoog bdgd
gobobobobooogoogoo

gogo



ugoog

uooogoboooaboo
goooooon
gogbbooboboooboboobbuoobobooobboobbooooo

gooooooooon

000000000 O0O00o0Dd irbA(Infrared Data Association)\D OO OO0 OO

0000oooogood Irwwa Infrared Wrist WatchesO Version1.0 OO0 00000

goooootdirwwiooooooooooooobooooooa

O Ir'WW (Infrared Wrist Watch) Generic Access Profile Version 1.0 (December 26, 1999)

O I'WW (Infrared Wrist Watch) Time Synchronization Profile Version 1.0 (December 10,
1999)

O I'WW (Infrared Wrist Watch) Tiny Object Exchange Profile Version 1.0 (December 26,
1999)

O I'WW (Infrared Wrist Watch) Generic Binary Object (GBO) Specification Version 1.0
(December 26, 1999)

O Ultra I'WW Time Synchronization and Time Data Exchange using Ultra Protocol
Version 1.0 (December 10,1999)

O I'WW (Infrared Wrist Watch) Time Synchronization Profile Compliance Tests for Ultra
I'WW Version 1.0 (December 10, 1999)

O I'WW (Infrared Wrist Watch) Annex: Time Synchronize Profile for legacy PC/PDA
Compliance Tests Version 1.0 (December 21, 1999)

O I'WW (Infrared Wrist Watch) Tiny Object Exchange Profile Compliance Tests Version
1.0 (December 26, 1999)

gbobogooobobogoboooon

b0 0ooooboobo
0o

oo 0ooobooboboboo
0o

Ubo ooobooboo
0o



uaoo
ug

goboood

uoo
ug

goboooad

uoo

ug

uoo
ug

uoo

gugbbooooooodan

ubobooggbobooobboooobooaobo

uobooggbboobbooobbooobboaoboog

[EERE

goog

[EE

uod ooooggooob
goog

I'WW (Infrared Wrist Watch) Generic
Access Profile

ogog oooogoooo
g

I'WW  (Infrared Wrist Watch) Time

Synchronization Profile

ogog oooogooogo
gooooooo

I'WW (Infrared Wrist Watch) Tiny Object
Exchange Profile

000 000000000
000 (GBO)D O

I'WW  (Infrared Wrist Watch) Generic
Binary Object (GBO) Specification

OO0 Ultralrwwtd OO
gogdo

Ultra Ir'WW Time Synchronization and
Time Data Exchange using Ultra Protocol

oo booooboo
gboobgoogoog

I'WW  (Infrared Wrist Watch) Time
Synchronization Profile Compliance Tests
for Ultra Ir'WwW

OO0 OO0 OO PC/IPDA
goooooooobgoo
gooogogog

I'WW (Infrared Wrist Watch) Annex: Time
Synchronize Profile for legacy PC/PDA
Compliance Tests

gog oooogoooo
gooooooooooon
oo

I'WW (Infrared Wrist Watch) Tiny Object
Exchange Profile Compliance Tests

gbobgoooboobobooboobobobobobooboono




O00 OD000000000000Ir'WW Generic Access Profiled

goodo

gogd

Chapter3 Figure3-1

O 1-3-10 JF-IR008.10(E)

Chapter3 Figure3-16

O

1-3-20 JF-1R008.10(E)

Chapter3 Figure2

O

1-3-30 JF-IR008.10(E)

Chapter3 Tablel

1-3-10 JF-1R008.10(E)

Chapter3 Table2

1-3-20 JF-1R008.10(E)

Chapter3 Table3

1-3-30 JF-1R008.10(E)

Chapter3 Table4

1-3-40 JF-1R008.10(E)

Chapter3 Table5

1-3-50 JF-1R008.10(E)

Chapter3 Table6

1-3-600 JF-1R008.10(E)

Chapter3 Table3-11

1-3-70 JF-1R008.10(E)

Chapter3 Table3-12

1-3-80 JE-IR008.10(E)

Chapter3 Table3-13

1-3-90 JF-IR008.10(E)

Chapter3 Table3-14

1-3-100 JF-IR008.10(E)

Chapter3 Table7-15

1-3-110 JF-1R008.10(E)

Chapter3 Table3-16

1-3-120 JF-IR008.10(E)

Chapter3 Table3-17

1-3-130 JF-IR008.10(E)

Chapter3 Table3-18

1-3-140 JF-IR008.10(E)

Chapter3 Table3-19

1-3-150 JF-IR008.10(E)

Chapter3 Table8

oioooggoioiooggoio|Io|o

1-3-160 JF-IR008.10(E)

uoo

00000000000 IirWW Time Synchronization Profile

good

ogdn

Section 3.2 Figurel

0 2-3-10 JF-IR008.10(E)

Section 3.4 Figurel

O

2-3-200 JF-1R008.10(E)

Chapter 4 Figure2

O

2-4-10 JF-1R008.10(E)

Chapter 3 Tablel

2-3-100 JF-1R008.10(E)

Chapter 3 Table2

2-3-2[1 JF-1R008.10(E)

Chapter 3 Table3

2-3-30 JF-1R008.10(E)

Chapter 3 Table4

2-3-400 JF-1R008.10(E)

Chapter 3 Table5

2-3-500 JF-1R008.10(E)

Chapter 3 Table6

2-3-60 JF-IR008.10(E)

Chapter 3 Table7

2-3-70 JF-1R008.10(E)

Chapter 3 Table8

2-3-80 JF-IR008.10(E)

Chapter 4 Tablel

2-4-10 JF-1R008.10(E)

Chapter 4 Table2

2-4-20 JF-1R008.10(E)

Chapter 4 Table3

2-4-30 JF-1R008.10(E)

Chapter 4 Table4

2-4-40 JF-1R008.10(E)

Chapter 4 Table5

2-4-500 JF-IR008.10(E)

Chapter 4 Table6

OoiooiooggoooigoggIo

2-4-60] JF-IR008.10(E)




Chapter 4 Table7

2-4-701 JF-1R008.10(E)

Chapter 4 Table8

2-4-801 JF-1R008.10(E)

Chapter 4 Table9

2-4-901 JF-1R008.10(E)

Chapter 4 Tablel0

2-4-1000 JF-IR008.10(E)

Chapter 4 Tablell

2-4-110 JF-1R008.10(E)

Chapter 4 Tablel2

2-4-1200 JF-1R008.10(E)

Chapter 4 Tablel3

2-4-1300 JF-1R008.10(E)

Chapter 4 Tablel4

2-4-140 JF-1R008.10(E)

Chapter 4 Tablel5

2-4-150 JF-1R008.10(E)

Chapter 4 Tablel6

2-4-160 JF-1R008.10(E)

Chapter 4 Tablel7

2-4-170 JF-1R008.10(E)

Chapter 4 Tablel8

2-4-180 JF-1R008.10(E)

Chapter 4 Table19

2-4-190 JF-1R008.10(E)

Chapter 4 Table20

2-4-200 JF-1R008.10(E)

Chapter 4 Table21

oooooogogooioioigogoIQ—g

2-4-210 JF-1R008.10(E)

goo

000000000000 O0DOO0O0 IrWW Tiny Object Exchange Profile

goog

g

Chapter 3 Figurel

0 3-3-10 JF-IR008.10(E)

Chapter 3 Figure2

O

3-3-20 JF-1R008.10(E)

Chapter 3 Tablel

3-3-10 JF-IR008.10(E)

Chapter 3 Table2

3-3-20 JF-IR008.10(E)

Chapter 3 Table3

3-3-30 JF-IR008.10(E)

Chapter 3 Table4

3-3-40 JF-1R008.10(E)

Chapter 3 Table5

3-3-50 JF-1R008.10(E)

Chapter 3 Table6

3-3-60 JF-1R008.10(E)

Chapter 3 Table7

3-3-70 JF-IR008.10(E)

Chapter 3 Table8

3-3-800 JF-1R008.10(E)

Chapter 3 Table9

3-3-90 JF-1R008.10(E)

Chapter 3 Tablel0

3-3-1000 JF-1R008.10(E)

Chapter 3 Tablell

3-3-110 JF-IR008.10(E)

Section 3.4 Tablel2

3-3-1200 JF-IR008.10(E)

Chapter 3 Table13

3-3-130 JF-IR008.10(E)

Chapter 3 Tablel4

3-3-1400 JF-IR008.10(E)

Chapter 3 Tablel5

3-3-150 JF-IR008.10(E)

Chapter 3 Tablel6

3-3-160 JF-IR008.10(E)

Chapter 3 Tablel7

3-3-170 JF-IR008.10(E)

Chapter 3 Tablel8

3-3-1800 JF-IR008.10(E)

Chapter 3 Table19

3-3-190 JF-IR008.10(E)

Chapter 3 Table20

3-3-200 JF-IR008.10(E)

Chapter 3 Table21

3-3-210 JF-1R008.10(E)

Chapter 3 Table22

3-3-220 JF-1R008.10(E)

Chapter 3 Table23

Oooogogoooogoggoojooigiggooioigo

3-3-230 JF-IR008.10(E)




Chapter 3 Table24

0 3-3-240 JF-IR008.10(E)

Chapter 3 Table25

0 3-3-250 JF-IR008.10(E)

Chapter 3 Table26

0 3-3-260 JF-IR008.10(E)

Section 3.5 Tablel2

0 3-3-270 JF-IR008.10(E)

Chapter 3 Table27

O 3-3-280 JF-IR008.10(E)

uoo

goooooooooooeBo) O

O IrWW Generic Binary Object(GBO) SpecificationO

good

ogdn

Chapterl Figurel

4-1-10 JF-IR008.10(E)

Chapter2 Figure2-1

4-2-10 JF-IR008.10(E)

Chapter2 Figure2-2

4-2-20 JF-IR008.10(E)

Section2.1 Figure2-3

4-2-30 JF-1R008.10(E)

Section2.2 Figure2-3

4-2-40 JF-1R008.10(E)

Chapter2 Figure2-4

4-2-50 JF-1R008.10(E)

Chapter2 Figure2-5

4-2-60 JF-1R008.10(E)

Chapter2 Figure2-6

4-2-70 JF-1R008.10(E)

Chapter2 Figure3-7

4-2-80 JF-1R008.10(E)

Chapter2 Figure2-8

4-2-90 JF-1R008.10(E)

Chapter2 Figure2-9

4-2-100 JF-1R008.10(E)

Chapter2 Figure2-10

4-2-110 JF-1R008.10(E)

Chapter2 Figure2-11

4-2-120 JF-1R008.10(E)

Chapter2 Figure2-12

4-2-130 JF-1R008.10(E)

Chapter2 Figure2-13

4-2-140 JF-1R008.10(E)

Chapter2 Figure2-14

4-2-150 JF-1R008.10(E)

Chapter3 Figure3-4

oioooggooooioioggooioigo

4-3-10 JF-1R008.10(E)

Chapter2 Table2-1

4-2-10 JF-IR008.10(E)

Chapter2 Table2-2

4-2-20 JF-IR008.10(E)

Chapter2 Table2-3

4-2-300 JF-IR008.10(E)

Chapter2 Table2-4

4-2-400 JF-IR008.10(E)

Chapter2 Table2-5

4-2-500 JF-1IR008.10(E)

Chapter2 Table2-6

4-2-600 JF-IR008.10(E)

Chapter2 Table2-7

4-2-70 JF-1IR008.10(E)

Chapter2 Table2-8

4-2-800 JF-IR008.10(E)

Chapter2 Table2-9

4-2-900 JF-1IR008.10(E)

Chapter2 Table2-10

4-2-100 JF-1R008.10(E)

Chapter2 Table2-11

4-2-110 JF-IR008.10(E)

Chapter2 Table2-12

4-2-12[1 JF-1R008.10(E)

Chapter2 Table2-13

4-2-130 JF-IR008.10(E)

Chapter2 Table2-14

4-2-1401 JF-1R008.10(E)

Chapter3 Table3-1

4-3-10 JF-1R008.10(E)

Chapter3 Table3-2

4-3-20 JF-1R008.10(E)

Chapter3 Table3-13

Ooiooogoooooiogggio|ioigo

4-3-30 JF-1R008.10(E)




Ultra Irww

Ultra Ir'WW Time Synchronization and Time Data Exchange using Ultra Protocol

Chapterl Figurel 5-1-1 JF-IR008.10(E)
Chapter2 Figure2 5-2-1 JF-IR008.10(E)
Chapter2 Figure3 5-2-2 JF-IR008.10(E)
Chapter2 Figure4 5-2-3 JF-IR008.10(E)
Chapter2 Figureb5 5-2-4 JF-IR008.10(E)
Chapter2 Figure6 5-2-5 JF-IR008.10(E)
Chapter2 Tablel 5-2-1 JF-IR008.10(E)
Chapter2 Table2 5-2-2 JF-IR008.10(E)
@
IrDA

IrPHY (Serial Infrared Physical Layer Link Specification)

IrLAP (Serial Infrared Link Access Protocol)

IrLMP (Serial Infrared Link Management Protocol)

TinyTP (A Flow-Control Mechanism for use with IrLMP)

IrOBEX (IrDA Object Exchange Protocol)

IrMC (Infrared Mobile Communications)

Ultra (Guidelines for Ultra Protocols)

IAS (IrLMP Service Hint Bit Assignments and Known IAS Definitions)

vCard (The Electronic Business Card Exchange Format)

vCalendar (The Electronic Calendaring and Scheduling Exchange Format)






715D

— W T I AT a7 A )L



Infrared Data Association

Ir'WW (Infrared Wrist Watch)
Generic Access Profile

Version 1.0

@
HIHTTT
{ilig:1(11Data

Associationsw

December 26, 1999

NTT
Okaya Systemware
CASIO
CITIZEN
S



I'WW Generic Access Profile, Version 1.0 Ir'ww WG

Document Status

Document Owner:

Ken-ichiro Shimokura, k.shimokura@east.ntt.co.jp

(NTT Nippon Telegraph and Telephone Corp)
Y uichiro “Tuck” Takagawa, y.takagawa@east.ntt.co.jp

(NTT Nippon Telegraph and Telephone Corp)
Gontaro Kitazumi, kitazumi @osw.co.jp (Okaya Systemware Co., Ltd.)
Satomi Suzuki, suzuki @tmgw.rd.casio.co.jp (Casio Computer Co., Ltd.)
Hiroshi Morohoshi, h-moroho@tmgw.rd.casio.co.jp (Casio Computer Co., Ltd.)
Michihiro Enokida, enokida@citizen.co.jp (Citizen Watch Co., Ltd.)
Hiroyuki Kihara, kihara@citizen.co.jp (Citizen Watch Co., Ltd.)
Hiroshi Odagiri, hiroshi.odagiri @sii.co.jp (Seiko Instruments Inc)
Tomozumi Saruwatari, saruwatari @sii.co.jp (Seiko Instruments Inc)

Document Editors:
Ken-ichiro Shimokura  k.shimokura@east.ntt.co.jp
Gontaro Kitazumi kitazumi @osw.co.jp

Significant Contributors:
History:
Version 0.5: Infrared Data Association IrTWW IrDA for Wrist Watches for Directional Vote

Version 0.8: IrWW Generic Access Profilefor Draft Vote.
Version 1.0: IrWW Generic Access Profilefor Final Vote.

Ir'ww SIG i



I'WW Generic Access Profile, Version 1.0 Ir'ww WG

INFRARED DATA ASSOCIATION (IrDA) - NOTICE TO THE TRADE -

SUMMARY:
Following is the notice of conditions and understandings upon which this document is made
available to members and non-members of the Infrared Data Association.

» Availability of Publications, Updates and Notices

» Full Copyright Claims Must be Honored

» Controlled Distribution Privileges for IrDA Members Only
» Trademarks of IrDA - Prohibitions and Authorized Use

» No Representation of Third Party Rights

» Limitation of Liability

» Disclaimer of Warranty

* Product Testing for IrDA Specification Conformance

IrDA PUBLICATIONS and UPDATES:

IrDA publications, including notifications, updates, and revisions, are accessed electronically by
IrDA members in good standing during the course of each year as a benefit of annual IrDA
membership. Electronic copies are available to the public on the IrDA web site located at irda.org.
Requests for publications, membership applications or more information should be addressed to:
Infrared Data Association, P.O. Box 3883, Walnut Creek, California, U.S.A. 94598; or e-mail
address: info@irda.org; or by calling (925) 943-6546 or faxing requests to (925) 943-5600.

COPYRIGHT:

1. Prohibitions: IrDA claims copyright in all IrDA publications. Any unauthorized reproduction,
distribution, display or modification, in whole or in part, is strictly prohibited.

2. Authorized Use: Any authorized use of IrDA publications (in whole or in part) is under
NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license
are granted and any attempt to do so is void.

TRADEMARKS:

1. Prohibitions: IrDA claims exclusive rights in its trade names, trademarks, service marks,
collective membership marks and feature trademark marks (hereinafter collectively "trademarks"),
including but not limited to the following trademarks: INFRARED DATA ASSOCIATION
(wordmark alone and with IR logo), IrDA (acronym mark alone and with IR logo), IR logo and
MEMBER IrDA (wordmark alone and with IR logo). Any unauthorized use of IrDA trademarks is
strictly prohibited.

2. Authorized Use: Any authorized use of an IrDA collective membership mark or feature
trademark is by NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or
transfer the license are granted and any attempt to do so is void.

NO REPRESENTATION of THIRD PARTY RIGHTS:

IrDA makes no representation or warranty whatsoever with regard to IrDA member or third party
ownership, licensing or infringement/non-infringement of intellectual property rights. Each
recipient of IrDA publications, whether or not an IrDA member, should seek the independent
advice of legal counsel with regard to any possible violation of third party rights arising out of the
use, attempted use, reproduction, distribution or public display of IrDA publications.
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IrDA assumes no obligation or responsibility whatsoever to advise its members or non-members
who receive or are about to receive IrDA publications of the chance of infringement or violation of
any right of an IrDA member or third party arising out of the use, attempted use, reproduction,
distribution or display of IrDA publications.

LIMITATION of LIABILITY:

BY ANY ACTUAL OR ATTEMPTED USE, REPRODUCTION, DISTRIBUTION OR PUBLIC
DISPLAY OF ANY IrDA PUBLICATION, ANY PARTICIPANT IN SUCH REAL OR ATTEMPTED
ACTS, WHETHER OR NOT A MEMBER OF IrDA, AGREES TO ASSUME ANY AND ALL RISK
ASSOCIATED WITH SUCH ACTS, INCLUDING BUT NOT LIMITED TO LOST PROFITS, LOST
SAVINGS, OR OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL OR PUNITIVE DAMAGES.
IrDA SHALL HAVE NO LIABILITY WHATSOEVER FOR SUCH ACTS NOR FOR THE CONTENT,
ACCURACY OR LEVEL OF ISSUE OF AN IrDA PUBLICATION.

DISCLAIMER of WARRANTY:

All IrDA publications are provided "AS IS" and without warranty of any kind. IrDA (and each of its
members, wholly and collectively, hereinafter "IrDA") EXPRESSLY DISCLAIM ALL
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND
WARRANTY OF NON-INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.

IrDA DOES NOT WARRANT THAT ITS PUBLICATIONS WILL MEET YOUR REQUIREMENTS
OR THAT ANY USE OF A PUBLICATION WILL BE UN-INTERRUPTED OR ERROR FREE, OR
THAT DEFECTS WILL BE CORRECTED. FURTHERMORE, IrDA DOES NOT WARRANT OR
MAKE ANY REPRESENTATIONS REGARDING USE OR THE RESULTS OR THE USE OF IrDA
PUBLICATIONS IN TERMS OF THEIR CORRECTNESS, ACCURACY, RELIABILITY, OR
OTHERWISE. NO ORAL OR WRITTEN PUBLICATION OR ADVICE OF A REPRESENTATIVE
(OR MEMBER) OF IrDA SHALL CREATE A WARRANTY OR IN ANY WAY INCREASE THE
SCOPE OF THIS WARRANTY.

LIMITED MEDIA WARRANTY:

IrDA warrants ONLY the media upon which any publication is recorded to be free from defects in
materials and workmanship under normal use for a period of ninety (90) days from the date of
distribution as evidenced by the distribution records of IrDA. IrDA's entire liability and recipient's
exclusive remedy will be replacement of the media not meeting this limited warranty and which is
returned to IrDA. IrDA shall have no responsibility to replace media damaged by accident, abuse
or misapplication. ANY IMPLIED WARRANTIES ON THE MEDIA, INCLUDING THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, ARE
LIMITED IN DURATION TO NINETY (90) DAYS FROM THE DATE OF DELIVERY. THIS
WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY ALSO HAVE OTHER
RIGHTS WHICH VARY FROM PLACE TO PLACE.

COMPLIANCE and GENERAL:

Membership in IrDA or use of IrDA publications does NOT constitute IrDA compliance. It is the
sole responsibility of each manufacturer, whether or not an IrDA member, to obtain product
compliance in accordance with IrDA Specifications.

All rights, prohibitions of right, agreements and terms and conditions regarding use of I[rDA
publications and IrDA rules for compliance of products are governed by the laws and regulations
of the United States. However, each manufacturer is solely responsible for compliance with the
import/export laws of the countries in which they conduct business. The information contained in
this document is provided as is and is subject to change without notice.
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1 Introduction

Ir'ww waG

I'WW (IrDA for Wristwatches) provides time-based data communication scheme for a wristwatch by
using IrDA Communication Standards. Ir'WW profiles are to be largely used together with the IrDA

standard specifications.

1.1 IrWW Profile Structure

/Generic Access Profile

Time Synchronization
Profile

| Annex
i for legacy PC/PDA

\
\

/

Tiny Object
Exchange Profile

T-log PIM

A

® 4

Reference Document

Ultra Irww

Compliance Tests Document

\

Time Synchronization
Profile Compliance
Tests

ANNEX: Time
Synchronization profile
For legacy PC/PDA
Compliance Tests

Tiny Object Exchange
Profile Compliance
Tests

N

/

Relationship between profile, Usage model and objects

Profile Name Time Synchronization Profile

Usage Model Time Synchroni zation Usage Model

Protocol Stack UltralrWWw (Mandatory) IF(LAP+IILMP+TinyTP+IAS+

OBEX (for Annex)
Support Object Mandatory (M) Option (O) Option (O)
Time-Sync GBO for Ultra IrwWw bWatch1.0 (for Annex)

. Alam [ ) GBOfor Ultralrww || bwWatch1.0 (for Annex)
- Timer | | GBOfor Ultralrww | | bWatch1.0 (for Annex)
| Stopwatch [ ] GBOfor Ultralrww || bWatchl.0 (for Annex)
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Profile Name Tiny Object Exchange Profile
Usage Model Point and Shoot Object Push Usage Model
Protocol Stack IFTLAP+HIrLMP+TinyTP+IAS+OBEX
Support Object Mandatory (M) Option (O)
| Tmetog | | bwatchLO
| BusinessCad | ] bvCard21 T
Schedule bvCaendar 1.0
| Todo [ |bvCdendar10
Notes bvNotel.1

1.2 Definitions and Acronyms

nbox

Alarm

Timer
Stopwatch

Split

A generic Object Store on an Ir'WW Device that can hold objects of various
formats, such as Business Cards, Schedules, To dos and Notes. It istypicaly used
as atemporary holding area for objects received from other I'WW Devices. Often,
the user can inspect the itemsin the Inbox, and file them away or delete them.

In awristwatch, normally it means daily alarm function. Daily alarm notifies the
same setting time everyday. One shot alarm notifies the setting time just once.
Timer Function to count down to the presetting period of time.

Stopwatch Function to count up with a second resolution or under a second besides
displaying current time.

Split Time Function to show elapsed time from the start point one by one while
keeping count up.

1.3 Symbolsand Conventions

The application profile must use the following scheme to define the support for individual features. The
following symbols are used:

M Mandatory support. Refers to capabilities that shall be used in the profile.

0] Optional support. Refers to capabilities that can be used in the profile.

C Conditional support. Refers to capabilities that shall be used in when certain other
capabilities are also used.

X Excluded. Refers to capabilities that may be supported by the device but shall never be used
in this profile.

N/A Not applicable in the given context. It isimpossible to use this capability.

Some excluded capahilities are capabilities that, according to the relevant IrDA specification, are
mandatory. These are features that may degrade operation of devices following this profile. Therefore,
these features shall never be activated while a device is operating as a device within this profile.

1.4 References
[IrLAP]

[IrLMP]
[IrPHY]

[TINYTP|

Ir'ww SIG

Serial Infrared Link Access Protocol, ITLAP, Version 1.1, Infrared Data
Association
Link Management Protocol, IrLMP, Version 1.1, Infrared Data Association

Serial Infrared Physical Layer Link Specification, IrPHY, Version 1.3, Infrared
Data Association
Tiny TP: A Flow Control Mechanism for use with Ir(LMP, Version 1.1, Infrared
Data Association
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[OBEX] IrDA Object Exchange Protocol, IrOBEX, Version 1.2, Infrared Data
Association

[IrMC] IrMC (Ir Mobile Communications) Specification, Version 1.1, February 1999,
Infrared Data Association.

[VCARD] VCard — The Electronic Business Card Exchange Format, Version 2.1,
September 1996, The Internet Mail Consortium.

[VCAL] Vcaendar — The Electronic Calendaring and Scheduling Exchange Format,
Version 1.0, September 1996, The Internet Mail Consortium.

[ULTRA IRWW)] Ultra I'WW Time Synchronization and Time Data Exchange using Ultra
Protocol

[Ir'ww2] Ir'WW Time Synchronization Profile, Version 1.0, Infrared Data Association.

[Ir'WW3] I'WW Tiny Object Exchange Profile, Version 1.0, Infrared Data Association.
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2 Usage Models
2.1 Time Synchronization Usage M odel (New)

2.1.1 Scope

The scope of the information presented here is based on the ability to synchronize time with many IrDA
devices.

2.1.2 User Scenario

A user can point device such as wristwatch to other devices and shoot time object. Receiver devices can
synchronize time by using the received time object.

2.1.3 Interoperability

Devices will have this capability built-in. The use of specific object types will guarantee that objects are
correctly understood on the other device. Devices will be able to alert the user when the other device will
not understand an object being sent.

Below is atype of object data that the user may push from one device to another.

Time Synchronization Data:
Date and time that are considered to be correct and can be used as reference.
These data should be described with appropriate binary format.

2.1.4 Usability

Users will be able to synchronize time between IrDA equipped devices with simple operation (such as
pressing a button). The short-range and narrow angle of IrDA-Data provides a simple form of security
and a natural ease of use. Time synchronization using Ul frame of IrDA-Datais the simplest way to
synchronize time between many devices.

2.1.5 Configuration

No configuration is the default for time synchroni zation.

2.1.6 Reiability

Time object will be sent error free. Specific reliability standards will beidentified in the test
specifications associated with the required enabling technology.

2.1.7 Additiona Information

Whether or not the device that received time object synchronizestime, it depends on application of the
device.
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2.2 Point and Shoot Object Push

2.2.1 Scope

The scope of the information presented here is based on the ability to exchange data between two IrDA
enabled devices. Our focusis on what the user will experience. Many data exchange operations can be
reduced to simple object push events, such as printing, faxing, business card exchange, image transfer, and
file transfer. The Point and Shoot model is the universal way to move data between IrDA enabled devices.
The key to universal object exchange is support for standard object types such as vCard, JPEG, and text.
Almost all IrDA devices will support this capability including PCs, printers, PDAS, cameras, phones,
watches, pagers, storage devices, and kiosks.

2.2.2 User Scenario

Many user scenarios are covered by point and shoot object push. The picture below captures the power and
simplicity of Point and Shoot Object Push.

Notebook

0“ : - ... _
Storage s Mobile
. .
.
DeV|c o* o *, fe, Phone
.
’0

imi g

! ' — -
: . - & |

canner

Handheld PC
IR Adapter

wristwatches

The following scenarios are possible:

e Theuser can push his business card from his watch to another persons watch.
*  Theuser can store time-log information in amulti-functional watch and transfer it to PC, PDA.

2.2.3 Interoperability

IrReady 2000 devices will have this capability built-in. The use of standard object types will guarantee that
objects are correctly understood on the other device. Devices will be able to alert the user when the other
device will not understand an object being sent.
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Below isalist of the different data types with examples of what the user may experience when pushing
these objects from one device to another.

Types of Data Exchange:

» GenericFiles
»  Exchange of filesin which Time-log informations are stored.
«  Exchange of filesin which GBO based PIM objects (business card, schedule, to do list and note)
are stored.

2.2.4 Usability

Users will be able to transfer an object to another device by simply selecting the object and performing a
simple operation (such as pressing a button). For example on a PC the user can send afile to another
device by dragging the file and dropping it on an icon representing a remote device or an IR application.
Another approach may be to select the object and perform aright mouse click operation that will bring up
amenu. The user then selectsthe “send to IR” option and the object is sent. Sending your business card
may be as simple as pushing a“send” button.

The short-range, narrow angle of IrDA-Data alows the user to aim, in a point-and-shoot style at the
intended recipient. Close proximity to the other device is natural in this type of data exchange situation, as
is pointing one device at another. The limited range and angle of IrDA-Data allows othersto
simultaneously perform a similar activity without interference. The short-range and narrow angle of [rDA-
Data provides a simple form of security and a natural ease of use.

Other technol ogies with omni-directional capabilities are not as easy to usein this type of scenario. The
user is not able to point at the intended recipient. Instead, the user must discover the other devices and
choose the appropriate recipient from alist. Close proximity to the intended recipient will usually not help
and choosing the proper device from alist may require special knowledge or additional information.

Point and shoot object exchange-using IrDA-Data is the simplest way to transfer objects between two
devices.

2.2.5 Configuration

No configuration is the default for pushing objects. In some systems the user can select the location of the
inbox and possibly the behavior of prompts.

2.2.6 Reliability

Objects will be sent error free. Specific reliability standards will beidentified in the test specifications
associated with the required enabling technol ogy.

2.2.7 Additional Information

Objects received may be put into the appropriate data store on the device or sent to the appropriate
application. For example, on a PC, received business cards could be placed directly into the user’s PIM.
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3 IrWW Generic Access Profile

3.1 User Requirements

3.1.1 Scope

Time Synchronization profile defines the requirements for the protocols and procedures that shall be used
by applications implementing Time Synchronization usage model. The most common devices
implementing this usage model include wristwatches.

Tiny Object Exchange profile defines the requirements for the protocols and procedures that shall be used
by applications implementing Point and Shoot Object Push usage model. The most common devices
implementing this usage model include wristwatches, PCs, and PDASs.

3.1.2 User Scenarios

The scenarios covered by this profile are:
Usage of the IrDA deviceto read Ir'WW objects from the IrDA device.
Usage of the IrDA device to write Ir'WW objects to the IrDA device.

I'WW objects are covered as shown in the table below

Object Type Format Examples

Time-Sync Time-Sync Object GBO for UltraIrwWw Time-Adjust Object

Object bWatch (for ANNEX)
Time-related Object | GBO for UltralrWW Alarm, Stopwatch, Timer

bWatch (for ANNEX)

Tiny Objects Time-log Object bWatch T-Log (Diving data, Trekking

Tiny PIM Object bWatch galfg neis Card, Schedule, To
Do, Note

Table 1 Time-related Objects
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3.2 Profile Overview

3.2.1 Configuration and Roles

Read time-related objects

»
>

Client Write time-related objects Server

Figure 3-1 Time-related Object Transfer Example between wristwatches

The following roles are defined for this profile.

Server — The device provides an object exchange server to and from which data objects can be pushed and
pulled. The Server waits passively for the client to initiate the operation.

Client — The device can push or/and pull data objects to and from the server.

3.2.2 Protocol Stack

PC, PDA etc IrWW Watch IrWW Watch

(full support model) (minimum support model)

Applications Applications I Applications I
Other Irww - . - .
Obiects Obiects I'WW Objects (Generic Binary Object) I'WW Objects I

OBEX OBEX
Tiny TP Ultra IrWw I

IrLMP

Ultra Irww

IrLAP

H

IrPHY(SIR, FIR)

IrPHY(SIR, FIR)

IPHY(SIR, FIR)

IrDA Hardwareis governed by the [IrPHY]
IrLAP isthelink level protocol specifiedin[IrLAP].
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IrLMP isamultiplexing layer specified in [ITLMP]

Tiny TP provide flow control and is specified in [TINYTP]

IASisthe Information Access Service specified in [[r(LMP]

Ultra and Ultra-IrWW is the Information Access Service specified in [Ultra]

OBEX includes both a session level protocol and an application framework. Both are specified in [OBEX]

Application Client and Application Server are the application entities, which provide the user interface
and perform the operation of the Time-related Object Transfer profile.

3.2.3 Conformance

If conformance to this profileis claimed, all capabilitiesindicated mandatory for this profile shall be
supported in the specified manner. This also applies for all optional and conditional capabilities for which
support is indicated.

Ir'ww SIG 9



I'WW Generic Access Profile, Version 1.0 Ir'ww WG

3.3 User Interface Aspects

3.3.1 Mode Selection (Server)

Server Modeisthe statein which a server is ready to receive objects from aclient or to send objectsto a
client.

It is mandatory that a server be in this mode whenever the physical IR port is enabled (the IR port is able
to receive signals). In some devices the IR port is enabled whenever the device is turned on. For other
devices the user must explicitly turn on the IR port. Turning on the IR port must correspond to entering
server mode.

3.3.2 Function Selection (Client)

The Pull Function initiates the reading of time-related objects from a server.
The Push Function initiates the writing of time-related objects to a server.

If multiple devices are in the IR space then the user must select from alist or be told to position the device
so only one deviceisin range.

3.3.3 Application Usage

When the user wants to read time-rel ated objects from a server to a client or write time-related objects
from aclient to a server, the following scenario can be followed.

Client Server

The user sets the device into Server Mode if
it is not already.

The user of the Client selects a kind of time-
related object to pull or push.

The user points the IR port of the Client
device at the IR port of the Server device.
The user selects the Push Function or Pull
Function to read or write the selected object.

It is recommended that user intervention be
kept to a minimum on the Server device. It is
possible that the user may be asked to accept
or reject the object.

It is recommended that the user be notified of
the result of the operation.
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3.4 Application Layer

3.4.1 Overview

To achieve application level interoperability, content format is defined for time-related object transfer.
Since there are limitations of CPU performance and memory space, objects should be compact and easy to
handle. To cope with this requirement, aformat for reducing object data size without losing any important
information are introduced. In the following, basic scheme of format (Generic Binary Object : GBO) and
application to time-related objects (bWATCH) are described.

3.4.2 Generic Binary Object (GBO)

Since Generic Binary Object (GBO) is based on format of the vCard, GBO can be applicable to other
communication environment such as IrMC. Detail structure as well as coding mechanism and syntax of
GBO can be seen in [GBO].

3.4.3 bWATCH

For describing the time-related objects such as Time, Alarm, Timer, Stopwatch or Time Log(T-LOG), the
bWatch is used.

The bWatch is binary data which is described by GBO. See [GBO] for GBO and the bWatch'’s binary code.
Here, the bWatch is explained using character based code for convenience' sake.

And see Profile [IrWwW2] and [Ir'WW3] for the examples of the bwatch.

3.4.3.1 Property

The bWatch is the thing whereby a property which is signified in syntax such as the following was
arranged.

The bWatch is the thing that properties are arranged. The property isthe definition of an individual

attribute describing bWatch object. The property is signified in syntax such as the following.
<Property Name> { ; <Parameter>} : <Vaue>
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3.4.3.2 Properties
The properties which are used in bWatch are following.

Ir'ww waG

Property Name Name Purpose

BEGIN Begin This property specifies beginning of component.

END End This property specifies end of component.

VERSION Version This property specifies the identifier corresponding to the highest
version number of the bWatch Specification supported by the
implementation that created the bWatch object.

NOTE Note This property specifies non-processing information intended to
provide a note the user.

X- Non-standard | This property provides aframework for defining non-standard

Properties properties.

TIME Time This property specifies alocal time of day.

DATE Date This property specifies alocal calendar date.

DATETIME Date and Time | This property specifies a calendar date and time of day.

UTCOFFSET UTC Offset This property specifies an offset from UTC to local time.

PTIME Period of This property specifies aperiod of time of day.

Time

PDATE Period of Date | This property specifies a period of calendar date.

REFERENCE Reference This property specifies an information about source of transmitted
time of T-Adjust object.

CATEGORY Category This property defines the category for an alarm object.

ACTIVE Active This property defines whether this function is activated in the
receiver device or not.

ACTION Action This property defines the action to be invoked when an alarmis
triggered.

STATE State This property defines the state to be invoked when an alarm is
triggered.

DESCRIPTIO | Description This property defines a description for object.

N

REPEAT Repeat This property defines whether the timer is auto repeat timer or not.

TITLE Title This property specifies atitle of T-log object.

SUBTITLE Subtitle This property specifies a subtitle of T-log object.

DATA Data This property specifies the definition of valuesin RECORD
property.

RECORD Record This property specifies several measurement data of T-log object.

Table 2 The properties which areused in bWatch

Ir'ww SIG
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3.4.3.3 Property Parameters
The property parameters which are used in bWatch are following.

Ir'ww waG

Property Parameter Meaning
BEGIN - -
END - -
VERSION - -
NOTE ENCODING=XXX This parameter specifies an encoding. See [GBQ] for
XXX.
CHARSET=XXX This parameter specifies a character set. See [GBO] for
XXX.
LANGUAGE=XXX This parameter specifies alanguage. See [GBO] for
XXX.
X- User defined. -
TIME TYPE=VTHM This parameter specifies that the value typeis
hour/minute.
TYPE=VTHMS This parameter specifies that the value type is hour
/minute/second.
TYPE=VTHMSL This parameter specifies that the value typeis
hour/minute/second/under-second.
TYPE=VTRHM This parameter specifies that the value typeis
hour/minute.
TYPE=VTRMS This parameter specifies that the value typeis
mi nute/second.
TYPE=VTRL This parameter specifies that the value type is under-
second.
DATE TYPE=VDYMD This parameter specifies that the value typeis
year/month/day.
TYPE=VDYMDW This parameter specifies that the value typeis
year/month/day/week/daylight saving time.
DATETIME TYPE=VTDL This parameter specifies that the value type islocal
year/month/day/hour/minute/second.
TYPE=VTDU This parameter specifies that the value typeis UTC
year/month/day/hour/minute/second.
UTCOFFSET - -
PTIME Same as TIME property. Same as TIME property.
PDATE Same as DATE property. Same as DATE property.
REFERENCE - -
CATEGORY - -
ACTIVE - -
ACTION TYPE=SOUND This parameter specifies an alarm that causes a sound
to be played to dert the user.
TYPE=VIBRATION This parameter specifies an alarm that causes a
vibration to be played to alert the user.
TYPE=DISPLAY This parameter specifies an alarm that causes a
message to be displayed to the user.
Same as NOTE property. Same as NOTE property.
STATE - -
DESCRIPTION | Same as NOTE property. Same as NOTE property.
REPEAT - -
TITLE Same as NOTE property. Same as NOTE property.
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SUBTITLE Same as NOTE property. Same as NOTE property.
DATA TYPE=NUMERIC This parameter specifies an item of record is anumeric
data.
TYPE=STRING This parameter specifies an item of record isastring
data.
ITEMNAME=XXX This parameter specifies an item name of record is
XXX, XXX isstring.
UNIT= XXX This parameter specifies an item's unit of record is
XXX, XXX is string.
Same as NOTE property. Same as NOTE property.
RECORD - -
Note

1. The VALUE= of GBO common parameter can be used at all parameter field.

Table 3 The property parameters which are used in bWatch

3.4.3.4 Property Values
The property values which are used in bWatch are following.

Property Name | Value Meaning
BEGIN BWATCH This value is bwatch component.
T-SYNC This valueis t-sync component.
ALARM Thisvalueis alarm component.
TIMER Thisvalueis timer component.
STOPWATC | Thisvalueis stopwatch component.
H
T-LOG Thisvaueist-log component.
END Same as Same as BEGIN property.
BEGIN
property.
VERSION Numeric Thisvalueis version number. Thisversionis 1.0.
NOTE String Thisvalueis anote.
X- User defined. | -
TIME HH;MM When the parameter is TYPE=VTHM.
This value is hour/minute (from 00;00 to 99;59).
HH;MM;SS When the parameter is TYPEZVTHMS.
Thisvalueis hour /minute/second (from 00;00;00 to 99;59;59).
HH;MM;SS;L | When the parameter is TYPE=VTHMSL.
LLLLL This value is hour/minute/second/under-second (from
00;00;00;000000 to 99;59;59;999999).
HHHH; MM When the parameter is TYPEZVTRHM.
This value is hour/minute (from 0000;00 to 9999;59).
MMMM;SS When the parameter is TYPEEVTRMS.
This value is minute/second (from 0000;00 to 9999;59).
LLLLLL When the parameter is TYPE=VTRL.
This valueis under-second (from 000000 to 999999).
DATE YYYY;MM;D | When the parameter is TYPE=VDYMD.
D Thisvalueis year/month/day. (from 0000;01;01 to 9999;12;31)
YYYY;MM;D | When the parameter is TYPE=VDYMDW.
D;WW;DST This value is year/month/day/week/daylight saving time.
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DATETIME YYYY;MM;D | When the parameter is TYPE=VTDL.
D;HH;MM;SS | Thisvalueisloca year/month/day/hour/minute/second. (from
0000;01;01;00;00;00 to 9999;12;31,23;59;59)
YYYY;MM;D | When the parameter is TYPE=VTDU.
D;HH;MM;SS | Thisvaueis UTC year/month/day/hour/minute/second. (from
0000;01;01;00;00;00 to 9999;12;31;23;59;59)
UTCOFFSET (SHH;MM Thisvalueis sign hour/minute local time offset from UTC.
PTIME Sameas TIME | Same as TIME property.
property.
PDATE Same as Same as DATE property.
DATE
property.
REFERENCE RTIME (Reference Time)
YES Thetime of T-syncisatime that made reference.
NO Thetime of T-syncis not atime that made reference.
RTY PE (Reference Type)
ATOMIC Thetime of T-syncis atime that made reference to an atomic
clock.
GPS Thetime of T-syncis atime that made reference to a Global
Positioning System.
RADIO Thetime of T-syncisatimethat made reference to aradio
controlled clock.
TCXO Thetime of T-syncis generated by a TCXO.
QUARTZ Thetime of T-sync is generated by a quartz crystal oscillator.
UNDEFINED | The source of time of T-sync is undefined.
CATEGORY WAKE Thetime is time when you wake up.
CALL The timeistime when you call.
MEETING The timeistime when you hold a mesting.
APPOINT The time is time when you made an appointment.
OTHER Thetime is time when you do other matter.
ACTIVE ON The alarm function is activated.
OFF The alarm function is not activated.
ACTION String User defined String data.
STATE ON The switch is turned on when an alarm is triggered.
OFF The switch is turned off when an alarm is triggered.
DESCRIPTION | String Thisvaueis adescription for object.
REPEAT ON The timer automatically restarts the countdown from countdown
time.
OFF The timer stops the countdown when zero is reached.
TITLE String Thisvalueis atitle of T-log object.
SUBTITLE String Thisvalueis asubtitle of T-log object.
DATA String Thisvaueis same as PICTURE format of COBOL language.
RECORD Time-related Thisvalue form isvaluel; value2; values ...
value, Each value obeys the properties of field block.
Numeric,
String

Table 4 The property values which are used in bWatch
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3.4.3.5 Property Order

The bWatch's properties are arranged in order of the following.

T-Sync/ Alarm / Timer / Stopwatch Object is the following.
BEGIN: BWATCH
VERSION:1.0
{ <NOTE property> | <X- property>}
{ <T-Sync Component> | <Alarm Component> | <Timer Component> | <Steopwatch
Component> | <T-log Component> }
END: BWATCH

<T-Sync/ Alarm/ Timer / Stopwatch Component> is the following.
BEGIN: T-SYNC (, ALARM, TIMER or STOPWATCH)
<Properties>
END: T-SYNC (, ALARM, TIMER or STOPWATCH)

<T-log Component> is the following.
BEGIN: T-LOG
<Properties>
BEGIN: FIELD
<Properties>
END: FIELD
BEGIN: MATRIX
<Properties>
END: MATRIX
END: T-LOG

Ir'ww SIG 16



I'WW Generic Access Profile, Version 1.0

3.4.3.6 Property userestrictions

The bWatch's Property use restrictions are following.

I'WW WG

Property bWatch component

T-Sync component Alarm component Timer component
VERSION M@ |- - -
NOTE o) |O(n) O (n) O (n)
X- o) | O(n) O (n) O (n)
TIME - M (1) M (2) -

Only "TYPE=VTHMSL" Only "TYPE=VTHM"

Thecurrent time. Thealarm time.
DATE - M () M (2) -

Only "TYPE=VDYMDW" Only "TYPE=VDYMDW"

Thecurrent time. Thealarm time.
DATETIME - - - -
UTCOFFSET - M (1) 0(1) -

Thecurrent time. Thealarm time.
PTIME - M () - M (1)

Only "TYPE=VTRL" Only "TYPE=VTHMS"

The delay time. Therepeat time.
PDATE - - - o)

Therepeat time.
REFERENCE | - M (1) - -
CATEGORY - - 0(1) -
Default "OTHER".
ACTIVE - - 0(1) -
Default "ON".

ACTION - - O (n) O (n)
STATE - - 0(1) 0(1)
DESCRIPTION | - - 0 (1) 0(1)
REPEAT - - - M (1)
TITLE - - - -
SUBTITLE - - - -
DATA - - - -
RECORD - - - -

Ir'ww SIG

17



(1) means to be able to use only one property.
(n) means to be able to use property many times.

I'WW Generic Access Profile, Version 1.0 Ir'WwW WG
Property bWatch component
Stopwatch component T-log component
Field | Matrix
VERSION - - - -
NOTE O (n) O (n) om |O(n
X- O (n) O (n) om |O(n
TIME o) o (1) om |-
Thetimewhen the split time | Thetimewhen the log was
was recorded. recorded.
DATE o1 o1 OoMm) |-
Thetimewhen the split time | Thetime when the log was
was recorded. recorded.
DATETIME o) o (1) om |-
Thetimewhen the split time | Thetimewhen the log was
was recorded. recorded.
UTCOFFSET o o1 OoMm) |-
Thetimewhen the split time | Thetimewhen the log was
was recorded. recorded.
PTIME M (1) - o) |-
Only "TYPE=VTHMSL"
The split time.
PDATE o - OoMm) |-
The split time.
REFERENCE | - - - -
CATEGORY - - - -
ACTIVE - - - -
ACTION - - - -
STATE - - - -
DESCRIPTION | O (1) 01 - -
REPEAT - - - -
TITLE - o1 - -
SUBTITLE - 0o(1 - -
DATA - - om |-
RECORD - - - O (n)
Note

Table5 The bWatch’s Property userestrictions

3.4.3.7 GBO property order for Ultra IrWW

If the time-related objects are sent using Ultra protocol, GBO properties for UltralrWW are used. GBO
properties for Ultra IrWW use the bWatch's properties and are arranged in order of the following.
Mandatory property order is fixed.

T-Sync Object

OID for T-Adjust

DATE; TYPEZVDYMDW: Value

TIME; TYPEEVTHMSL: Value
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UTCOFFSET: Value

PTIME; TYPE=VTRL: Value

REFERENCE: Value

< Option properties>

Alarm Object

OID for Alarm

DATE; TYPEZVDYMDW: Value

TIME; TYPE=VTHM: Value

< Option properties>

Timer Object

OID for Timer

PTIME; TYPE=VTHMS: Value

REPEAT: Value

< Option properties>

Stopwatch Object

OID for Stopwatch

PTIME; TYPE=VTHMSL: Value

< Option properties>

3.4.4 bWatch Information log

The Information Log is object that contain general information about specific Object Store. The

Information Log must be supported by all devices that support read-all/write-all. This specification is same

as IrMC's Information Log. See[IrMC].

The bWatch's Information Log is binary data which is described by GBO. See [GBQ] for GBO and the
bWatch'’ s Information Log binary code. Here, the bWatch’s Information Log is explained using character

based code for convenience' sake.

And see Profile [IrWW2] and [IrWW3] for the examples of the information log.

3.4.4.1 Properties

The properties which are used in bwWatch's Information Log are following.

Property Parameter | Value Purpose State
Total-Records - Numeric | Thetotal number of Objects (or records) 0]
within the Object Store.
Maximum-Records | - Numeric | The maximum number of objects (or M
records) that can be stored in the Object
Store. If there is no particular limit, then an
asterisk “*” will be used in place of a
number.
IEL - Numeric | Thelevel of Information Exchange 0
(Information supported by the Object Store.
Exchange Level) The valueis the following.
Single Push Support: 1
Read-all/Write-all Support: 2
X-IRWW-Fields - - This property provides an overview of all M
the fields supported. See next Section.
Table 6 The propertieswhich are used in bWatch’s Information Log
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3442 X-IRWW-Fields

The X-IRWW-FIELDS extension property will represent al the supported field properties, property
parameters and types utilized within the Ir'WW Object Store.

This specification is same as IrMC's Information Log. See [IrMC].

3.4.4.3 Property Order

The Information Log Object is the following.
{
<Total Records property> |
<M aximum Records property> |
<IEL property> |
<X-irww fields object> |

}

<X-irww fields object> is the following.
X-IRWW-Fields:
<Begin>
{ <x- irww property>}
<End>

3.5 Application Procedure

3.5.1 Single object push

In this case, aclient can send a single Object to a Server. When received, the Server stores the object in a
generic inbox with the original name of the object. In this application, flow of the object is uni-directional.
Therefore, PUSH operation is generally carried out. Either connectionless or connection-oriented data
transfer, such as Ultra IrWW or IrOBEX is used.

In this case, aclient can send asingle Object to a Server. When received, the Server stores the objectin a
generic inbox with the original name of the object. In this application, flow of the object is uni-directional.
Therefore, PUSH operation is generally carried out. Either connectionless or connection-oriented data
transfer, such as UltraIr'WW or IrOBEX is used.

3.5.1.1 Single Object Push with UltralrWW

Figure 3-16 shows an example of time sequence of Ultra lrWW communication. The advantage of the
Ultra IrWW isthat an Ir'WW object generated in the DEVICEL Ul level can be sent to the DEVICE 2 Ul
level almost directly. This characteristic is effective for transmitting time-based information with little
time-delay.
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[ DEVICE1 [ DEVICE2
Ultra IrwWw Ultra IriwWw
ul client Ultra Ultra server ul
PUSH —lp IrWW Payload U
[T-ADJUST] (IWWW Object) [™~""""""""""""] IrWW Payload
(A=0xFF (I'WW Object) >

c="ur [T-ADJUST]
DLSAP = 0x70
SLSAP =0x70
PID = 0x02)

Figure 3-16 Example of UltralrWW time sequence

3.5.1.2 Single Object Push with IrOBEX
Both Push Client and Push Server are built on top of the OBEX application framework. A Push Client uses

OBEX_PUT to push single object to the inbox of a Push Server. The Push Client connects to the Push
Server'sinbox and pushes single object to it. The Push Client only knows that the object are successfully
received. It does not know the layout or construction of the Push Server's inbox.

A Push Server's inbox must holds objects. But, it is possible to automatically dispatch objects from inbox

to store. For example, if single Alarm isreceived it can be dispatched to the Alarm.

Table 3-11 shows an example of the application procedure required by the Push Client to push object to a

Push Server.

Table 3-11 Application layer procedure for Push object

Push Client

Details

OBEX CONNECT.

OBEX DISCONNECT.

Push the object using OBEX PUT.

In Time-Related object push , following file names which distinguish from Time-Related Object transfer

are used.
Table 3-12 Object name assignment rule of Time-Related Object Push
Obiject File name
Alarm Xxx.wal
Timer Xxx.wtm
Stopwatch XXX.WSW
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3.5.1.3 Single Object Pull with [FOBEX

Both Pull Client and Pull Server are built on top of the OBEX application framework. A client uses
OBEX_GET to pull single object with the Ir'WW specified object name from a server. The client connects
to the server and pulls single object from it.

Table 3-13 shows an exampl e of the application procedure required by the client to pull object from a
server.

Table 3-13 Application layer procedure for Pull object

Push Client Details
OBEX CONNECT.

Push the object using OBEX GET.

OBEX DISCONNECT.

Table 3-14 Object name assignment rule of Time-Related Object Push
Object File name

Time-Sync XXX. WSy

As shown in the table3-14, only time-adjust object can be pulled from the server.

3.5.2 Generic Object Exchange

This application provides aread-all/write-all functionality. Servers with this model support create or act
upon an object stream containing al the objectsin the devices. Note that inbox objects are not taken into
account when building this stream of objects. This model mainly applies communications between
watches and PC or PDAs. Objects sent to the PC or the PDA can be edited and then sent back to the watch
and updated. Thus, there appears bi-directional data flow between the client and the server devices. Both a
Client and Server are built on top of the OBEX application framework. A client uses OBEX PUT to write-
all objectsto the store of a server. And the client uses OBEX GET to read-all objects from the store of the
server. Transferring files requires asingle PUT or GET operation per file. The client connects to the
Server's storage and transfers all objects. Note that inbox isn’t used in these objects.

Information Log contains general information about specific Object Stores. Before the client reads or
writes generic objects from or to the server, It becomes help of processing of information by reading
Information Log.

Table 3-15 shows an example of the application procedure required by the client to read all objects from
the Server.

Table 7-15 Application procedure for Read-all objects
Client Details

OBEX CONNECT.

Read the Information Log using OBEX GET. In accordance with read Information Log,
memory is prepared in which the data are
stored.

Read all objects using OBEX GET.
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OBEX DISCONNECT.
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It is not necessary for a client to always use Information Log.

Table 3-16 shows an example of the application procedure required by the client to write al objectsto the

Sserver.

Table 3-16 Application procedure for push objects

Client

Details

OBEX CONNECT.

OBEX DISCONNECT.

Read the Information Log using OBEX GET.

Write all objects using OBEX PUT.

In accordance with read Information Log, only
necessary data are sent.

It is not necessary for a client to always use Information Log.

In Generic object transfer, file names shown in table 3-17 which distinguish from single object push are

used.
Table 3-17 File name assignment rule of Generic Object Transfer
Object Object name Contents
Time-Related Objects /watch/alarm.wal Alarm Data
/watch/timer.wtm Timer Data

/watch/stop.wsw

Stop Watch Data

Time-Log Object

/watch/t-log.wlg

PIM Objects /watch/pim/ob.bcf Owner Business Card
/watch/pim/bc.bcf Bussiness Card
/watch/pim/sd.bet Schedule
/watch/pim/td.btd ToDo
/watch/pim/nt.bnt Note , Memorundom
3.6 OBEX

3.6.1 OBEX Operations
Table 3-18 shows the OBEX operations, which are used in the Single Object Push or Generic Object

Transfer profile.

Table 3-18 OBEX Operations
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Operation no. | OBEX Operation Client Server
1 Connect M M

2 Disconnect (0] M

3 Put M M

4 Get M M

5 Abort M M

6 Set Path* N/A N/A

* [r'WW Object Name must be used absol ute object path name.

3.6.2 OBEX Headers
Table 3-19 shows the OBEX headers used in the Generic Object Transfer profile.

Table 3-19 OBEX Headers

Header | OBEX Headers Read-all/Write- | Read-all/Write-
no. all Client all Server
1 Count (0] (0]

2 Name M M

3 Type O O

4 Length O O

5 Time O O

6 Description (@) (@)

7 Target X X

8 HTTP N/A N/A

9 Body M M

10 End of Body M M

11 Who X X

12 Connection ID X X

13 Authenticate Challenge | X X

14 Authenticate Response | X X

15 Application Parameters | X X

16 Object Class X X

3.6.3 Establishing an OBEX session
Setting up an OBEX session for Tiny TP Generic Object Transfer involves three steps.
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1. Client discoversthe server device (see section 3.6.1).
2. Client establishes a Tiny TP connection to the server device (see section 3.6.2).
3. Client performs an OBEX connect operation to the server.
The figure below shows how the OBEX session is established.
Client Server

I Client has discovered the i

E Server. !

i Client has established a Tiny E

E TP connection to the server. !

OBEX CONNECT request >
< OBEX CONNECT response

:r OBEX session is established if E

! the response includes the OXAQ 1

! (Success, final bit set) response :

1 code. :
The OBEX connect request must contain the following fields.
Field/ Name Value Status Explanation
Header
Field Opcode for CONNECT 0x80 M -
Field Connect Packet Length | Ox07 M -
Field OBEX Version Number Varies M -
Field Flags Varies M -
Field Max OBEX Packet Varies M -

Length

The OBEX connect response must contain the following fields.
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Field/ Name Value Status Explanation
Header
Field Response code for O0x0A M 0xAO for success
CONNECT request
Field Connect Response 0x07 M -
Packet Length
Field OBEX Version Number Varies M -
Field Flags Varies M -
Field Max OBEX Packet Varies M -
Length

Connection procedure can be neglected. But for Ir'WWW communication, it is necessary to negotiate PDU
size. Therefore, connection procedure must be carried out before put requests.

3.6.4 Reading Objects

All Objects are pulled from the server using the OBEX GET operation. Pulling object can take one or

more OBEX packets. Theinitial GET packet must include the following fields and headers.

Field/ Name Value Status Explanation
Header
Field Opcode for GET | Ox03 or | M -
0x83
Field Packet Length Varies M -
Header Name Varies M The header value is the name of all
Objects

The response to the GET request has the following fields and headers.

Field/ Name value | Status Explanation

Header

Field Response code | 0x90 or | M 0x90 for continue,
for GET OXAO 0xAO for success.

Field Packet Length Varies M -

Header Length Varies | O Length of the object.

Header Body/End of Varies M End of Body identifies the last chunk
Body of the object body.

Other headers, which can be optionally used, are found in [OBEX]
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3.6.5 Writing Objects

All Objects are pushed to the server using the OBEX PUT operation. Pushing a object can take one or
more OBEX packets. Theinitial PUT packet must include the following fields and headers.

Field/ Name Value Status Explanation
Header
Field Opcode for PUT | Ox02 or | M -
0x82
Field Packet Length Varies | M -
Header Name Varies | M The header value is the name of all
objects.
Header Length Varies | O Length of the object.
Header Body/End of Varies | M End of Body identifies the last chunk
Body of the object body.

The response to the PUT request has the following fields and headers.

Field/ Name Value Status Explanation
Header
Field Response code | 0x90, | M 0x90 for continue,
for PUT OXAO 0xAO for success,
or 0xCD if the object is too large.
0xCD
Field Packet Length Varies M -

Other headers, which can be optionally used, are found in [OBEX]

Writing Empty Object
If the object consists of only GBO Object Stream Identifier (OBJECT MAGIC CODE), the write-all action
is regarded as to make Object Store empty. Any previous information is cleared.

3.6.6 Disconnecting an OBEX session

An OBEX session can be disconnected in two ways. First, the OBEX connection can be disconnected
using the DISCONNECT procedure. Second, the underlying Tiny TP connection can be disconnected.
Normally after all objects have been pushed the Tiny TP connection to the OBEX server is disconnected
so thereis really no need to perform an OBEX DISCONNECT procedure. If the Tiny TP connection is
used for other purposes as well such as synchronization or file transfer then the Tiny TP connection must
be left up and an OBEX DISCONNECT should be issued. Read-all/Write-all Server’s must be able to
handle both methods of disconnect.

The OBEX DISCONNECT request must contain the following fields.
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Field/ Name Value Status Explanation
Header

Field Opcode for DISCONNECT 0x81 M -

Field Connect Packet Length Varies M -

Other headers such as Description, which can be optionally used, are found in [OBEX].

The response to an OBEX DISCONNECT request must contain the following fields.

Field/ Name Value Status Explanation
Header
Field Response code 0XAO M OxAQ for success

for DISCONNECT
Field Packet Length Varies M -

3.7 Ultralrww

UltralrWW is mandatory protocol for Time Synchronization profile. Details of the Ultra IrWW are shown
inthe [ULTRA IRWW].

3.8 Protocol Implementation Guidelinefor IrWW Products

3.8.1 Combination of Connection and Connectionless

If aclient device supports both connections-less and connection-oriented profiles for same application
such as time-related object push, the device must adhere to the following guidelines.

1. Discovery-1: If acorrect discovery response is not received from the server after running the
discovery process athird time, the client shall assume that there is no connection oriented server
present, wait at least 500 ms and send the object connection less (Ultra). According to the media
access rules there shall be delay before the sending of the ultra frame, this will mean that the total
delay from the last XID frame to the first Ultra frame will be about 1 sec.

2. Discovery-2: If the server returns a proper discovery response, the client will try to connect to the
OBEX server. If no OBEX server can be found, the object is not sent using connection less either.
This is because the client assumes that server does not support OBEX connection less if it also does
not supported connection oriented. A server implementing OBEX and supporting connection oriented
servicesis required to support OBEX connection-oriented.

3. Connection-1: If aconnection is established to the server, the IAS is then queried for the OBEX server,
if an OBEX server is not present, the client disconnects from the server. If an OBEX server is present
aconnection is established and the object is transferred.

4. Connection-2: It is assumed with an error when trying to PUT or GET an IrWW aobject but not found.

Ir'ww SIG 28



I'WW Generic Access Profile, Version 1.0 Ir'ww WG

Example: The client receives a proper discovery response to its discovery command from the server side.
It then sends a SNRM command frame to the server. If the server decides to accept, it sends an UA frame
as response to the SNRM command. The client will then connect to the IAS LSAP of the server, searching
for asuiting IAS entry. If such an entry is not found it means that the server does not support this service.
The client should then disconnect from the IAS LSAP, followed by disconnect from the physical link.

3.9 Tiny TP

Support flow control and byte data stream mode only. OBEX does not use connection and
disconnection payloads.

3.10IrLMP

Number of LSAPs:
Connection type 3 (IAS Server, IAS Client, Application)
Connection less type 1 (LSAP 0x70 is used by Ultra)
IAS Server: Support GetVaueByClass function
IAS Client: Support GetVaueByClass function

3.111AS

The information needed for accessing the IrDA IF'WW applications is included in the IAS class WATCH.
The following table defines the attributes associated with this class. The information about |AS entries and
access is described in [IFTLMP].

Note that 1AS should be the primary means of identifying the services supported by a device. Thereis no
need for OBEX’s“who” or “target” headers when dealing with these objects.

Class OBEX

Attributes

IrDA:TinyTP:LsapSel Integer (0x01)

Class IrDA:WATCH

Attributes

Parameters Octet Sequence (0x02)

Devicelnfo Octet Sequence (0x02)
3.11.1L sapSel

A link service access point selector is the address of an application. In the IrLMP LM-MUX, al Ir'WW
services are accessed through the OBEX LSAP selector whose value is defined in the IAS class OBEX.
Theinformation about this IAS classis described in [OBEX].

3.11.2Parameters

The Parameters attribute uniquely identifies the I'WW services provided by a device. All I'WW service
information is packed into this one attribute to alow a single IAS GetVaueByClass query.
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Parameters attribute is an octet sequence, which consists of one or more 3-tuples with the following

format:

Pl [ pPL | PV | !

[ P | P | PV

Parameter 1
Parameter 2

Figure 2 The structure of the parameters attribute

Thefieldsin the 3-tuples are

Field Value Type | Description

Pl — Parameter Identifier | UINT8 A unique parameter name.

If bit 7 is set, the parameter is regarded as critical. Critical
parameters are used to identify special services that only
work properly with peers.

PL — Parameter Length UINT8 The length of the PV field in bytes.
PV — Parameter Value UINT8 Value, whose meaning depends on the PI.
sequence

In Table 8, the Parameters of Ir'WW Object are listed.
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Pl

Pl name

PL

PV data type

PV Description

Default
Value

Status

0x00

0x01

0x02

T-Adjust
Support

Alarm
Support

Timer
Support

Ir'ww SIG

bit 0
bit 1
bit 2
bit 3

bit 0
bit 1
bit 2
bit 3

bit 0

The first octet =
Support Level

( bit mask)

Single Push Support
Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version number
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version number
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support

0

(1,0)

(1,0)

Necessary
if this mode
is
supported

Necessary
if this mode
is
supported

Necessary
if this mode
is
supported
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0x03

0x04

Stopwatch
Support

T-log
Support

Ir'ww SIG

bit 1
bit 2
bit 3

bit O
bit 1
bit 2
bit 3

bit 0
bit 1
bit 2
bit 3

Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version number
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version number
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version number

Lower side nibble(4bit)

(1,0)

(1,0)

(1,0)

Ir'ww waG

Necessary
if this mode
is
supported

Necessary
if this mode
is
supported
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0x05

0x06

0x07

Business
Card
Support

Schedule
Support

To Do
Support

Ir'ww SIG

bit O
bit 1
bit 2
bit 3

bit 0
bit 1
bit 2
bit 3

bit 0
bit 1

Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Undefined

Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version nhumber
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Undefined

Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version number
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Undefined

(1,0)

(1,0)

Ir'ww waG

Necessary
if this mode
is
supported

Necessary
if this mode
is
supported

Necessary
if this mode
is
supported
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bit 2 | Write-all Support
bit 3 | Read-all Support
The second octet : (1,0)
Upper side nibble(4bit)
Major version nhumber
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
0x08 | Notes 2 The first octet = 0 Necessary
Support Support Level :fsthis mode
( bit mask) supported
bit 0 | Single Push Support
bit 1 | Undefined
bit 2 | Write-all Support
bit 3 | Read-all Support
The second octet : (1,0)
Upper side nibble(4bit)
Major version nhumber
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
Table 8 The Parameters of IrWW Object
If some objects are not supported in some devices, corresponding parameters can be omitted.
3.11.3Devicelnfo
Pl Pl name PL | PV datatype PV Description Default | Status
Value
0x00 | Manufacturer | n Strings | Manufacturer Name None M
0x01 | Model n Strings | Product Model Name None M
0x02 | OEM n Strings | OEM Name None (0]
0x03 | Firmware n Strings None (0]
Version
0x04 | Firmware n Strings None (0]
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Date

0x05 | Software n Strings
Version

0x06 | Software n Strings
Date

0x07 | Hardware n Strings
Version

0x08 | Hardware n Strings
Date

0x09 | Serial n Strings
Number

None

None

None

None

None

Ir'ww waG

Total packet length of the Devicelnfo must be limited within 40 bytes.

3.12 ServiceHint Bit

The Watch service hint bit (bit XX) of the Ir(LMP service hints is used in the device discovery to inform
about the Ir'WW application capabilities of the device. The information about service hint bit is described

in[IrLMP].

It should be noted that the Watch bit does not indicate the type of the device in question. It only points out
that the device supports some of the I'WW services, for example T-Sync or Alarm. Consequently, al PCs,
PDAs, and other non-watch devices are also expected to indicate their I'WW capability with the Watch bit.
Ir'WW device as which connection-oriented data transfer is used, should set the OBEX Ir'LMP service hint

bit (value of 0x20 in the second hint byte.).

3.13 IrLAP (minimum requirements)
Discovery
Number of dot: 1
Negotiation parameters
Band Rate: 9600bps
Data size: 64byte
Window size: 1
Mode: Primary and Secondary should be implemented
Flow control: executed in the Tiny TP
Disconnect warning: necessary (3sec, Disconnection: 5sec)
Data Transmission timing: same as IrDA DATA

3.14 Physical Layer

Devices are allowed to support the short-range option asin described [IrPHY ]
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INFRARED DATA ASSOCIATION (IrDA) - NOTICE TO THE TRADE -

SUMMARY:
Following is the notice of conditions and understandings upon which this document is made
available to members and non-members of the Infrared Data Association.

» Availability of Publications, Updates and Notices

e Full Copyright Claims Must be Honored

» Controlled Distribution Privileges for IrDA Members Only
» Trademarks of IrDA - Prohibitions and Authorized Use

* No Representation of Third Party Rights

» Limitation of Liability

e Disclaimer of Warranty

» Product Testing for IrDA Specification Conformance

IrDA PUBLICATIONS and UPDATES:

IrDA publications, including notifications, updates, and revisions, are accessed electronically by
IrDA members in good standing during the course of each year as a benefit of annual IrDA
membership. Electronic copies are available to the public on the IrDA web site located at irda.org.
Requests for publications, membership applications or more information should be addressed to:
Infrared Data Association, P.O. Box 3883, Walnut Creek, California, U.S.A. 94598; or e-mail
address: info@irda.org; or by calling (925) 943-6546 or faxing requests to (925) 943-5600.

COPYRIGHT:

1. Prohibitions: IrDA claims copyright in all IrDA publications. Any unauthorized reproduction,
distribution, display or modification, in whole or in part, is strictly prohibited.

2. Authorized Use: Any authorized use of IrDA publications (in whole or in part) is under
NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license are
granted and any attempt to do so is void.

TRADEMARKS:

1. Prohibitions: IrDA claims exclusive rights in its trade names, trademarks, service marks,
collective membership marks and feature trademark marks (hereinafter collectively "trademarks"),
including but not limited to the following trademarks: INFRARED DATA ASSOCIATION (wordmark
alone and with IR logo), IrDA (acronym mark alone and with IR logo), IR logo and MEMBER IrDA
(wordmark alone and with IR logo). Any unauthorized use of IrDA trademarks is strictly prohibited.

2. Authorized Use: Any authorized use of an IrDA collective membership mark or feature trademark
is by NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license
are granted and any attempt to do so is void.

NO REPRESENTATION of THIRD PARTY RIGHTS:

IrDA makes no representation or warranty whatsoever with regard to IrDA member or third party
ownership, licensing or infringement/non-infringement of intellectual property rights. Each recipient
of IrDA publications, whether or not an IrDA member, should seek the independent advice of legal
counsel with regard to any possible violation of third party rights arising out of the use, attempted
use, reproduction, distribution or public display of IrDA publications.
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IrDA assumes no obligation or responsibility whatsoever to advise its members or non-members
who receive or are about to receive IrDA publications of the chance of infringement or violation of
any right of an IrDA member or third party arising out of the use, attempted use, reproduction,
distribution or display of IrDA publications.

LIMITATION of LIABILITY:

BY ANY ACTUAL OR ATTEMPTED USE, REPRODUCTION, DISTRIBUTION OR PUBLIC
DISPLAY OF ANY IrDA PUBLICATION, ANY PARTICIPANT IN SUCH REAL OR ATTEMPTED
ACTS, WHETHER OR NOT A MEMBER OF IrDA, AGREES TO ASSUME ANY AND ALL RISK
ASSOCIATED WITH SUCH ACTS, INCLUDING BUT NOT LIMITED TO LOST PROFITS, LOST
SAVINGS, OR OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL OR PUNITIVE DAMAGES.
IrDA SHALL HAVE NO LIABILITY WHATSOEVER FOR SUCH ACTS NOR FOR THE CONTENT,
ACCURACY OR LEVEL OF ISSUE OF AN IrDA PUBLICATION.

DISCLAIMER of WARRANTY:

All IrDA publications are provided "AS IS" and without warranty of any kind. IrDA (and each of its
members, wholly and collectively, hereinafter "IrDA") EXPRESSLY DISCLAIM ALL WARRANTIES,
EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND WARRANTY OF
NON-INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.

IrDA DOES NOT WARRANT THAT ITS PUBLICATIONS WILL MEET YOUR REQUIREMENTS
OR THAT ANY USE OF A PUBLICATION WILL BE UN-INTERRUPTED OR ERROR FREE, OR
THAT DEFECTS WILL BE CORRECTED. FURTHERMORE, IrDA DOES NOT WARRANT OR
MAKE ANY REPRESENTATIONS REGARDING USE OR THE RESULTS OR THE USE OF IrDA
PUBLICATIONS IN TERMS OF THEIR CORRECTNESS, ACCURACY, RELIABILITY, OR
OTHERWISE. NO ORAL OR WRITTEN PUBLICATION OR ADVICE OF A REPRESENTATIVE
(OR MEMBER) OF IrDA SHALL CREATE A WARRANTY OR IN ANY WAY INCREASE THE
SCOPE OF THIS WARRANTY.

LIMITED MEDIA WARRANTY:

IrDA warrants ONLY the media upon which any publication is recorded to be free from defects in
materials and workmanship under normal use for a period of ninety (90) days from the date of
distribution as evidenced by the distribution records of IrDA. IrDA's entire liability and recipient's
exclusive remedy will be replacement of the media not meeting this limited warranty and which is
returned to IrDA. IrDA shall have no responsibility to replace media damaged by accident, abuse or
misapplication. ANY IMPLIED WARRANTIES ON THE MEDIA, INCLUDING THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, ARE
LIMITED IN DURATION TO NINETY (90) DAYS FROM THE DATE OF DELIVERY. THIS
WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY ALSO HAVE OTHER
RIGHTS WHICH VARY FROM PLACE TO PLACE.

COMPLIANCE and GENERAL:

Membership in IrDA or use of IrDA publications does NOT constitute IrDA compliance. It is the sole
responsibility of each manufacturer, whether or not an IrDA member, to obtain product compliance
in accordance with IrDA Specifications.

All rights, prohibitions of right, agreements and terms and conditions regarding use of I[rDA
publications and IrDA rules for compliance of products are governed by the laws and regulations of
the United States. However, each manufacturer is solely responsible for compliance with the
import/export laws of the countries in which they conduct business. The information contained in
this document is provided as is and is subject to change without notice.
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1 Introduction

I'WW (IrDA for Wristwatches) provides Time-based data communication scheme for awristwatch by using
IrDA Communication Standards. This profile isto be largely used together with the IrDA standard
specifications.

1.1 IrWW Profile Structure

/Generic Access Profile \

Time Synchronization Tiny Object
Profile Exchange Profile
i Annex E
i for legacy PC/PDA ; T-log PIM

\K ------------------- VN //

Reference Document

GBO Ultra Irww

4 )

Compliance Tests Document

. o ANNEX: Time i .
Time Synchronization | |synchronization profile| | Tiny Object Exchange
Profile Compliance For legacy PC/PDA Profile Compliance
Tests Compliance Tests Tests

N /

1.2 Symbolsand Conventions

The application profile must use the following scheme to define the support for individual features. The
following symbols are used:

Mandatory support. Refers to capabilities that shall be used in the profile.

M

0 Optional support. Refers to capabilities that can be used in the profile.

C Conditional support. Refers to capabilities that shall be used in when certain other
capabilities are also used.
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X Excluded. Refers to capabilities that may be supported by the device but shall never be used
in this profile.
N/A Not applicablein the given context. It isimpossible to use this capability.

Some excluded capabilities are capabilities that, according to the relevant IrDA specification, are mandatory.
These are features that may degrade operation of devices following this profile. Therefore, these features
shall never be activated while adevice is operating as a device within this profile.

1.3 References

[IrTLAP] Seria Infrared Link Access Protocol, IfLAP, Version 1.1, Infrared Data
Association

[IrLMP] Link Management Protocol, IrLMP, Version 1.1, Infrared Data Association

[IrPHY] Seria Infrared Physical Layer Link Specification, IrPHY, Version 1.3, Infrared
Data Association

[Ultra] Guidelines for Ultra Protocals, Version 1.0, Infrared Data Association.

[I'WW] I'WW Generic Access Profile, Version 0.8, Infrared Data Associ ation.

[GBO] Generic Binary Object, Version 0.8, Infrared Data Association

[UltralrWww] Ultra Protocols for I'WW, Version 0.8, Infrared Data Association
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2 Time Synchronization Usage M odel

2.1 Scope

The scope of the information presented here is based on the ability to synchronize time with many IrDA
devices.

2.2 User Scenario

A user can point device such as wristwatch to other devices and shoot time object. Receiver
devices can synchronize time by using the received time object.

2.3 Interoperability

Devices will have this capability built-in. The use of specific object types will guarantee that objects are
correctly understood on the other device. Devices will be able to aert the user when the other device will not
understand an object being sent.

Below is atype of object data that the user may push from one device to another.

Time Synchronization Data:
Date and time that are considered to be correct and can be used as reference.
These data should be described with appropriate binary format.

2.4 Usability

Users will be able to synchronize time between IrDA equipped devices with simple operation (such as
pressing a button). The short-range and narrow angle of IrDA-Data provides a simple form of security and
anatural ease of use. Time synchronization using Ul frame of IrDA-Data is the simplest way to
synchronize time between many devices.

2.5 Configuration

No configuration is the default for time synchronization.

26 Rdiability

Time object will be sent error free. Specific reliability standards will beidentified in the test specifications
associated with the required enabling technology.

2.7 Additional Information

Whether or not the device that received time object synchronizestime, it depends on application of the
device.
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3 Time Synchronization Profile

3.1 User Requirements

3.1.1 Scope

The Time Synchroni zation profile defines the requirements for the protocols and procedures that shall be
used by applications implementing the Time Synchroni zation usage model. The most common devices
implementing this usage model include wristwatches, clocks, PCs and PDAS.

3.1.2 User Scenarios

The scenarios covered by this profile are:

« Usage of an IrDA deviceto synchronize the time with another IrDA device by using Time-Sync object.

e Usage of an IrDA deviceto synchronize the time-related data with another IrDA device by using Time-
Related object.

Object Type Format Examples of Synchronization
Time-Sync Object (CL) GBO for UltralrWW | Time
format

Time-Related Object (CL) GBO for UltralrWW | Alarm, Timer, Stopwatch
format

Note: (CL) is Connection-Less Protocol

Tablel Objectshandled in Time Synchronization Profile

3.2 Profile Overview

3.2.1 Configuration and Roles

v

Object

Push Client Push Server

Figurel Synchronization Example between two wristwatches

The following roles are defined for this profile.
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Push Server — The device that provides an object push server. The Push Server receives Time-Sync object,
which is used to synchronize the time with the client.

Push Client — The device that pushes Time-Sync object to the Push Server.

Time-Related objects are used to synchronize the time-rel ated data, such as alarm, timer and stopwatch,
between the Push Server and the Push Client as well as Time-Sync object.

3.2.2 Protocol Stack

Application > Application

Client Server

Ultra > Ultra

IrWw A IrWw A

Ultra Ultra

(IrLMP) » (IrLMP)
(IrLAP) » (IFLAP)
IrDA Hardware »| DA Hardwafe
Push Client Side Push Server Side

IrDA Hardwareis governed by the [IrPHY]

IrLAP isthelink level protocol specifiedin [IrTLAP].
IrLMP isamultiplexing layer specified in [IrLMP]
Ultra is connectionless protocol specified in [Ultra]

Ultra IrWW is placed on the upper layer Ultraprotocol. Specified in [Ultra]

Application Client and Application Server are the application entities, which provide the user interface and
perform the operation of the Time Synchronization profile.

3.2.3 Conformance

If conformance to this profileis claimed, all capabilities indicated mandatory for this profile shall be
supported in the specified manner. This also applies for all optional and conditional capabilities for which
support isindicated.
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3.3 User Interface Aspects

3.3.1 Mode Selection(Server)
Push Server Mode is the state in which a Server is ready to receive an object from a Push Client.

It is mandatory that a Push Server be in this mode whenever the physical IR port is enabled (the IR port is
able to receive signals). In some devices the IR port is enabled whenever the device is turned on. For other
devices the user must explicitly turn on the IR port. Turning on the IR port must correspond to entering
Server Mode.

3.3.2 Function Selection(Client)
The Push Function initiates the sending of an object to a Push Server.

3.3.3 Application Usage

When the user wants to send Time-Sync object or Time-Related object from a Push Client to a Push Server
for synchronization, the following scenario can be followed.

Push Client Push Server

The user sets the device into Push
Server Mode if it is not already.

The user of the Push Client selects
the object to send.

The user points the IR port of the
Push Client device at the IR port of
the Push Server device.

The user selects the Push Function
to send the selected object.

When received, the Push Server
immediately synchronizes its own
time, alarm, timer or stopwatch using
the received object.

It is recommended that the user be
notified of the success of the
operation.
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3.4 Application Layer

3.4.1 Feature Overview - Basic Concept of Time Synchronization -

Time synchronization is regarded as the most important application. But highly accurate time
synchronization result is required. In general, it is necessary to synchronize watches to accuracy of 10 ms or
less. In order to guarantee highly accurate time synchronization, it is necessary to minimize transmission
delay. If following sequenceis carried out, delay time can be minimized.

1) When periodic interrupt signal, that is generated every one second, is received, timer datais captured and
set to current time buffer.

2) An object frame is generated in which the current time datais involved.

3) The object frame is transmitted to areceiver right after process 2) is over.

The period between the beginning of process 1) and the end of process 3) correspond to delay time for time
synchronization. Figure 1 depicts schematic of the process.

If the delay timeis estimated, the sender can transmit estimated delay time as well as current time. And the
receiver can compensate the current time with the delay time.

To precisely estimate delay time, it is necessary to eliminate unpredictable time loss that happens during
above process. Time loss often occur in the transition from process 2) to process 3), if each processis
implemented as independent task.

Taking into account the condition above, a protocol in which transmitting processis carried out immediately
after framing process is suitable for time synchronization. Ultra protocol satisfies above requirement and
accuracy of 104 microseconds is expected.

Tick Timer Generator

Periodic Interrupt
v
Generate frame
Receive interrupt
< > .
Transmit Frame
< Delay Time ______

Unpredictable time-loss should be avoided.

Figure 1 Time Synchronization Concept

A device following this profile must be a Push Client, Push Server or both. Table 2 below shows objectsin
thisprofile. Time-Sync object must be supported.

Object Push Client Push Server
Time-Sync M M
Alarm (@) (@)
Timer (@) (@)
Stopwatch O O

Table2 Objects
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3.4.2 Content Types

To achieve application level interoperability, content formats are defined for synchronization. The content
formats are dependent on key application classes.

3.4.3 Time-Sync Object
Content format of the Time-Sync object is specified in [GBQ].

Following is an example of the Time-Sync object written down with character strings.

(1) BEG N. bWATCH
(2) VERSI ON: 1. 0
(3) BEG N: T- Sync

(4) DATE; TYPE=VDYMDW val ue ...Mandat ory
(5) TI ME; TYPE=VTHVSL: val ue ...Mandat ory
(6) UTCOFFSET: val ue( VTUTC) ...Mandat ory
(7) PTI ME; TYPE=VTRL: val ue ...Mandat ory
(8) REFERENCE: RTI ME; RTYPE ...Mandat ory
(9) END: T- Sync

(10) END: bWATCH

In the particular watches which have world time ability, UTCOFFSET property is used to indicate the time
zone explicitly. Inthiscase, local time dataistransmitted in DATE and TIME properties with UTCOFFSET
value. The watches not having world time ability transmit time data with OxFF value in UTCOFSET
property. Inline(7), delay timeisdefined. And REFERENCE property is added to give receiver
information about source of transmitted time. All properties are defined mandatory.

And the object translated into GBO format for Ultra Ir'WW Protocol. Table 3 shows Time-Sync object and
corresponding GBO Time-Sync object for UltralrWW. OID for Time-Sync is 0x00 and mandatory
properties are set in order. This example occupies 55 of 60 Bytesin the UltralrWW payload capability
(refer to [UltralrWWw] ).

OoID

0x00

DATE:TYPE=VDYMDW:value | 0x28 | 0x10 0x30 0x09 0x01 0x89 0x05 99999 0x00

TIME; TYPE=VTHMSL:value 0x20 | Ox10 0x30 0x03 0x01 0x83 0x06 999999 | 0x00
UTCOFFSET:value 0x24 | 0x01 0x8c 0x02 99 0x00
PTIME; TYPE=VTRL:value 0x21 | 0x10 0x30 | Ox06 | Ox01 | Ox86 | Ox03 999 0x00

REFERENCE:RTIME;RTYPE 0x40 | Ox01 0x20 0x01 0x01 0x20 0x01 0x02 0x00

Table3 Time-Sync Object examplefor Ultra lrwWw

3.4.4 Alarm Object
Content format of Alarm Object is specified in [GBO].

Following is an example of the Alarm Object written down with character strings.
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1) BEG N : BWATCH

2) VERSION: 1. 0

3) BEG N : ALARM

4) DATE; TYPE= VDYMDW val ue ...Mandat ory
5) TI ME; TYPE=VTHM val ue ...Mandat ory
6) UTCOFFSET: val ue

7) CATEGORY: OTHER

8) ACTI VE: ON

9) ACTI ON; TYPE=SQUND: (val ue)

10) NOTE: val ue

11) END ALARM

12) END BWATCH

DATE (year/month/day/week type) and TIME (hour/minute type) are minimum set of property for alarm set.
S0, these two are defined mandatory.

UTCOFFSET: This property is used to indicate the time zone explicitly. If this property isignored, Date and
timeisregarded as local time.

CATEGORY:: This property indicates for what purpose the alarm is used. If this property isignored, default
CATEGORY; OTHER is set.

ACTIVE: This property define whether this function is activated in the receiver device or not. The purpose
of thisfunction is to let the owner of the receiver know the specified time. So default value of this property
should be ON. Also it is recommended that when sending this object, ACTIVE parameter should be set to
ON or ACTIVE parameter should not be described.

ACTION: This property specifies function to be carried out at the target time. There are three property
parameters; DISPLAY, SOUND and VIBRATION that are basic functions for watch. More than one
function can be listed. If this property isignored, default function of the receiver watch is activated.

NOTE: By using this property, short message can be inserted. By setting this property, Alarm object can be
utilized as simple schedule or to do event.

And the object transated into GBO format for Ultra Ir'WW Protocol. Table 4 shows Alarm Object and the
corresponding GBO Alarm Object for UltralrWW. OID for Alarm is 0x10 and mandatory properties are set
in order. Any other optional properties can be put at random following the mandatory properties until the
object size will be 60Bytes. The object size is 24 Bytes in this example, 36 Bytes are available for optional
properties.

OID 0x10
DATE:TYPE=VDYMDW:.:value 0x28 | 0x10 0x30 | Ox09 | Ox01 | Ox89 | Ox05 | 99999 | Ox00
TIME; TYPE=VTHM:value 0x20 | 0x10 0x30 | Ox01 | Ox01 | Ox81 | Ox02 | 99 0x00

Table4 Alarm Object examplefor Ultra lrWw
3.4.5 Timer Object
Content format of Timer Object is specified in [GBQ].

Following is an example of the Timer Object written down with character strings.

1) BEA N : BWATCH

2) VERSI ON: 1. 0
3) BEG N : TIMER
4) PTI ME; TYPE=VTHMS: val ue ...Mandat ory
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5) REPEAT: ON
6) NOTE: val ue
7) END : TI MER

8) END : BWATCH

...Mandat ory

Type of the PTIME property in this case is hour/minute/second.
REPEAT: The device can repeat time count continuously when the status of this property is on. REPEAT is

generic function of the timer.

Ir'ww SIG

And the object translated into GBO format for Ultra IrWW Protocol. Table 5 shows Timer Object and the
corresponding GBO Timer Object for UltralrWW. OID for Timer is 0x20 and mandatory properties are set
in order. Any other optional properties can be put at random following the mandatory properties until the
object size will be 60Bytes. The object sizeis 19 Bytes in this example, 41 Bytes are available for optional

properties.

OID 0x20

PTIME; TYPE=VTHMS:value | O0x21 | Ox10 | 0x30 | 0x02 | Ox01 | Ox82 | Ox03 | 999 0x00
REPEAT:ON 0x52 | Ox10 | Ox20 | Ox01 | Ox01 | Ox00 | Ox00

Table5 Timer Object examplefor Ultra lrWw

3.4.6 Stopwatch Object
Content format of Stopwatch Object is specified in [GBO] .

Following is an example of the Stopwatch Object written down with character strings.

1) BEG N : BWATCH
2) VERSI ON: 1. 0
3) BEG@ N : STOPWATCH

4) DATE; TYPE=VDYMDW val ue
5) PTI ME; TYPE=VTHMSL: val ue
6) NOTE: val ue

7) END : STOPWATCH
8) END : BWATCH

...Mandat ory

DATE property has year/month/day/week type value.
Type of the PTIME property in this case is hour/minute/second/under-second and only PTIME property is

defined mandatory.

And the object translated into GBO format for Ultra IrWW Protocol. Table 6 shows Stopwatch Object and

the corresponding GBO Stopwatch Object for UltralrwWW. OID for Stopwatch is 0x30 and mandatory
properties are set in order. Any other optional properties can be put at random following the mandatory

properties until the object size will be 60Bytes. The object sizeis 15 Bytesin this example, 45 Bytes are

available for optional properties.

OID 0x30

PTIME;TYPE=VTHMSL:value | 0x21 | 0x10 | 0x30 | 0x03 | Ox01 | 0x83 | Ox06 | 999999 | 0x00
Table6 Stopwatch Object examplefor Ultra lrWw
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3.5 Ultralrww

UltralrWW is based on Ultra Protocol specified in [Ultra)].

IrDA Ir'WW Devices must follow the recommendation in the Ultra specification that limits the maximum
service datafield size to 62 octetsin length. Connectionless serviceis thus limited to use frames with
maximum payl oad size of 60 octets.

OID specifies I'WW objects that are transferred with Ultra protocol. Unique number is given to each object.

Object OID
Time-Adjust 0x00
Alarm 0x10
Timer 0x20
Stopwatch 0x30

Table7 IrWW Object ID

The details of Ultra IrWW are described in [Ultra lrWW].

3.6 Ultra Protocol

PID is protocol ID of the high rank layer using ultra protocol. 0x01 is reserved for Ultra-OBEX currently.
And 0x02 is reserved for Ultra-Ir'WW.

PID Octet
PID No Function
0x00 Reserved
0x01 For Ultra OBEX
0x02 For Ultra Irww
0x03 — Ox7f TBD
MSB(bit 7) For extention

Note: All PID values are reserved and assigned by IrDA.
Table8 The PID Octet Encoding

In the Ultra I'WW, object data size is less than 60bytes so that communication procedure should be
completed with one Ul frame. Therefore, SAR is always set to 00h, and Ultra Ir'WW Frame consists of only
one frame.

The details of Ultra Protocol are described in [Ultra].

3.7 IrLMP

A device must support connectionless LSAP(both DLSAP and SLSAP are 0x70), and the data packet must
be delivered to the upper layer transparently.
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3.8 ITLAP
The data packet must be delivered to IrLMP or upper layer.

3.9 Physcal Layer

Devices are allowed to support the short-range option as described in [IrPHY ]

Ir'ww SIG
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4 ANNEX: Time Synchronization Profile for Legacy PC/PDA
4.1 User Requirements

4.1.1 Scope

The Time Synchronization profile (Connection-based) defines the requirements for the protocols and
procedures that shall be used by applications implementing the Time Synchronization usage model. The
most common devices implementing this usage model include PCs and PDAs.

4.1.2 User Scenarios

The scenarios covered by this profile are:
Usage of an IrDA device to synchronize the time with another IrDA device by using Time-Sync object.
Usage of an IrDA device to synchronize the time-rel ated data with another IrDA device by using Time-
Related object.

Object Type Format Examples
Time-Sync Object (CO) BWATCH 1.0 Time
Time-Related Object (CO) BWATCH 1.0 Alarm, Timer, Stopwatch

Note: (CO) is Connection-Oriented Protocol.

Table 1 Objectsfor Time Synchronization Profile

4.2 Profile Overview

4.2.1 Configuration and Roles

Pull Time-Sync object
Read time-related objects

»
>

Client Write time-related objects Server

Figure 2 Time Synchronization Example between wristwatch and PC

The following roles are defined for this profile.

Server — The device provides an object exchange server to and from which data objects can be pushed and
pulled. The Server waits passively for the client to initiate the operation.

Client — The device can push or/and pull data objects to and from the server.

4.2.2 Protocol Stack
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Application
Client <
OBEX <

Tiny IAS |4

TP
IrLMP <
IrLAP <

IrDA Hardware |4
Client Side

IrDA Hardwareis governed by the [IrPHY]
IrLAP isthelink level protocol specified in[IFLAP].
IrLMP isamultiplexing layer specified in [IrLMP]

Application

> Server

i OBEX

p  Tiny IAS
TP

> IrLMP

> IrLAP

»| IrDA Hardware
Server Side

Tiny TP provide flow control and is specified in [TINYTP]

I ASisthe Information Access Service specified in [I[F(LMP]

Ir'ww SIG

OBEX includes both a session level protocol and an application framework. Both are specified in [OBEX]

Application Client and Application Server are the application entities, which provide the user interface and
perform the operation of the Time Synchronization profile. They are discussed later in this document.

4.2.3 Conformance

If conformance to this profileis claimed, all capabilitiesindicated mandatory for this profile shall be
supported in the specified manner. This also applies for all optional and conditional capabilities for which

support isindicated.

Ir'ww SIG
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4.3 User Interface Aspects

4.3.1 Mode Selection (Server)

Server Modeisthe statein which a server is ready to receive objects from aclient or to send objectsto a
client.

It is mandatory that a server be in this mode whenever the physical IR port is enabled (the IR port isableto
receive signals). In some devices the IR port is enabled whenever the deviceis turned on. For other devices
the user must explicitly turn on the IR port. Turning on the IR port must correspond to entering server mode.

4.3.2 Function Selection (Client)
The Pull Function initiates the reading of Time-Sync object or time-related objects from a server.
The Push Function initiates the writing of time-related objects to a server.

If multiple devices arein the IR space, then the user must select from alist or be told to position the device
so only one deviceisin range.

4.3.3 Application Usage

When the user wants to read Time-Sync object or time-related objects from a server to aclient or write time-
related objects from a client to a server, the following scenario can be followed.

Client Server

The user sets the device into Server Mode if
it is not already.

The user of the Client selects a kind of time-
related object to pull or push.

The user points the IR port of the Client
device at the IR port of the Server device.
The user selects the Push Function or Pull
Function to read or write the selected object.

It is recommended that user intervention be
kept to a minimum on the Server device. It is
possible that the user may be asked to accept
or reject the object.

It is recommended that the user be notified of
the result of the operation.
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4.4 Application Layer

4.4.1 Feature Overview

A device following this profile must be a Client, Server or both and must support one of the content types
listed in the next section.

4.4.2 Content Types

To achieve application level interoperability, content formats are defined for Time Synchronization. The
content formats are dependent on key application classes.

4.4.2.1 Time-Sync Object
Content format of Time-Sync object is specified in [IrWW].

Following is an example of the Time-Sync object written down with character strings.

1) BEG N: BWATCH
2) VERSI ON: 1. 0

3) BEG N: T- SYNC

4) DATE; TYPE=VDYMDW val ue ...Mandat ory
5) TI ME; TYPE=VTHMSL: val ue ...Mandat ory
6) UTCOFFSET: val ue( VTUTC) ...Mandat ory
7) PTI ME; TYPE=VTRL: val ue ...Mandat ory
8) REFERENCE: RTI ME; RTYPE ...Mandat ory
9) END: T- SYNC

10) END: BWATCH

To correct time zone automatically, UTCOFFSET property is involved. In line (6), delay timeis defined.
And REFERENCE property is added to give receiver information about source of transmitted time. All
properties are defined mandatory.

And the object translated into GBO format. Table 2 shows Time-Sync Object and the corresponding GBO
Time-Sync Object for this profile.

Time-Sync Object bWATCH Time-Sync Object

PIC Parameter SOV | Value EOP
BEGIN:BWATCH 0x08 0x01 | 0x20 0x01 0x80 0x00
VERSION:1.0 0x0a 0x01 | 0x40 0x02 OxlaOf 0x00
BEGIN:T-SYNC 0x08 0x01 | 0x20 0x03 Oxff 0x80 0x01 0x00
DATE;TYPE=VDYMDW:value 0x28 | 0x10 0x30 0x09 | 0x01 | Ox89 Ox05 99999 0x00
TIME;TYPE=VTHMSL.value 0x20 | Ox10 0x30 0x03 | Ox01 | 0x83 0x06 999999 0x00
UTCOFFSET:value 0x24 0x01 | 0x8c 0x02 99 0x00
PTIME;TYPE=VTDL:value 0x21 | Ox10 0x30 0x06 | Ox01 | 0x86 0x03 999 0x00
REFERENCE:RTIME;RTYPE 0x40 | Ox01 0x20 0x01 | 0x01 | Ox20 Ox01 0x02 0x00
END:T-SYNC 0x09 0x01 | 0x20 0x03 Oxff 0x80 0x01 0x00
END:BWATCH 0x09 0x01 | 0x20 0x01 0x80 0x00

Table2 Time-Sync object example
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4.4.2.2 Alarm Object
Content format of Alarm Object is specified in [IrWW].

Following is an example of the Alarm object written down with character strings.

1) BEG N : BWATCH

2) VERSION: 1. 0

3) BEG N : ALARM

4) DATE; TYPE= VDYNMDW val ue ...Mandat ory
5) TI ME; TYPE=VTHM val ue ...Mandat ory
6) UTCOFFSET: val ue

7) CATEGORY: OTHER

8) ACTI VE: ON

9) ACTI ON; TYPE=SCUND: (val ue)

10) DESCRI PTI ON: val ue

11) END : ALARM

12) END : BWATCH

DATE (year/month/day/week type) and TIME (hour/minute type) are minimum set of property for alarm set.
S0, these two are defined mandatory.

UTCOFRFSET: This property is used for time zone correction. If this property isignored, Date and timeis
regarded as local time.

CATEGORY:: This property indicates for what purpose the alarm is used. If this property isignored, default
CATEGORY; OTHER is set.

ACTIVE: This property define whether this function is activated in the receiver device or not. The purpose
of thisfunction is to et the owner of the receiver know the specified time. So default value of this property
should be ON. Also it is recommended that when sending this object, ACTIVE parameter should be set to
ON or ACTIVE parameter should not be described.

ACTION: This property specifies function to be carried out at the target time. There are three property
parameters; DISPLAY, SOUND and VIBRATION that are basic functions for watch. More than one
function can be listed. If this property isignored, default function of the receiver watch is activated.
DESCRIPTION: By using this property, short message can be inserted. By setting this property, Alarm
object can be utilized as simple schedule or to do event.

And the object istranslated into GBO format. In Table 3, Alarm Object and the corresponding GBO Alarm

Object arelisted.
Alarm Object bWATCH Alarm Object

PIC Parameter SOV | Value EOP
BEGIN:BWATCH 0x08 0x01 | 0x20 0x01 0x80 0x00
VERSION:1.0 0x0a 0x01 | 0x40 0x02 OxlaOf 0x00
BEGIN:ALARM 0x08 0x01 | 0x20 0x03 Oxff 0x80 0x02 0x00
DATE;TYPE=VDYMDW:value 0x28 | 0x10 0x30 0x09 | 0x01 | Ox89 0x05 99999 0x00
TIME; TYPE=VTHM:value 0x20 | Ox10 0x30 0x01 | Ox01 | Ox81 0x02 99 0x00
UTCOFFSET:value 0x24 0x01 | 0x8c 0x02 99 0x00
CATEGORY:OTHER 0x48 0x01 | 0x20 0x01 Oxff 0x00
ACTIVE:ON 0x50 0x01 | 0x20 0x01 0x01 0x00
ACTION:TYPE=SOUND:(value) 0x58 | 0x10 0x30 0x01 | Ox01 | (VC VL VD) 0x00
DESCRIPTION:value 0x31 0x01 | 0x30 0x05 ‘abcde’ 0x00
END:ALARM 0x09 0x01 | 0x20 0x03 Oxff 0x80 0x02 0x00
END:BWATCH 0x09 0x01 | 0x10 0x01 0x80 0x00

Table3 Alarm Object example
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Following is an example of Alarm objects.

BEG N BWATCH
VERSI ON 1. 0

BEG N ALARM
DATE;, TYPE=VDYMDW val ue
TI ME; TYPE=VTHM val ue
ACTI VE: ON

END: ALARM

BEGA N ALARM
DATE, TYPE=VDYMDW val ue
TI ME; TYPE=EVTHM val ue
ACTI VE: ON

END: ALARM

BEG N ALARM
DATE;, TYPE=VDYMDW val ue
TI ME; TYPE=VTHM val ue
ACTI VE: ON

END: ALARM

END: BWATCH

4.4.2.3 Alarm Information Log Object
Alarm Information Log object content format specified in [IrWW].

The Read-all/Write-all Client can send arequest to get Information Log Object that contains information of
properties existing in the Alarm Object. When the client device request GET /watch/alarm/info.log file, the
server should respond to the request and send Information Object to the client. An example of Alarm
Information Log Object is as follows;

(1 EL: 2)

X- 1 RWWV FI ELDS:
<Begi n>

Ver si on:

DATE; TYPE=VDYMDW
Tl ME; TYPE=VTHM
UTCOFFSET:
CATEGORY; VALUE=WAKE; CALL; OTHER:
ACTI ON; TYPE=SOUND:
DESCRI PTI ON: =10
<End>

Tot al - Records: 2
Maxi mum Records: 3

This object contains following information.

(The device supports Usage Model 2.)

The device supports DATE type VDYMDW (YYYY.MM.DD.WW).
The device supports TIME type VTHM (HH:MM).

The device supports UTCOFFSET.

The device supports WAKE, CALL and OTHER for CATEGORY value.
The device supports SOUND for ACTION.

The device supports up to 10 bytes comment (DESCRIPTION).

The Total Number of alarm Recordsis 2.

The Maximum Number of alarm Records that can be stored is 3.
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And the object istransated into GBO format. In Table 4, Alarm Information Log Object and the
corresponding GBO Alarm Information Log Object are listed.

Alarm Information Log Object bWATCH Alarm Information Log Object

PIC Parameter SOV Value EOP
IEL:2 0xf0 0x01 0x30 0x01 2’ 0x00
X-IRWW-FIELDS: 0x80 0x00
<BEGIN> 0x88 0x00
VERSION: 0Xx0A 0x01 0x00
DATE;TYPE=VDYMDW: 0x2a 0x10 0x30 0x09 0x01 0x00
TIME; TYPE=VTHM: 0x20 0x10 0x30 0x01 0x01 0x00
UTCOFFSET: 0x24 0x01 0x00
CATEGORY:WAKE 0x48 0x01 0x20 0x01 0x01 0x00
CATEGORY:CALL 0x48 0x01 0x20 0x01 0x02 0x00
CATEGORY:OTHER 0x48 0x01 0x20 0x01 0x05 0x00
ACTION;TYPE=SOUND 0x58 0x10 0x30 0x01 0x01 0x00
DESCRIPTION:=10 0x31 0x01 0x30 0x03 ‘=10’
<END> 0x89 0x00
Total-Records:2 0xf4 0x01 0x30 0x01 2’ 0x00
Maximum-Records:3 0xf6 0x01 0x80 0x01 ‘3’ 0x00

Table 4 Alarm Information Log object example

4424 Timer Object
Content format of Timer Object is specified in [Ir'WW].

Following is an example of the Timer Object written down with character strings.

1) BEG N : BWATCH

2) VERSION: 1.0

3) BEG N : TIMER

4) PTI ME; TYPE=VTHMS: val ue ...Mandat ory
5) REPEAT: ON ...Mandat ory
6) DESCRI PTI ON: val ue

7) END : TI MER

8) END : BWATCH

Type of the PTIME property in this case is hour/minute/second.

REPEAT: The device can repeat time count continuously when the status of this property is on. REPEAT is
generic function of the timer.

And the object is translated into GBO format. In Table 5, Timer Object and the corresponding GBO Timer

Object arelisted.
Timer Object bWATCH Timer Object

PIC Parameter SOV | Value EOP
BEGIN:BWATCH 0x08 0x01 | 0x20 0x01 0x80 0x00
VERSION:1.0 Ox0a 0x01 | 0x40 0x02 OxlaOf 0x00
BEGIN:TIMER 0x08 0x01 | 0x20 0x03 Oxff 0x80 0x03 0x00
PTIME;TYPE=VTHMS:value 0x21 | Ox10 0x30 0x02 | Ox01 | 0x82 0x03 999 0x00
REPEAT:ON 0x52 | 0x10 0x20 0x01 | Ox01 0x00
DESCRIPTION:value 0x31 0x01 | 0x30 0x05 ‘abcde’ 0x00
END:TIMER 0x09 0x01 | 0x20 0x03 Oxff 0x80 0x03 0x00
END:BWATCH 0x09 0x01 | 0x10 0x01 0x80 0x00

Table5 Timer Object example
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Following is an example of Timer objects.

BEG N:. BWATCH
VERSI ON: 1. 0

BEG N: TI MER
PTI ME; TYPE=VTHMS: val ue
REPEAT: ON

END: TI MER

BEG N: TI MER
PTI ME; TYPE=VTHMS: val ue
REPEAT: ON

END: TI MER

BEG N. TI MER
PTI ME; TYPE=VTHMS: val ue
REPEAT: ON

END: TI MER

END: BWATCH

4425 Timer Informaiton Log Object
Timer Information Log object content format specified in [IrWW].

The Read-all/Write-all Client can send arequest to get Information Log Object that contains information of
properties existing in the Timer Object. When the client device request GET /watch/timer/info.log file, the
server should respond to the request and send Information Object to the client. An example of Timer
Information Log Object is as follows;

(1EL: 2)

X- | RV FI ELDS:
<Begi n>

Ver si on:

DATE; TYPE=VDYMDW
PTI ME; TYPE=VTHVS:
REPEAT:

DESCRI PTI ON: =10
<End>

Tot al - Records: 1
Maxi mum Recor ds: 2

This Object contains following information.

(The device supports Usage Model 2.)

The device supports DATE type VDYMDW (YYYY:MM:DD:WW).
The device supports PTIME type VTHMS (HH:MM:SS).

The device supports REPEAT timer.

The device supports up to 10 bytes comment (DESCRIPTION).

The Total Number of timer Recordsis 1.

The Maximum Number of timer Records that can be stored is 2.

And the object istranslated into GBO format. In Table 6, Timer Information Log Object and the
corresponding GBO Timer Information Log Object are listed.
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Timer Information Log Object bWATCH Timer Information Log Object

PIC Parameter SOV Value EOP
IEL:2 O0xFO 0x01 0x30 0x01 ‘2’ 0x00
X-IRWW-FIELDS: 0x80 0x00
<BEGIN> 0x88 0x00
VERSION: O0Xx0A 0x01 0x00
DATE;TYPE=VDYMDW: 0x28 0x10 0x30 0x09 0x01 0x00
PTIME;TYPE=VTHMS: 0x21 0x10 0x30 0x02 0x01 0x00
REPERT: 0x52 0x01 0x00
DESCRIPTION:=10 0x31 0x01 0x30 0x03 ‘=10’ 0x00
<END> 0x89 0x00
Total-Records:1 OxF4 0x01 0x30 0x01 ‘1’ 0x00
Maximum-Records:2 OxF6 0x01 0x30 0x01 ‘2’ 0x00

Table6 Timer Information log Object

4.4.2.6 Stopwatch object
Content format of Stopwatch Object is specified in [Ir'WW].

Following is an example of the Stopwatch Object written down with character strings.

1) BEG N : BWATCH
2)  VERSION: 1.0
3) BEG N : STOPWATCH

4) DATE; TYPE=VDYMDW val ue
5) PTI ME; TYPE=VTHMSL: val ue ...Mandat ory
6) DESCRI PTI ON: val ue

7)  END : STOPWATCH
8) END : BWATCH

DATE property has year/month/day/week type value.

Type of the PTIME property in this case is hour/minute/second/under-second and only PTIME property is

defined mandatory.

And the object istranslated into GBO format. In Table 7, Stopwatch Object and the corresponding GBO

Stopwatch Object are listed.

Stopwatch Object bWACTH Stopwatch Object

PIC Parameter SOV | Value EOP
BEGIN:BWATCH 0x08 0x01 | 0x10 0x01 0x80 0x00
VERSION:1.0 0x0a 0x01 | 0x40 0x02 Ox1aof 0x00
BEGIN:STOPWATCH 0x08 0x01 | 0x20 0x03 Oxff 0x80 0x04 0x00
DATE;TYPE=VDYMDW:value 0x28 | 0x10 0x30 0x09 | Ox01 | Ox89 0x05 99999 0x00
PTIME;TYPE=VTHMSL:value 0x21 | Ox10 0x30 0x03 | Ox01 | 0x83 0x06 999999 0x00
DESCRIPTION:value 0x31 0x01 | 0x30 0x05 ‘abcde’ 0x00
END:STOPWATCH 0x09 0x01 | 0x20 0x03 Oxff 0x80 0x04 0x00
END:BWATCH 0x09 0x01 | 0x10 0x01 0x80 0x00

Table7 Stopwatch Object example
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BEG N: BWATCH
VERSI ON: 1. 0

BEG N: STOPWATCH
DATE; TYPE=VDYMDW val ue
PTI ME; TYPE=VTHMBL: val ue

END: STOPWATCH

BEG N. STOPWATCH
DATE; TYPE=VDYNMDW val ue
PTI ME; TYPE=VTHVSL: val ue

END: STOPWATCH

BEG N: STOPWATCH
DATE; TYPE=VDYMDW val ue
PTI ME; TYPE=VTHVSEL: val ue

END: STOPWATCH

END: BWATCH

Following is an example of Stopwatch objects.

4.4.2.7 Stopwatch Information Log Object
Stopwatch Information Log object content format specified in [IrWW].

The Read-all/Write-all Client can send arequest to get Information Log Object that contains information of
properties existing in the Stopwatch Object. When the client device request GET /watch/stop/info.log file,
the server should respond to the request and send Information Object to the client. An example of Stopwatch
Information Log Object is as follows;

(1 EL: 2)

X- | RV FI ELDS:
<Begi n>

Ver si on:

DATE; TYPE=VDYMDW
PTI VE; TYPE=VTHMSL:
DESCRI PTI ON: =10
<End>

Tot al - Records: 1
Maxi mum Records: 2

This Object contains following information.

(The device supports Usage Model 2.)

The device supports DATE type VDYMDW (YYYY.MM.DD.WW).
The device supports PTIME type VTHMSL (HH:MM:SS.LLLLLL).
The device supports up to 10 bytes comment (DESCRIPTION).

The Total Number of timer Recordsis 1.

The Maximum Number of timer Records that can be stored is 2.

And the object istranslated into GBO format. In Table 8, Stopwatch Information Log Object and the
corresponding GBO Stopwatch Information Log Object are listed.
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Stopwatch Information Log Object bWATCH Stopwatch Information Log Object

PIC Parameter SOV Value EOP
IEL:2 OxFO 0x01 0x30 0x01 ‘1’ 0x00
X-IRWW-FIELDS: 0x80 0x00
<BEGIN> 0x88 0x00
VERSION: Ox0A 0x00
DATE;TYPE=VDYMDW Ox2A 0x10 0x30 0x09 0x01 0x00
PTIME;TYPE=VTHMSL 0x21 0x10 0x30 0x03 0x01 0x00
DESCRIPTION:=10 0x31 0x01 0x30 0x03 '=10’ 0x00
<END> 0x89 0x00
Total-Records:1 OxF4 0x01 0x30 0x01 ‘1’ 0x00
Maximum-Records:2 OxF6 0x01 0x30 0x01 ‘2’ 0x00

Table 8 Stopwatch Information L og Object

4.4.3 Application Procedure

4.43.1 Single Object Pull with IrOBEX

Both Pull Client and Pull Server are built on top of the OBEX application framework. A client uses
OBEX_GET to pull single object with the Ir'WW specified object name from a server. The client connects to
the server and pulls single object from it.

Table 9 shows an example of the application procedure required by the client to pull object from a server.

Push Client Details
OBEX CONNECT.

Pull the object using OBEX GET.
OBEX DISCONNECT.

Table 9 Application layer procedurefor Pull object

In single object pull, following file names are used.

Obiject File name

Time-Sync XXX. WSy

Table 10 Object name assignment rule of Time-Sync Object Pull

As shown in the tablel0, only time-Sync object can be pulled from the server.

4.4.3.2 Single Object Push with [rOBEX

Both Push Client and Push Server are built on top of the OBEX application framework. A Push Client uses
OBEX_PUT to push single object to the inbox of a Push Server. The Push Client connects to the Push
Server'sinbox and pushes single object to it. The Push Client only knows that the object are successfully
received. It does not know the layout or construction of the Push Server's inbox.

A Push Server'sinbox must hold objects. But, it is possible to automatically dispatch objects from inbox to
store. For example, if single Alarmisreceived it can be dispatched to the Alarm.

Table 11 shows an example of the application procedure required by the Push Client to push object to a Push
Server.
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Push Client Details
OBEX CONNECT.

Push the object using OBEX PUT.

OBEX DISCONNECT.

Table 11 Application layer procedurefor Push object

In single object push , following file names are used.

Object File name
Alarm Xxx.wal
Timer XXX.wtm
Stopwatch XXX.WSW

Table 12 Object name assignment rule of Time-Related Object Push

4.4.3.3 Read-all/Write-all Objects with IrOBEX

Both a Read-all/Write-all Client and Read-all/Write-all Server are built on top of the OBEX application
framework. A Read-all/Write-all Client uses OBEX PUT to write-all objects to the store of a Read-all/Write-
al Server. And a Read-all/Write-all Client uses OBEX GET to read-all objects from the store of a Read-
all/Write-all Server. Transferring files requires asingle PUT or GET operation per file. The Read-all/Write-
al Client connects to the Read-all/Write-all Server's storage and transfers all objects. Note that inbox isn’'t
used in Read-all/Write-all objects.

Information Log contains general information about specific Object Stores. Before Read-all/Write-all Client
read or write Time-Rel ated objects from or to Read-all/Write-all Server, It becomes help of processing of
information by reading Information Log.

Table 13 shows an example of the application procedure required by the Read-all/Write-all Client to read al
objects from a Read-all/Write-all Server.

Read-all/Write-all Client Details
OBEX CONNECT.

Read the Information Log using OBEX GET. In accordance with read Information Log,
memory is prepared in which the data are
stored.

Read all objects using OBEX GET.

OBEX DISCONNECT.

Table 13 Application procedurefor Read-all objects
It is not necessary for aclient to aways use Information Log.

Table 14 shows an example of the application procedure required by the Read-all/Write-all Client to write all
objectsto a Read-all/Write-all Server.
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Read-all/Write-all Client

Details

OBEX CONNECT.

Write all objects using OBEX PUT.

OBEX DISCONNECT.

Read the Information Log using OBEX GET.

In accordance with read Information Log, only
necessary data are sent.

Table 14 Application procedurefor Write-all objects

It is not necessary for a client to always use Information Log.

In Read-all/Write-all objecs, following file names are used.

Timer Information Log Object
Stopwatch Object

Object File name

Alarm Object /watch/alarm.wal
Alarm Information Log Object /watch/alarm/info.log
Timer Object /watch/timer.wtm

Stopwatch Information Log Object

/watch/timer/info.log
/watch/stop.wsw
/watch/stop/info.log

Table 15 Object name assignment rule of Read-all/Write-all Time-Related Objects
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45 OBEX

4.5.1 OBEX Operations

The table below shows the OBEX operations, which are used in single object pull in Time Synchronization
profile.

Operation no. OBEX Operation Pull Client Pull Server
1 Connect M M

2 Disconnect (@) M

3 Put N/A N/A

4 Get M M

5 Abort M M

6 Set Path N/A N/A

Table 16 OBEX Operationsused in single object pull

The table below shows the OBEX operations, which are used in single object push in Time Synchronization
profile.

Operation no. | OBEX Operation Push Client Push Server
1 Connect M M

2 Disconnect o] M

3 Put M M

4 Get N/A N/A

5 Abort M M

6 Set Path N/A N/A

Table 17 OBEX Operations used in single object push

The table below shows the OBEX operations, which are used in Read-all/Write-all in Time Synchronization
profile.
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Operation no. OBEX Operation | Read-all/Write-all Client | Read-all/Write-all Server
1 Connect M M

2 Disconnect 0] M

3 Put M M

4 Get M M

5 Abort M M

6 Set Path N/A N/A

Table 18 OBEX Operations used in Read-all/Write-all objects

4.5.2 OBEX Headers
OBEX Headers follows the information described in Section 2.5.2 of [IrWW].

4.5.3 Establishing an OBEX session
Establishing an OBEX session follows the procedure described in Section 2.5.3 of [IrWW].

4.5.4 Reading Objects
Reading Object follows the procedure described in Section 2.5.4 of [IrWW].

4.5.5 Writing Objects
Writing Object follows the procedure described in Section 2.5.5 of [IrWW].

4.5.6 Disconnecting an OBEX session
Disconnecting an OBEX session follows the procedure described in Section 2.5.6 of [IrWW].

46 Tiny TP
Tiny TP follows the information described in Section 2.8 of [Ir'WW].

4.7 IrLMP
IrLMP follows the information described in Section 2.9 of [Ir'WW].

4.8 IAS
IAS follows the information described in Section 2.10 of [Ir'WW].

4.8.1 Parameters
In Table 19, the Parameters in single object pull are listed.

Ir'ww SIG 27



I'WW Time Synchronization Profile, Version 1.0

Ir'ww SIG

Pl

Pl name

PL

PV data type

PV Description

Status

0x00

Time-Sync
Support

bit 0
bit 1
bit 2
bit 3

The first octet =
Support Level

( bit mask)

Single Push Support
Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version humber
Lower side nibble(4bit)
Minor version number

0x00 is undefined version

o O » O

0001

0000

Table 19 The Parameters of single Time-Sync Object pull

In Table 20, the Parameters in single object push are listed.

Pl

Pl name

PL

PV data type

PV Description

Status

0x01

0x02

Alarm
Support

Timer
Support

Ir'ww SIG

2

bit 0
bit 1
bit 2
bit 3

The first octet =
Support Level

( bit mask)

Single Push Support
Undefined

Undefined

Undefined

The second octet :
Upper side nibble(4bit)
Major version humber
Lower side nibble(4bit)
Minor version number
0x00 is undefined version

The first octet =

Oorl
Oor1l

0001

0000
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0x03

Stopwatch
Support

bit 0
bit 1
bit 2
bit 3

bit 0
bit 1
bit 2
bit 3

Support Level

( bit mask)

Single Push Support
Undefined

Undefined

Undefined

The second octet :
Upper side nibble(4bit)
Major version number
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Undefined

Undefined

Undefined

The second octet :
Upper side nibble(4bit)
Major version nhumber
Lower side nibble(4bit)
Minor version number

0x00 is undefined version

Oor1l
Oor1l

0001

0000

Oorl
Oorl

0001

0000

Ir'ww SIG

Table 20 Parameters of single Time-related Object push

In Table 21, the Parameters in Read-all/Write-all objects are listed.

Pl

Pl name

PL

PV data type

PV Description

Status

0x01

Alarm
Support

Ir'ww SIG

2

The first octet =
Support Level
( bit mask)
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0x02

0x03

Timer
Support

Stopwatch
Support

bit 0
bit 1
bit 2
bit 3

bit 0
bit 1
bit 2
bit 3

bit 0
bit 1
bit 2
bit 3

Single Push Support
Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version number
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)
Major version number
Lower side nibble(4bit)
Minor version number
0x00 is undefined version
The first octet =
Support Level

( bit mask)

Single Push Support
Single Pull Support
Write-all Support
Read-all Support

The second octet :
Upper side nibble(4bit)

Major version number

Oor1l

Oorl
Oorl

0001

0000

Oorl

Oorl
Oorl

0001

0000

Oor1l

Oor1l
Oorl

0001
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Lower side nibble(4bit) 0000
Minor version number

0x00 is undefined version

Ir'ww SIG

Table 21 The Parameter s of Read-all/Write-all Time-related Objects

4.8.2 Devicelnfo
Devicelnfo follows the information described in Section 2.10.3 of [Ir'WW].

4.9 ServiceHint Bit
Service Hint Bit follows the information described in Section 2.11 of [IrWW].

410IrLAP
IrLAP follows the information described in Section 2.12 of [Ir'WW].

4.11 Physical Layer

Devices are allowed to support the short-range option as described in [IrPHY ]
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INFRARED DATA ASSOCIATION (IrDA) - NOTICE TO THE TRADE -

SUMMARY:
Following is the notice of conditions and understandings upon which this document is made
available to members and non-members of the Infrared Data Association.

» Availability of Publications, Updates and Notices

e Full Copyright Claims Must be Honored

» Controlled Distribution Privileges for IrDA Members Only
» Trademarks of IrDA - Prohibitions and Authorized Use

* No Representation of Third Party Rights

» Limitation of Liability

e Disclaimer of Warranty

» Product Testing for IrDA Specification Conformance

IrDA PUBLICATIONS and UPDATES:

IrDA publications, including notifications, updates, and revisions, are accessed electronically by
IrDA members in good standing during the course of each year as a benefit of annual IrDA
membership. Electronic copies are available to the public on the IrDA web site located at irda.org.
Requests for publications, membership applications or more information should be addressed to:
Infrared Data Association, P.O. Box 3883, Walnut Creek, California, U.S.A. 94598; or e-mail
address: info@irda.org; or by calling (925) 943-6546 or faxing requests to (925) 943-5600.

COPYRIGHT:

1. Prohibitions: IrDA claims copyright in all IrDA publications. Any unauthorized reproduction,
distribution, display or modification, in whole or in part, is strictly prohibited.

2. Authorized Use: Any authorized use of IrDA publications (in whole or in part) is under
NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license
are granted and any attempt to do so is void.

TRADEMARKS:

1. Prohibitions: IrDA claims exclusive rights in its trade names, trademarks, service marks,
collective membership marks and feature trademark marks (hereinafter collectively "trademarks"),
including but not limited to the following trademarks: INFRARED DATA ASSOCIATION
(wordmark alone and with IR logo), IrDA (acronym mark alone and with IR logo), IR logo and
MEMBER IrDA (wordmark alone and with IR logo). Any unauthorized use of IrDA trademarks is
strictly prohibited.

2. Authorized Use: Any authorized use of an IrDA collective membership mark or feature
trademark is by NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or
transfer the license are granted and any attempt to do so is void.

NO REPRESENTATION of THIRD PARTY RIGHTS:

IrDA makes no representation or warranty whatsoever with regard to IrDA member or third party
ownership, licensing or infringement/non-infringement of intellectual property rights. Each
recipient of IrDA publications, whether or not an IrDA member, should seek the independent
advice of legal counsel with regard to any possible violation of third party rights arising out of the
use, attempted use, reproduction, distribution or public display of IrDA publications.
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IrDA assumes no obligation or responsibility whatsoever to advise its members or non-members
who receive or are about to receive IrDA publications of the chance of infringement or violation of
any right of an IrDA member or third party arising out of the use, attempted use, reproduction,
distribution or display of IrDA publications.

LIMITATION of LIABILITY:

BY ANY ACTUAL OR ATTEMPTED USE, REPRODUCTION, DISTRIBUTION OR PUBLIC
DISPLAY OF ANY IrDA PUBLICATION, ANY PARTICIPANT IN SUCH REAL OR ATTEMPTED
ACTS, WHETHER OR NOT A MEMBER OF IrDA, AGREES TO ASSUME ANY AND ALL RISK
ASSOCIATED WITH SUCH ACTS, INCLUDING BUT NOT LIMITED TO LOST PROFITS, LOST
SAVINGS, OR OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL OR PUNITIVE DAMAGES.
IrDA SHALL HAVE NO LIABILITY WHATSOEVER FOR SUCH ACTS NOR FOR THE CONTENT,
ACCURACY OR LEVEL OF ISSUE OF AN IrDA PUBLICATION.

DISCLAIMER of WARRANTY:

All IrDA publications are provided "AS IS" and without warranty of any kind. IrDA (and each of its
members, wholly and collectively, hereinafter "IrDA") EXPRESSLY DISCLAIM ALL
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND
WARRANTY OF NON-INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.

IrDA DOES NOT WARRANT THAT ITS PUBLICATIONS WILL MEET YOUR REQUIREMENTS
OR THAT ANY USE OF A PUBLICATION WILL BE UN-INTERRUPTED OR ERROR FREE, OR
THAT DEFECTS WILL BE CORRECTED. FURTHERMORE, IrDA DOES NOT WARRANT OR
MAKE ANY REPRESENTATIONS REGARDING USE OR THE RESULTS OR THE USE OF IrDA
PUBLICATIONS IN TERMS OF THEIR CORRECTNESS, ACCURACY, RELIABILITY, OR
OTHERWISE. NO ORAL OR WRITTEN PUBLICATION OR ADVICE OF A REPRESENTATIVE
(OR MEMBER) OF IrDA SHALL CREATE A WARRANTY OR IN ANY WAY INCREASE THE
SCOPE OF THIS WARRANTY.

LIMITED MEDIA WARRANTY:

IrDA warrants ONLY the media upon which any publication is recorded to be free from defects in
materials and workmanship under normal use for a period of ninety (90) days from the date of
distribution as evidenced by the distribution records of IrDA. IrDA's entire liability and recipient's
exclusive remedy will be replacement of the media not meeting this limited warranty and which is
returned to IrDA. IrDA shall have no responsibility to replace media damaged by accident, abuse
or misapplication. ANY IMPLIED WARRANTIES ON THE MEDIA, INCLUDING THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, ARE
LIMITED IN DURATION TO NINETY (90) DAYS FROM THE DATE OF DELIVERY. THIS
WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY ALSO HAVE OTHER
RIGHTS WHICH VARY FROM PLACE TO PLACE.

COMPLIANCE and GENERAL:

Membership in IrDA or use of IrDA publications does NOT constitute IrDA compliance. It is the
sole responsibility of each manufacturer, whether or not an IrDA member, to obtain product
compliance in accordance with IrDA Specifications.

All rights, prohibitions of right, agreements and terms and conditions regarding use of I[rDA
publications and IrDA rules for compliance of products are governed by the laws and regulations
of the United States. However, each manufacturer is solely responsible for compliance with the
import/export laws of the countries in which they conduct business. The information contained in
this document is provided as is and is subject to change without notice.
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1 Introduction

I'WW (IrDA for Wristwatches) provides Time-based data communication scheme for awristwatch by
using IrDA Communication Standards. This profileisto be largely used together with the IrDA standard
specifications.

1.1 IrWW Profile Structure

/Generic Access Profile \

Time Synchronization Tiny Object
Profile Exchange Profile

Annex ‘i

for legacy PC/PDA | T-log PIM

C N

\\\ --------------------- ARNY jJ

Reference Document

GBO Ultra Irww

Compliance Tests Document

~

, L ANNEX: Time , ,
Time Synchronization | |synchronization profile| | Tiny Object Exchange
Profile Compliance For legacy PC/PDA Profile Compliance
Tests Compliance Tests Tests

N

J

1.2 Definitions and Acronyms

Inbox

Split

Ir'ww SIG

A generic Object Store on an I'WW Device that can hold objects of various formats,
such as Business Cards, Schedules, To dos and Notes. It istypically used asa
temporary holding areafor objects received from other I'WW Devices. Often, the
user can inspect the itemsin the Inbox, and file them away or delete them.

Split Time Function to show elapsed time from the start point one by one while
keeping count up.
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1.3 Symbolsand Conventions

The application profile must use the following scheme to define the support for individual features. The
following symbols are used:

M Mandatory support. Refers to capabilities that shall be used in the profile.

O Optional support. Refers to capabilities that can be used in the profile.

C Conditional support. Refers to capabilities that shall be used in when certain other
capabilities are also used.

X Excluded. Refers to capabilities that may be supported by the device but shall never be used
in this profile.

N/A Not applicable in the given context. It isimpossible to use this capability.

Some excluded capabilities are capabilities that, according to the relevant IrDA specification, are
mandatory. These are features that may degrade operation of devices following this profile. Therefore,
these features shall never be activated while a device is operating as a device within this profile.

1.4 References

[IrLAP]

[IrLMP]
[IrPHY]

[TINYTP|

[OBEX]
[IrMC]

[VCARD]
[VCAL]

[I'WW]

Ir'ww SIG

Serid Infrared Link Access Protocol, IrLAP, Version 1.1, Infrared Data
Association
Link Management Protocol, I'LMP, Version 1.1, Infrared Data Association

Serial Infrared Physical Layer Link Specification, IrPHY, Version 1.3, Infrared
Data Association

Tiny TP: A Flow Control Mechanism for use with Ir(LMP, Version 1.1, Infrared
Data Association

IrDA Object Exchange Protocol, IrOBEX, Version 1.2, Infrared Data Association

IrMC (Ir Mobile Communications) Specification, Version 1.1, February 1999,
Infrared Data Association.

VCard — The Electronic Business Card Exchange Format, Version 2.1, September
1996, The Internet Mail Consortium.

VCaendar — The Electronic Calendaring and Scheduling Exchange Format,
Version 1.0, September 1996, The Internet Mail Consortium.

I'WW Generic Access Profile, Version 1.0, Infrared Data Associ ation.
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2 Point and Shoot Object Push

2.1 Scope

The scope of the information presented here is based on the ability to exchange data between two IrDA
enabled devices. Our focus is on what the user will experience. Many data exchange operations can be
reduced to simple object push events, such as printing, faxing, business card exchange, image transfer, and
filetransfer. The Point and Shoot model is the universal way to move data between IrDA enabled devices.
The key to universal object exchange is support for standard object types such as vCard, JPEG, and text.
Almost al IrDA devices will support this capability including PCs, printers, PDAS, cameras, phones,
watches, pagers, storage devices, and kiosks.

2.2 User Scenario

Many user scenarios are covered by point and shoot object push. The picture below captures the power and
simplicity of Point and Shoot Object Push.

Storage
Dewc

Handheld PC .~

IR Adapter wristwatches

0 . -
canner

The following scenarios are possible:

e Theuser can push his business card from his watch to another persons watch.
e Theuser can store time-log information in amulti-functional watch and transfer it to PC, PDA.

2.3 Interoperability

IrReady 2000 devices will have this capability built-in. The use of standard object types will guarantee that
objects are correctly understood on the other device. Devices will be able to alert the user when the other
device will not understand an object being sent.
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Below isalist of the different data types with examples of what the user may experience when pushing
these objects from one device to another.

Types of Data Exchange:

» GenericFiles
»  Exchange of filesin which Time-log informations are stored.
«  Exchange of filesin which GBO based PIM objects (business card, schedule, to do list and note)
are stored.

2.4 Usability

Userswill be able to transfer an object to another device by simply selecting the object and performing a
simple operation (such as pressing a button). For example on a PC the user can send a file to another
device by dragging the file and dropping it on an icon representing aremote device or an IR application.
Another approach may be to select the object and perform aright mouse click operation that will bring up
amenu. The user then selects the “send to IR” option and the object is sent. Sending your business card
may be as simple as pushing a“send” button.

The short-range, narrow angle of IrDA-Data allows the user to aim, in a point-and-shoot style at the
intended recipient. Close proximity to the other device is natural in this type of data exchange situation, as
is pointing one device at another. The limited range and angle of IrDA-Data allows others to
simultaneously perform a similar activity without interference. The short-range and narrow angle of IrDA-
Data provides a simple form of security and a natural ease of use.

Other technologies with omni-directional capabilities are not as easy to usein thistype of scenario. The
user is not able to point at the intended recipient. Instead, the user must discover the other devices and
choose the appropriate recipient from alist. Close proximity to the intended recipient will usually not help
and choosing the proper device from alist may require special knowledge or additional information.

Point and shoot object exchange-using IrDA-Data is the simplest way to transfer objects between two
devices.

2.5 Configuration

No configuration is the default for pushing objects. In some systems the user can select the location of the
inbox and possibly the behavior of prompts.

2.6 Rdiability

Objects will be sent error free. Specific reliability standards will beidentified in the test specifications
associated with the required enabling technology.

2.7 Additional Information

Objects received may be put into the appropriate data store on the device or sent to the appropriate
application. For example, on a PC, received business cards could be placed directly into the user’s PIM.
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3 Tiny Object Exchange Profile
3.1 User Requirements

3.1.1 Scope

Tiny Object Exchange profile defines the requirements for the protocol s and procedures that shall be used
by applications implementing the Point and Shoot usage model. The most common devices implementing
this usage model include wristwatches, PCs and PDAs.

3.1.2 User Scenarios

The scenarios covered by this profile are:
Usage of aClient to push an object to a Server.
Usage of a Client to exchange objects with a Server.

Tiny Objects are covered as shown in the table below

Data Type Format Examples

Timelog T-log of bWatch 1.0 Time log exchange

Business Card Binary vCard 2.1 Business card exchange

Schedule EVENT of Binary Exchange of schedule items
vCalendar 1.0

Todo TODO of Binary Exchange of to doitems,
vCalendar 1.0

Notes Binary vNote (IrMC 1.1) | Memo exchange

Table 1 Tiny Objects

3.2 Profile Overview

3.2.1 Configuration and Roles

Objects Being Pushed

v

A

Objects Being Pulled

Client Server

Figure 1 Tiny Object Exchange Example between two wristwatches

The following roles are defined for this profile.

Server — Thisisthe server device that provides an object exchange server. The Server waits passively for

Ir'ww SIG 5




I'WW Tiny Object Exchange Profile, Version 1.0 I'wWw SIG
the client to initiate the operation.

Client — Thisisthe client device, which pushes and pulls objects to and from the Server. The Client
initiates the operation.

3.2.2 Protocol Stack

Application < p  Application
Push Client Push Server
OBEX < pl OBEX
Tiny IAS |4 p  Tiny IAS

TP TP
IrLMP < > IrLMP
IrLAP < > IrLAP
IrDA Hardware |4 »| IrDA Hardware
Client Side Server Side

IrDA Hardwareis governed by the [IrPHY]

IrLAP isthelink level protocol specifiedin[IrLAP].

IrLMP isamultiplexing layer specified in [IrLMP]

Tiny TP provide flow control and is specified in [TINYTP]

| ASisthe Information Access Service specified in [[F(LMP]

OBEX includes both a session level protocol and an application framework. Both are specified in [OBEX]

Application Client and Application Server are the application entities, which provide the user interface
and perform the operation of the Tiny Object Exchange profile.

3.2.3 Conformance

If conformance to this profileis claimed, all capabilities indicated mandatory for this profile shall be
supported in the specified manner. This also applies for all optional and conditional capabilities for which
support isindicated.
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3.3 User Interface Aspects

3.3.1 Mode Selection (Server)

Server Mode isthe state in which a Server is ready to receive an object from a Client. When entering this
mode the Server must register the IAS entry and set the hint bit (See Section 3.8). It must bein astate
whereit isready to respond to incoming Discovery frames and accept an incoming OBEX connection.

It is mandatory that a Server be in this mode whenever the physical IR port isenabled (the IR port is able
to receive signals). In some devices the IR port is enabled whenever the device is turned on. For other
devices the user must explicitly turn on the IR port. Turning on the IR port must correspond to entering
Server Mode.

3.3.2 Function Selection (Client)

There are three different functions associated with Tiny Object Exchange Profile.

* Single Push function

* Read-al Function

» Write-all Function

The Single Push Function initiates the pushing of asingle Tiny Object to a Server.
The Read-all Function initiates the reading of all Tiny Objects from a Server.

The Write-all Function initiates the writing of all Tiny Objectsto a Server.

If multiple devices are in the IR space then the user must select from alist or be told to position the device
so only one deviceisin range.

3.3.3 Application Usage

In the following sections, the presented scenarios work as examples and variations in the actual
implementations are possible and allowed.

3.3.3.1 Single Push

When the user wants to push asingle Tiny Object from a Client to a Server, the following scenario can be
followed.

Client Server

The user sets the device into Server Mode if
it is not already.

The user of the Client selects a single Tiny
Obiject to send.

The user points the IR port of the Client
device at the IR port of the Server device.
The user selects the Single Push Function
to send the selected object.

When received, the Server stores the object
in a generic Inbox with the original name of
the object.

It is possible that the user may be asked to
accept or reject the object.
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It is recommended that the user be notified of
the result of the operation.

3.3.3.2 Read-all/Write-all

When the user wants to read all Tiny Objects from a Server to a Client or write all Tiny Objects from a
Client to a Server, the following scenario can be followed.

Client Server

The user sets the device into Server Mode if
it is not already.

The user of the Client selects a kind of Tiny
Object to read-all or write-all.

The user points the IR port of the Client
device at the IR port of the Server device.
The user selects the Read-all Function or
Write-all Function to read-all or write-all the
selected objects.

It is recommended that a progress bar show
the progress of the operation.

It is possible that the user may be asked to
accept or reject the object.

It is recommended that the user be notified of
the result of the operation.

3.4 Application Layer

3.4.1 Feature Overview

A device following this profile must be a Client, Server or both and must support one of the content types
listed in the next section.

3.4.2 Content Types

To achieve application level interoperability, content formats are defined for Tiny Object Exchange. The
content formats are dependent on key application classes.

3.4.2.1 Single Push Object
Thefollowing is the content types used in the Single Push.

3.4.2.1.1 TimeLog Object

Time log applications must support data exchange using the bWatch 1.0 content format specified in
[Ir'ww].

Some wristwatches can measure not only time but also alog of various kinds of sensing information.
Following are examples of advanced watches.
Running Wristwatch:
Thiswristwatch is for amarathon runner, and it can record Split time with the measurement point.
Trekking Wristwatch:
Thiswristwatch is for an apinist and a hiker at including the altitude and temperature sensor, and it can
record altitude and atemperature every constant automatically.
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Diving Wristwatch:
Thiswristwatch is for adiver at including the pressure and temperature sensor, and it can record depth
and a temperature every constant automatically.

Pulse Wristwatch:
Thiswristwatch is for training at including the pul se sensor, and it can record change of pulsein
moving automatically.

Information captured and stored in the watches should be transferred to other device in which these data
can be edited or printed out. Therefore, these informations are treated as bWatch object named Time Log

(T-log).

342111 T-Log object Definition

Figure 2 shows the schematic of T-log object structure. Main part of the T-log object is a set of records
that consist of time and measurement data. There are varieties of measurement data existing in accordance
with difference of watch types. And it isirrelevant to assign binary code to each measurement data.
Therefore, specia expression rule for the measurement data, that is independent of type or numbers of data,
isrequired. To cope with this requirement, RECORD property is introduced. In the RECORD property,
time data and measurement data are placed as values. But there is no definition for the measured datain
the record property. To define values of RECORD property, DATA property is defined. Since usage of

both DATA and RECORD properties are different from common properties, Block structure is introduced
to distinguish these properties from common ones.

BEGIN:T-LOG
BEGIN:FIELD

FIELD Block

END:FIELD

T-LOG Object

BEGIN:MATRIX
MATRIX Block

END:MATRIX
END:T-LOG

Figure2 T-LOG object structure

There are two Blocks prepared; FIELD Block for DATA property and MATRIX Block for RECORD
property. Each Block starts with “BEGIN: BLOCK” identifier and ends with “END: BLOCK” identifier.
Both identifiers bel ong to fixed-common-property type. Table 2 shows BLOCK Identifier expression rule.

IrWW Block Identifier | PIC + SOV VALUE EOB
VFIX+VL+0xff+SID+0OID

BEGIN : FIELD 0x08 0x01 | Ox20 Ox03 Oxff 0x80 Ox81 | Ox00

END : FIELD 0x09 0x01 | 0x20 Ox03 Oxff 0x80 Ox81 | Ox00

BEGIN : MATRIX 0x08 0x01 | 0x20 Ox03 Oxff 0x80 0x82 | 0x00

END : MATRIX 0x09 0x01 | 0x20 Ox03 Oxff 0x80 0x82 | Ox00

Table 2 Block | dentifier expression rule

FIELD Block
In FIELD Block, property standsin order of item of record data between BEGIN:FIELD and END:FIELD.
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Name, unit and format of item of record data are described in this property. One property corresponds to
one item of record data.

FIELD Block Property
The FIELD Block Property defined as:

<Fi el d- Property> ::.= <Property-nanme>
{ “;” <Property-Paranmeter> <Attribute>} [ “:=" <Val ue-Format> ]
<CRLF>

In the Table 3, propertiesthat are used in FIELD Block are listed.

Property Parameters Value Format
Property PIC Parameter Name PPPn+ PPC
Name Attribute Name AC
TIME 0x20 | TYPE= (mandatory) 0x10 0x30 NONE
PTIME 0x21 | VTHM 0x01
VTHMS 0x02
VTHMSL 0x03
VTRHM 0x04
VTRMS 0x05
VTRL 0x06
ITEMNAME= (option) 0x10 0x40
String Data Oxff + AL + AV
DATE 0x28 | TYPE= (mandatory) 0x10 x30 NONE
PDATE 0x29 | vDYMD 0x08
VDYMDW 0x09
ITEMNAME= (option) 0x10 0x40
String Data Oxff + AL + AV
UTCOFFSET | 0x24 NONE
DATETIME 0x2a | TYPE= (mandatory) 0x10 0x30 NONE
VTDL(LOCAL) oxod
VTDU(UTC) 0x0e
ITEMNAME= (option) 0x10 0x40
String Data Oxff + AL + AV
DATA 0x5C | TYPE= (mandatory) 0x10 0x30
NUMERIC 0x01
STRING 0x02 VBSn(0x3x)+VL+VD
ITEMNAME= (option) 0x10 0x40
String Data Oxff + AL + AV
UNIT= (option) 0x10 0x41
String Data Oxff + AL + AV

Table 3 Propertiesused in the FIELD BLOCK

TIME / DATE / DATETIME Property

TIME/ DATE/ DATETIME Property is Property which means atime/ a date/ a date and atime.
There are TYPE= and ITEMNAME= in Parameter. For representing format of an item the TY PE= is used,
and for representing a name of an item the ITEMNAME= is used.
So that TY PE= represents format, the property does not have Value Format.
Example:
The item represents the date, which kept arecord.
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DATE; TYPE=VDYMD; | TEMNAME=r ecord date

PTIME / PDATE Property
PTIME / PDATE Property is Property which means a period of the time/ a period of the date.
There are TYPE= and ITEMNAME= in Parameter.
So that TY PE= represents format, the property does not have Vaue Format.
Example:
The item represents time from measurement beginning.
PTI ME; TYPE=VTHM | TEMNAME=spl it tine

UTCOFFSET Property

UTCOFFSET Property is Property which means an offset from UTC to local time.
There are no parameters.

DATA Property
For defining name, unit and format of item, which cannot represent in above Property, DATA Property is
used.
There are TYPE=, ITEMNAME= and UNIT= in Parameter. For representing a unit of an item in character
string, UNIT=is used.
Value Format is same as PICTURE format of COBOL language in character string.
Example:
The item represents a temperature (degrees centigrade).
DATA; TYPE=NUMERI C; | TEMNAME= t enperature; UNl T= deg. C.;:=S999. 99

MATRIX Block

In MATRIX Block, RECORD property standsin arecorded order from BEGIN:MATRIX to
END:MATRIX.

RECORD property

Several measurement data that were recorded at the same time, and the time or period of the measurement
are put in one record.

The RECORD Property defined as:
<Record-Property> ::= “RECORD" “:” <Value> { “;” <Value>} <CRLF>

RECORD Property Identification codeis set to Ox5D as shown in Table 4.

Property Name Property Identification Code
RECORD 0x5D

Table4 RECORD Property Identification Code
Types of values that are expected to appear in the RECORD property are listed in the Table 5.

TYPE= Value

VTHM VTHM + VL + HH; MM

VTHMS VTHMS + VL + HH;MM;SS
VTHMSL VTHMSL + VL + HH;MM;SS;LLLLLL
VTRHM VTRHM + VL + HHHH; MM

VTRMS VTRMS + VL + MMMM;SS

VTRL VTRL + VL + LLLLLL

VDYMD VDYMD + VL + YYYY:MM:DD
VDYMDW VDYMDW + VL +YYYY;MM;DD; WW
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VTUTC VTUTC + VL +(S)HH; MM

VTDL VTDL + VL + YYYY;MM;DD;HH;MM;SS

VTDU VDYMDW + VL +YYYY;MM;DD;WW;HH;MM;SS
NUMERIC VNUM + VL + BCDs

STRING VBS + VL + Byte Stream

Table5 TheValuelist of RECORD Property

For examplein the marathon race, time datais recorded every 5km or 10km interval.
In this case, distance from start point and split times are defined as values in the RECORD property.
Expression examples of both FIELD block and MATRIX block are shown below.

BEGQ N: FI ELD
DATA; TYPE=NUVERI C; | NTEMNAME=di st ance; UNI T=Km =99. 999
PTI ME; TYPE=VTHMS; | TEVWNAMVE=spl it tine

END: FI LED

BEG N: MATRI X
RECORD: 00. 000; 00: 00: 00
RECORD: 10. 000; 00: 28: 01
RECORD: 20. 000; 00:57: 09
RECORD: 30. 000; 01:28: 31
RECORD: 40. 000; 01:59: 06
RECORD: 42. 195; 02:10: 55

END: MATRI X

3.4.2.1.1.2 T-Log object example
Following is an example of single T-log object of text format.

BEGIN:BWATCH

VERSION:1.0 : TheVersionis 1.0.
BEGIN:T-LOG
TITLE:Trekking ; Titleis"Trekking".
NOTE: max-altitude: 1125.23 ; "Max atitudeis 1125.23" as anote.
BEGIN:FIELD ; Each record has following 3 fields in order.
DATETIME;TYPE=VTDU: ; DATETIME, which typeisVTDU.

DATA;TYPE=NUMERIC;I TEMNAM E=temperature;UNI T=deg.C.:=5999.99
; DATA, which typeisNUMERIC, ITEMNAME is temperature,
UNIT isdeg.C. and format is S999.99.
DATA;TYPE=NUMERIC;INTEMNAM E=altitude;UNI T=m:=9999.99
; DATA, which typeis NUMERIC, ITEMNAME is altitude,
UNIT ism and format is 9999.99.
END:FIELD
BEGIN:MATRIX ; 2 records are listed.
RECORD:199905240608; 1.05;1090.01
; DATETIME is 199905240608, temperature is 1.05 deg.C.
and atitude is 1090.01 m.
RECORD:199905240815;-2.60;1125.23
; DATETIME is 199905240815, temperatureis -2.60 deg.C.
and altitudeis 1125.23 m.
END:MATRIX
END:T-LOG
END:BWATCH

And the object istranslated into binary format. In Table 6, text format and corresponding bWatch format
arelisted.
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Time Log Object Binary Time Log Object
PIC Parameter SOV Value EOP
BEGIN:BWATCH 0x08 0x01 0x20 0x01 0x80 0x00
VERSION:1.0 0x0A 0x01 0x40 0x02 0x1aof 0x00
BEGIN:T-LOG 0x08 0x01 0x20 0x03 0xff 0x80 0x05 | 0x00

TITLE:Trekking 0x30 0x01 0x30 0x08 ‘Trekking’ 0x00

NOTE:max-altitude:1125.23 0x33 0x01 0x30 0x14 ‘max- 0x00

altitude:1125.23'

BEGIN:FIELD 0x08 0x01 0x20 0x03 0xff 0x80 0x81 | 0x00
DATETIME; TYPE=LOCAL Ox2a 0x10 0x30 0x0D 0x01 0x00
DATA; TYPE=NUMERIC 0x5¢ 0x10 0x30 0x01 0x01 0x30 0x07 ‘S999.99’ 0x00
;ITEMNAME= temperature; 0x10 0x40 OxFF
UNIT=deg.C. 0x0B ‘temperature’

:=5999.99 0x10 0x41 OxFF
0x06 ‘deg.C.’
DATA; TYPE=NUMERIC 0x5¢ 0x10 0x30 0x01 0x01 0x30 0x07 ‘9999.99’ 0x00
;ITEMNAME=altitude 0x10 0x40 OxFF
; UNIT=m 0x08 ‘altitude’
:=9999.99 0x10 0x41 OxFF
0x01 ‘m’

END:FIELD 0x09 0x01 0x20 0x03 0xff 0x80 0x81 | 0x00

BEGIN:MATRIX 0x08 0x01 0x20 0x03 Oxff 0x80 0x82 | 0x00
RECORD:199905240608 0x5D 0x01 0x8D 0x06 0x00
;1.05;1090.01 0x199905240608

0x40 0x02 0x1A05
0x40 0x04 0x1090A01F
RECORD:199905240815 0x5D 0x01 0x8D 0x06 0x00
i-2.6;1125.23 0x199905240815
0x40 0x02 OXE2A6
0x40 0x04 0x1125A23F
END:MATRIX 0x09 0x01 0x20 0x03 Oxff 0x80 0x82 | 0x00
END:T-LOG 0x09 0x01 0x20 0x03 0xff 0x80 0x05 | 0x00
END:BWATCH 0x01 0x01 0x20 0x01 0x80 0x00

Table 6 Example of Time Log Object

3.4.2.1.2 Business Card Object

Business Card applications must support data exchange using the Binary vCard 2.1 content format
specified in [Ir'WW], Chapters 4 of this specification, and [VCARD].

Following is an example of single Business Card object of vCard format.

BEGIN:VCARD
VERSION:2.1 : TheVersionis2.1.
N:K enichiro Shimokura : The Nameis Kenichiro Shimokura
TEL;PREF;WORK;VOICE:+81-3-3795-7601 ; The Preference Work Voice
Phone Number is +81-3-3795-7601.
EMAIL:simokura@mbd.mbc.ntt.co.jp ; The Email is simokura@mbd.mbc.ntt.co.jp.
END:VCARD

VERSION, N, TEL and EMAIL are assumed to be a minimum set of single Business Card object. So,
these four are defined mandatory.

And the object istranslated into binary format. In Table 7, vCard format and corresponding Binary vCard
format are listed.

vCard Object Binary vCard Object
PIC Parameter SOV | Value EOP
BEGIN:VCARD 0x08 0x01 | 0x20 0x01 0x01 0x00
VERSION:2.1 Ox0A 0x01 | 0x40 0x02 Ox2alf 0x00
N:Kenichiro Shimokura 0x21 0x01 | 0x30 0x13 0x00
‘Kenichiro Shimokura’
TEL;PREF;WORK;VOICE:+81-3- 0x30 0x13 0x01 0x02 | Ox01 | Ox40 0x08 0x00
3795-7601 0x04 0xd81e3e3795e7601f
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EMAIL:simokura@mbd.mbc.ntt.co.jp | 0x31 0x01 | 0x30 Oxla 0x00
‘simokura@mbd.mbc.ntt.co.jp’
END:VCARD 0x09 0x01 | 0x20 0x01 0x01 0x00

Table 7 Example of Business Card Object

3.4.2.1.3 Schedule Object

Schedule applications must support data exchange using VEVENT component of the Binary vCalendar
1.0 content format specified in [IrWW], Chapters 4 of this specification, and [V CAL].

Following is an example of single Schedule object of vCalendar format.

BEGIN:VCALENDAR

VERSION:1.0 : TheVersionis 1.0.

BEGIN:VEVENT
DTSTART:19990827T 130000 ; The Start Date/Timeis 1999/8/27 13:00 Q0.
DTEND:19990827T 170000 ; The End Date/Time is 1999/8/27 17:00 Q0.
DESCRIPTION:IrWW SIG meeting ; The Description is'IrWW SIG meeting'.

END:VEVENT

END:VCALENDAR

Single Schedule object must contain only one VEVENT component. VERSION, DTSTART, DTEND
and DESCRIPTION are assumed to be a minimum set of single Schedule object. So, these four are
defined mandatory.

And the object is translated into binary format. In Table 8, vCalendar format and corresponding Binary
vCalendar format are listed.

vCalendar Object Binary vCalendar Object

PIC Parameter SOV | Value EOP
BEGIN:VCALENDAR 0x08 0x01 | 0x02 0x00
VERSION:1.0 0x0A 0x01 | 0x40 0x02 Ox1aof 0x00
BEGIN:VEVENT 0x08 0x01 | Oxff 0x02 0x01 0x00
DTSTART:19990827T130000 0x20 0x01 | 0x8d 0x07 0x19990827130000 | 0x00
DTEND:19990827T170000 0x22 0x01 | Ox8d 0x07 Ox 0x00

19990827170000

DESCRIPTION:Ir'WW SIG meeting 0x41 0x01 | 0x30 0x10 ‘Ir'WW SIG meeting’ | 0x00
END:VEVENT 0x09 0x01 | Oxff 0x02 0x01 0x00
END:VCALENDAR 0x09 0x01 | 0x02 0x00

Table 8 Example of Schedule Object

3.4.2.1.4 Todo Object

To do applications must support data exchange using VTODO component of the Binary vCalendar 1.0
content format specified in [Ir'WW], Chapters 4 of this specification, and [VCAL].

Following is an example of single To do object of vCalendar format.

BEGIN:VCALENDAR

VERSION:1.0 ; TheVersionis 1.0.

BEGIN:VTODO
DUE:19990831T 150000 ; The Due Date/Time is 1999/8/31 15:00 00.
STATUS:NEEDSACTION ; The Statusis NEEDS ACTION.
DESCRIPTION:pay therent. ; The Description is 'pay the rent.".

END:VTODO

END:VCALENDAR
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Single To do object must contain only one VTODO component. VERSI ON, DUE, STATUS and
DESCRIPTION are assumed to be aminimum set of single To do object. So, these four are defined
mandatory.

And the object istranslated into binary format. In Table 9, vCalendar format and corresponding Binary
vCalendar format are listed.

vCalendar Object Binary vCalendar Object

PIC Parameter SOV | Value EOP
BEGIN:VCALENDAR 0x08 0x01 | 0x02 0x00
VERSION:1.0 0x0A 0x01 | Ox40 0x02 Ox1aOf 0x00
BEGIN:VTODO 0x08 0x01 | Oxff 0x02 0x02 0x00
DUE:19990831T150000 0x21 0x01 | 0x8d 0x07 0x19990831150000 | 0x00
STATUS:NEEDS ACTION 0x50 0x01 | Ox01 0x00
DESCRIPTION:pay the rent. 0x41 0x01 | Ox30 0xOD ‘pay the rent.’ 0x00
END:VEVENT 0x09 0x01 | Oxff 0x02 Ox01 0x00
END:VCALENDAR 0x09 0x01 | 0x02 0x00

Table 9 Example of Todo Object

3.4.2.1.5 Notes Object

Notes applications must support data exchange using the Binary vNote content format specified in [Ir'WW],
Chapters 4 of this specification, and Chapter 10 of [IrMC].

Following is an example of single Notes object of vNote format.

BEGIN:VNOTE
VERSION:1.1 : TheVersionis1.1.
BODY:Thelast train of Hamura station is 23:30. ; The Descriptionis
The last train of Hamura station is 23:30'.
END:VNOTE

VERSION and BODY are assumed to be a minimum set of single Notes object. So, these two are defined
mandatory.

And the object istranslated into GBO format. In Table 10, vNote format and corresponding Binary vNote
format are listed.

vNote Object Binary vNote Object
PIC Parameter SOV | Value EOP
BEGIN:VNOTE 0x08 0x01 | Ox04 0x00
VERSION:1.0 0x0a 0x01 | 0x40 0x02 Ox1aof 0x00
BODY:The last train of Hamura 0x21 0x01 | 0x30 Ox2A ‘The last train of 0x00
station is 23:30. Hamura station is 23:30.’
END:VNOTE 0x09 0x01 | Ox04 0x00

Table 10 Example of Notes Object

3.4.2.2 Read-al/Write-all Object
Thefollowing is the content types used in the Read-all/Write-all.

3.4.2.2.1 Devicelnformation

The device information must be supported by all devices that support r Read-all/Write-all.
Deviceinformation follows the information described in Section 2.5 of [GBQ].
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3.4.2.2.2 Time Log Object

Time L og applications must support data exchange using the bwWatch 1.0 content format specified in
[I'WW)] and Section 3.4.2.1.1.

Following is an example of Time log objects of bWatch format.

BEG N: BWATCH
VERSI ON: 1. 0

BEG N: T- LOG

END: T- LOG

BEG N: T- LOG

END: T- LOG

BEG N: T- LOG

END: T- LOG

END: BWATCH

Table 11 Example of Time log objects of bWatch format.

3.4.2.2.3 TimeLog'sInformation Log Object

Time Log applications must support data exchange using the bwatch 1.0 Information log object content
format specified in [Ir'WW].

The Client can send arequest to get Information Log Object that contains information of properties
existing in the Time Log Object. When the client device request GET /watch/t-log/info.log file, the server
should respond to the request and send Information Object to the client.

Thereis aspecial writing manner in T-log's Information Log.
X-IRWW-Fields of T-log's Information Log is the following.

X-IRWW-Fields:

<Begin>

{ <x- irww property>}

BEGIN:FIELD

Any properties defined in the field block
END:FIELD

BEGIN:MATRIX
X-RECORD-FIELDS: Numeric
END:MATRIX

<End>

Any properties defined in the T-log's field block are described between BEGIN:FIELD and END:FIELD.

X-RECORD-FIEL DS indicates maximum number of record in the T-log's matrix block.
An example of Time Log's Information Log Object is as follows;
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IEL:2
X-IRWW-FIELDS:
<Begin>

Version:
TITLE:=20
NOTE:=30
BEGIN:FIELD

DATETIME; TYPE=VTDU

; The device supports Read-al|/Write-all.

; The device supports a Version Number field.
; The device supports TITLE, which maximum sizeis 20 bytes.
; The device supports NOTE, which maximum size is 30 bytes.

; The device supports Local DATETIME type VTDU

(YYYY;MM;DD;HH;MM;SS).

DATA;TYPE=NUMERIC;I TEMNAM E=temperature; UNI T=deg.C.:=5999.99

; The device supports DATA, which typeis numeric,
ITEMNAME is “temperature” and UNIT is“deg.C".

DATA;TYPE=ENUMERIC;I TEMNAM E=altitude; UNIT=m :=9999.99

; The device supports DATA which type is numeric,
ITEMNAME is“dltitude” and UNIT is“m”.

END:FIELD
BEGIN:MATRIX

X-RECORD-FIELDS:10

END:MATRIX
<END>
Total-Records; 2

M aximum-Recor ds; 100

; The device supports up to 10 RECORDs.

; The Total Number of T-log object is 2.
; The Maximum Number of T-log objects that can be stored is 100.

I'WW SIG

And the object istranslated into binary format. In Table 12, Time Log's Information Log Object and
corresponding bWatch's Information Log Object are listed.

Time Log’s Information Log Object Binary Time Log’s Information Log Object

PIC Parameter SOV Value EOP
IEL:2 0xfo 0x01 0x40 0x01 Ox2f 0x00
X-IRWW-FIELDS: 0x80 0x01 0x00
<BEGIN> 0x88 0x00
VERSION: O0X0A 0x01 0x00
TITLE:=20 0x30 0x01 0x40 0x01 0x20 0x00
NOTE:=30 0x33 0x01 0x40 0x01 0x30 0x00
BEGIN:FIELD 0x08 0x01 0x20 0x03 Oxff 0x80 0x81 | 0x00
DATETIME;TYPE=VTDU 0x2a 0x10 0x30 Ox0E 0x00
DATA; TYPE=NUMERIC 0x5C 0x10 0x30 0x01 0x01 0x30 0x07 ‘S999.99 0x00
;ITEMNAME= temperature; 0x10 0x40 OxXFF
UNIT= deg.C. 0x0B ‘temperature’
:=5999.99 0x10 0x41 OxFF

0x06 ‘deg.C.’
DATA;TYPE=NUMERIC 0x5C 0x10 0x30 0x01 0x01 0x30 0x07 ‘9999.99’ 0x00
JITEMNAME=altitude 0x10 0x40 OxFF
; UNIT=m 0x08 ‘altitude’
:=9999.99 0x10 Ox41 OxFF
0x01 ‘m’

END:FIELD 0x09 0x01 0x20 0x03 0xff 0x80 0x81 | 0x00
BEGIN:MATRIX 0x08 0x01 0x20 0x03 Oxff 0x80 0x82 | 0x00
X-RECORD-FIELDS:10 0xDD 0x01 0x40 0x01 0x10 0x00
END:MATRIX 0x09 0x01 0x20 0x03 Oxff 0x80 0x82 | 0x00
<END> 0x89 0x00
Total-Records:2 OxF4 0x01 0x40 0x01 Ox2f 0x00
Maximum-Records:100 0xF6 0x01 0x40 0x02 0x100f 0x00

Table 12 Example of Time Log's Information L og Object

3.4.2.2.4 Owner's Business Card Object

Business Card applications must support data exchange using the Binary vCard 2.1 content format
specified in [IrWW], Section 3.4.2.1.2, and [VCARD].

Ir'ww SIG
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3.4.2.2.5 Business Card Object

Business Card applications must support data exchange using the Binary vCard 2.1 content format
specified in [Ir'WW], Section 3.4.2.1.2, and [VCARD].

Following is an example of Business Card objects of vCard format.

BEG N: VCARD
VERSI ON: 2. 1
N: Nane 1
TEL; VO CE: Phone nunber 1
EMAIL: Emai | 1
END: VCARD

BEG N: VCARD
VERSI ON: 2. 1
N: Nane 2
TEL; VO CE: Phone nunber 2
EMAIL: Emai |l 2
END: VCARD

BEG N: VCARD
VERSI ON: 2. 1
N: Nane N
TEL; VO CE: Phone nunber N
EMAI L: Enmil N
END: VCARD

Table 13 Example of Business Card objects of vCard format.

3.4.2.2.6 Business Card's Information Log Object

Business Card applications must support data exchange using the Binary Business Card’s Information log
object content format specified in [I'WW], Section 3.4.2.1.2, and [IrMC].

The Client can send arequest to get Information Log Object that contains information of properties
existing in the Business Card Object. When the client device request GET /watch/pim/bc/info.log file, the
server should respond to the request and send Information Object to the client. An example of Business
Card’s Information Log Object is as follows;

IEL:2 ; The device supports Read-all/Write-all.
X-IRWW-FIELDS:

<Begin>

Version: ; The device supports a Version Number field.

N: ; The device supports N.

X-TEL-FIELDS:4 ; The device supports up to four Phone numbers.
TEL:TYPE=WORK;VOICE ; The device supports Work Voice Phone Number.
TEL:TYPE=WORK;FAX ; The device supports Work Fax Phone Number.
TEL:TYPE=HOME;VOICE ; The device supports Home V oice Phone Number.
TEL:TYPE=HOME;FAX ; The device supports Home Fax Phone Number.
EMAIL: ; The device supports EMAIL.

<End>

Total-Records: 2 ; The Total Number of Recordsin the Business Card is 2.
M aximum-Recor ds: 30 ; The Maximum Number of Records that can be stored is 30.

And the object is translated into binary format. In Table 14, Business Card’ s Information Log Object and
corresponding Binary Business Card' s Information Log Object are listed.

I Business Card’s Information Log I Binary Business Card’s Information Log Object I
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Object PIC Parameter SOV Value EOP

0xfo 0x01 0x40 0x01 Ox2f 0x00

X-IRWW-FIELDS: 0x80 0x01 0x00

<BEGIN> 0x88 0x00

VERSION: O0X0A 0x01 0x00

: 0x21 0x01 0x00

X-TEL-FIELDS:4 0xb0 0x01 0x40 0x01 Ox3f 0x00

TEL; TYPE=WORK;VOICE: 0x30 0x11 0x30 0x02 0x01 0x00
0x30 0x04

TEL; TYPE=WORK;FAX: 0x30 0x11 0x30 0x02 0x01 0x00
0x30 0x05

TEL;TYPE=HOME;VOICE: 0x30 0x11 0x30 0x03 0x01 0x00
0x30 0x04

TEL;TYPE=HOME;FAX: 0x30 0x11 0x30 0x03 0x01 0x00
0x30 0x05

0x31 0x01 0x00

0x89 0x00

Total-Records:2 0xf4 0x01 0x40 0x01 Ox2f 0x00

Maximum-Records:30 0xf6 0x01 0x40 0x01 0x30 0x00

3.4.2.2.7 Schedule Object

Schedul e applications must support data exchange using VEVENT component of the Binary vCalendar
1.0 content format specified in [IrWW], Section 3.4.2.1.3, and [VCAL].

BEG N: VCALENDAR

VERSION: 1. 0

BEG N: VEVENT
DTSTART: Start Date/ Time
DTEND: End Date/ Time 1
DESCRI PTI ON: Descri ption
END: VEVENT

1

1

BEG N: VEVENT
DTSTART: Start Date/ Ti me
DTEND: End Date/ Ti me 2
DESCRI PTI ON: Descri ption
END: VEVENT

2

2

BEG N: VEVENT

DTSTART: Start Date/ Time N

DTEND: End Date/ Tinme N

DESCRI PTI ON: Descri ption N

END: VEVENT

END: VCALENDAR
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Table 15 Example of Schedule objects of vCalendar format

3.4.2.2.8 Schedul€'s Information Log Object

Schedule applications must support data exchange using the Binary Calendar’s Information log object
content format specified in [IrWW], Section 3.4.2.1.3, and [IrMC].

The Client can send arequest to get Information Log Object that contains information of properties
existing in the Schedule Object. When the client device request GET /watch/pim/sd/info.log file, the
server should respond to the request and send Information Object to the client. An example of Schedule's
Information Log Object is as follows;

Table 14 Example of Business Card’ s Information L og Object

Following is an example of Schedule objects of vCalendar format.
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IEL:2
X-IRWW-FIELDS:
<Begin>

Version:

DTSTART:

DTEND:
DESCRIPTION:
<End>
Total-Records.2

M aximum-Recor ds; 30

; The device supports Read-al|/Write-all.

; The device supports a Version Number field.

; The device supports DTSTART.
; The device supports DTEND.
; The device supports DESCRIPTION.

I'WW SIG

: The Total Number of Records in the Scheduleis 2.
: The Maximum Number of Records that can be stored is 30.

And the object istranslated into binary format. In Table 16, Schedul€e's Information Log Object and
corresponding Binary Schedul€e's Information Log Object are listed.

Schedule’s Information Log Object

Binary Schedule’s Information Log Object

PIC Parameter SOV Value EOP
IEL:2 0xf0 0x01 0x40 0x01 Ox2f 0x00
X-IRWW-FIELDS: 0x80 0x01 0x00
<BEGIN> 0x88 0x00
VERSION: O0X0A 0x01 0x00
DTSTART: 0x20 0x01 0x00
DTEND: 0x22 0x01 0x00
DESCRIPTION: 0x41 0x01 0x00
<END> 0x89 0x00
Total-Records:2 0xf4 0x01 0x40 0x01 Ox2f 0x00
Maximum-Records:30 0xf6 0x01 0x40 0x01 0x30 0x00

Table 16 Example of Schedule Card’s Information Log Object

3.4.2.29 Todo Object

To do applications must support data exchange using TODO component of the Binary vCalendar 1.0

content format specified in [I'WW], Section 3.4.2.1.4, and [V CAL].

Following is an example of To do objects of vCalendar format.

BEG N: VCALENDAR
VERSI ON: 1. 0

BEG N: VTODO
DUE: Due Date/Tinme 1
STATUS: Status 1
DESCRI PTI ON: Descri ption 1
END: VTODO

BEG N: VTODO
DUE: Due Date/Tinme 2
STATUS: Status 2
DESCRI PTI ON: Descri ption 2
END: VTODO

BEG N: VTODO
DUE: Due Date/Time N
STATUS: Status N
DESCRI PTI ON: Descri ption N
END: VTODO

END: VCALENDAR

Table 17 Example of To do objects of vCalendar format

Ir'ww SIG
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3.4.2.2.10 Todo's Information Log Object

To do applications must support data exchange using the Binary Calendar’s Information log object content
format specified in [Ir'WW], Section 3.4.2.1.4, and [IrMC].

The Client can send arequest to get Information Log Object that contains information of properties
existing in the To do Object. When the client device request GET /watch/pim/td/info.log file, the server
should respond to the request and send Information Object to the client. An example of To do’'s
Information Log Object is as follows;

IEL:2 ; The device supports Read-all/Write-all.
X-IRWW-FIELDS:

<Begin>

Version: ; The device supports a Version Number field.

DUE: ; The device supports DUE.

STATUS: ; The device supports STATUS.

DESCRIPTION: ; The device supports DESCRIPTION.

<End>

Total-Records: 2 ; The Total Number of Recordsinthe Todois2.

M aximum-Recor ds: 30 ; The Maximum Number of Records that can be stored is 30.

And the object istranslated into binary format. In Table 18, Schedul€e's Information Log Object and
corresponding Binary To do’s Information Log Object are listed.

To do’s Information Log Object Binary To do’s Information Log Object

PIC Parameter SOV Value EOP
IEL:2 0xf0 0x01 0x40 0x01 Ox2f 0x00
X-IRWW-FIELDS: 0x80 0x01 0x00
<BEGIN> 0x88 0x00
VERSION: 0x0a 0x01 0x00
DUE: 0x21 0x01 0x00
STATUS: 0x50 0x01 0x00
DESCRIPTION: 0x41 0x01 0x00
<END> 0x89 0x00
Total-Records:2 0xf4 0x01 0x40 0x01 Ox2f 0x00
Maximum-Records:30 0xf6 0x01 0x40 0x01 0x30 0x00

Table 18 Example of To do’s | nformation L og Object

3.4.2.2.11 Notes Object

Notes applications must support data exchange using the Binary vNote content format specified in [IrWW],
Section 3.4.2.1.5, and [IrMC].

Following is an example of Notes objects of vNote format.

BEGQ N: VNOTE
VERSION: 1. 1
BODY: Text

END: VNOTE

=

BEG N: VNOTE
VERSION: 1. 1
BODY: Text

END: VNOTE

N

BEG N: VNOTE
VERSION: 1. 1
BODY: Text

END: VNOTE

z
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Table 19 Example of Notes objects of vNote format

3.4.2.2.12 Notes Information Log Object

Notes applications must support data exchange using the Binary Notes Information |og object content
format specified in [Ir'WW], Section 3.4.2.1.5, and [IrMC].

The Client can send arequest to get Information Log Object that contains information of properties
existing in the Note Object. When the client device request GET /watch/pim/nt/info.log file, the server
should respond to the request and send Information Object to the client. An example of Notes Information
Log Object isasfollows;

IEL:2 ; The device supports Read-all/Write-all.
X-IRWW-FIELDS:

<Begin>

Version: ; The device supports a Version Number field.

BODY: ; The device supports BODY .

<End>

Total-Records: 2 ; The Total Number of Recordsinthe Todois 2.

M aximum-Recor ds; 30 ; The Maximum Number of Records that can be stored is 30.

And the object is translated into binary format. In Table 20, Notes Information Log Object and
corresponding Binary Notes Information Log Object are listed.

Notes Information Log Object Binary Notes Information Log Object

PIC Parameter SOV Value EOP
IEL:2 0xf0 0x01 0x40 0x01 Ox2f 0x00
X-IRWW-FIELDS: 0x80 0x01 0x00
<BEGIN> 0x88 0x00
VERSION: O0X0A 0x01 0x00
BODY: 0x21 0x01 0x00
<END> 0x89 0x00
Total-Records:2 0xf4 0x01 0x40 0x01 Ox2f 0x00
Maximum-Records:30 0xf6 0x01 0x40 0x01 0x30 0x00

Table 20 Example of Notes I nformation Log Object

3.4.3 Application Procedure
Both Client and Server are built on top of the OBEX application framework.

3.4.3.1 Application procedure for Single Push object
A Client uses OBEX_PUT to push single object to the inbox of a Server.

Table 21 shows an example of the application procedure required by the Client to push an object to a
Server.

Client Details

OBEX CONNECT.

Push the object using OBEX GET.

OBEX DISCONNECT.

Table 21 Application procedurefor Push object
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In Tiny Object Exchange, following file names which distinguish from Tiny Object Exchange are used.

Obiject File name
Time Log Object XXX.wlg
Business Card Object xxx.bcf
Schedule Object xxx.bet
To do Object xxx.btd
Notes Object XxX.bnt

Note  "xxx" isauser defined name.

Table 22 File name assignment rule of Tiny Object Exchange

3.4.3.2 Application procedure for Read-all objects

A Client uses OBEX PUT to write-all objects to the store of a Server. And a Client uses OBEX GET to
read-all objects from the store of a Server. Transferring files requires asingle PUT or GET operation per
file. The Client connects to the Server's storage and transfers all objects. Note that inbox isn’t used in
Read-all/Write-all objects.

Information Log contains general information about specific Object Stores. Before Client read or write
Tiny Object from or to Server, It becomes help of processing of information by reading Information Log.

Table 23 shows an example of the application procedure required by the Client to read all objects from a
Server.

Client Details

OBEX CONNECT.

Read the Information Log using OBEX GET. In accordance with read Information Log,
memory is prepared in which the data are
stored.

Read all objects using OBEX GET.

OBEX DISCONNECT.

Table 23 Application procedure for Read-all objects

It is not necessary for aclient to always use Information Log.

Table 24 shows an example of the application procedure required by the Client to write all objectsto a
Server.

Client Details

OBEX CONNECT.
Read the Information Log using OBEX GET.

Write all objects using OBEX PUT. In accordance with read Information Log, only
necessary data are sent.
OBEX DISCONNECT.

Table 24 Application procedurefor Write-all objects

It is not necessary for aclient to always use Information Log.
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In Tiny Object Exchange, following file names which distinguish from Tiny Object Exchange are used.

Object

File name

Device Information

Time Log object (common log)

Time Log Information Log object (common log)
Time Log object (vender log)

Time Log's Information Log object (vender log)
Owner's Business Card Object

Business Card Object

Business Card’s Information Log Object
Schedule Object

Schedule’s Information Log Object

To do Object

To do’s Information Log Object

Notes Object

Notes Information Log Object

/watch/devinfo.bin
/watch/t-log.wlg
/watch/t-log/info.log
/watch/vlog/xxx/yyy.wig
/watch/vlog/xxx/yyyl/info.log
/watch/pim/ob.bcf
/watch/pim/bc.bcf
/watch/pim/bc/info.log
/watch/pim/sd.bet
/watch/pim/sd/info.log
/watch/pim/td.bdd
/watch/pim/td/info.log
/watch/pim/nt.bnt
/watch/pim/nt/info.log

Note  "xxx" isavender name. "yyy" isalog name.

Table 25 File name assignment rule of Tiny Object Exchange

If there are different kinds of logs existing in the watch, only one type of log is registered as Common Log.
Owner should select and change log type registered in the Common log field. Common Log is necessary
for inter-vender data exchange. But in inter-vender communication, it is possible to access directly the
specific log and extract it. To allow this direct access, Vender log object is defined. File name assignment

rule example for Vender object is shown in the Table 26.

stream-log-object-name

Information-log-name

watch/vlog/vender/dive.wlg /watch/vlog/vender/dive/info.log

/watch/vlog/vender/altitude.wlg

/watch/vlog/vender/altitude/info.log

Table 26 Vender object file name assignment rule example

3.5 OBEX

3.5.1 OBEX Operations

OBEX operations follows the information described in [Ir'WW].

The table below shows the OBEX operations, which are used in the Tiny Object Exchange profile.

Ir'ww SIG
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Operation | OBEX Operation | Client Server

no.

1 Connect M M

2 Disconnect 0] M

3 Put M M

4 Get N/A in case of Single push N/A in case of Single push
support. support.
M in case of Read-all / Write- | M in case of Read-all / Write-
all Support. all Support.

5 Abort M M

6 SetPath N/A N/A

Table 12 OBEX Operations

3.5.2 OBEX Headers

OBEX Headers follows the information described in [Ir'WW].

3.5.3 Establishing an OBEX session
Establishing an OBEX session follows the procedure described in [Ir'WW].

3.5.4 Pushing Object

Pushing Object follows the procedure described in [IrWW].

3.5.5 Reading Objects

Reading Object follows the procedure described in [Ir'WW].

3.5.6 Writing Objects

Writing Object follows the procedure described in [Ir'WW].

3.5.7 Disconnecting an OBEX session
Disconnecting an OBEX session follows the procedure described in [IrWW].

3.6 Tiny TP

Tiny TP follows the information described in [Ir'WW].

3.7 IrLMP

IrLMP follows the information described in [IrWW].

3.8 IAS

IAS follows the information described in [Ir'WW].

Ir'ww SIG
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In Table 27, the Parameters of Tiny Object islisted.

PI Pl name PL | PV datatype PV Description Status
0x04 | T-log Support | 2 The first octet =
Support Level
( bit mask)
bit 0 | Single Push Support Oor1l
bit 1 | Single Pull Support 0
bit 2 | Write-all Support Oorl
bit 3 | Read-all Support Oorl
The second octet :
Upper side nibble(4bit) 0001
Major version humber
Lower side nibble(4bit) 0000
Minor version number
0x00 is undefined version
0x05 | Business 2 The first octet =
Card Support Support Level
( bit mask)
bit 0 | Single Push Support Oorl
bit 1 | Undefined 0
bit 2 | Write-all Support Oorl
bit 3 | Read-all Support Oorl
The second octet :
Upper side nibble(4bit) 0001
Major version number
Lower side nibble(4bit) 0000
Minor version number
0x00 is undefined version
0x06 | Schedule 2 The first octet =
Support Support Level
( bit mask)
bit 0 | Single Push Support Oorl
bit 1 | Undefined 0

Ir'ww SIG
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bit 2 | Write-all Support Oorl

bit 3 | Read-all Support Oorl
The second octet :
Upper side nibble(4bit) 0001
Major version humber
Lower side nibble(4bit) 0000
Minor version number
0x00 is undefined version

0x07 | To Do The first octet =
Support Support Level

( bit mask)

bit 0 | Single Push Support Oorl

bit 1 | Undefined 0

bit 2 | Write-all Support Oorl

bit 3 | Read-all Support Oorl
The second octet :
Upper side nibble(4bit) 0001
Major version number
Lower side nibble(4bit) 0000
Minor version number
0x00 is undefined version

0x08 | Notes The first octet =
Support Support Level

( bit mask)

bit 0 | Single Push Support Oor1l

bit 1 | Undefined 0

bit 2 | Write-all Support Oorl

bit 3 | Read-all Support Oor1l
The second octet :
Upper side nibble(4bit) 0001
Major version number
Lower side nibble(4bit) 0000
Minor version number

Ir'Ww SIG
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‘ ‘ ‘ ‘ 0x00 is undefined version ‘

Table 27 The Parameters of Tiny Object

3.9 ServiceHint Bit
Service Hint Bit follows the information described in [Ir'WW].

3.10IrLAP
IrLAP follows the information described in [Ir'WW].

3.11 Physical Layer
Physical Layer follows the information described in [Ir'WW].

Ir'ww SIG
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4  Appendix

4.1 Unique code assgnment tables of the Binary vCard

Binary vVCARD 2.1 Unique Property Code

0x20 | 0x30 | 0x40 | 0x50 | 0x60
0x00 | FN | TEL [TITLE REV
0x01| N |EMAIL|ROLE unb
0x02 | PHOTO|MAI LER| LOGO KEY
0x03 | BDAY AGENT
0x04 ORG
0x05
0x06
0x07
0x08 | ADR | TZ | NOTE
0x09 |LABEL| GEO
Ox0A
0x0B
0x0C SOUND
0x0D URL
OXO0E
OxO0F

PC for Object Field

Asdonment of Binary vVCARD 2.1 Proper ty Par ameter Attribute Code (PAC)

I'WW SIG
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Relat ed Proper ty fJoxo1 oxo2 fJox 03 Jox o4 fox s Jox 06 | ox 07 Jf ox 08 | ox 09 Jox 0a JJox 0 Jox oc mwlm%lmwlmm
PHOTO( 0 22) GF faom fwr Jewe freTr frvef o fr afn =l s | oF fJores s EGZIPMI I]INE
ADR0x28) DOM QI NTL fposTAL JpArceL I HOME JVORK
LABEL (0x 09) pom i NTL JposTaL ParceL fHone fvore
TEL(0x30) mReF fvorc frone ot el rax fvsc | e e ess fporevil Ar fison M oo
LOGY 0x4 2) aF v fvr feve frer vl 0B PICI'ITIFFI Ps IF’DF JPEG [WEG BQIAVI FHNE
BVIA L (0x 31) AOL IOPPLE ATT Jas P\ fINETH IBMY MCI IPOVETROJITLX X400 M DEO
SOUND(0x 49 \M\EIFCM A FF
KEY(0x60) X509 I RGP
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4.2 Unique code assgnment tables of the Binary vCalendar

Binary vCalender 1.0 Unique Property Cod

0x20 | 0x30 | 0x40 | 0x50 | 0x60

0x00 |DTSTART| DALARM|SUMVARY| STATUS

0x01 | DuE DESCRIPTI ON

0x02 | DTEND

0x03

0x04

0x05

0x06

0x07

0x08

0x09

0x0A

0x0B

0x0C

0x0D

Ox0E

0xO0F

PC for Object Field

Assignment of Binary vCalender 1.0
Property Parameter Attribute Code (PAC)

Rel ated Property| 0x01 0x02 0x03 0x04 0x05 0x06 0x07 0x08

STATUS( 0x50) ANcETI?%S\l ACCEPTED SENT | TENTATI VE | CONFI RVED| DECLI NED | COVPLETED|DELEGATED
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4.3 Unique code assgnment tables of the Binary vNote

Binary vNote 1.1 Unique Property Code

0x20 | 0x30 | 0x40

0x50

0x60

0x00

SUMVARY

0x01

BODY

0x02

CATEGORI ES

0x03

CLASS

0x04

0x05

0x06

0x07

0x08

0x09

0x0A

0x0B

0x0C

0x0D

O0x0E

OxO0F

X- 1 RMC-LUI D

DCREATED

LAST-|MODI FI ED

PC for Object Field

Assgnment of Binary vNote 1.1

Property Parameter Attribute Code (PAC)

Rel ated Property | Ox01

0x02

0x03

CLASS(0x22) PR VATE|

PUBLI C

CONFI OENTI AL

Ir'ww SIG
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INFRARED DATA ASSOCIATION (IrDA) - NOTICE TO THE TRADE -

SUMMARY:
Following is the notice of conditions and understandings upon which this document is made
available to members and non-members of the Infrared Data Association.

« Availability of Publications, Updates and Notices

» Full Copyright Claims Must be Honored

» Controlled Distribution Privileges for IrDA Members Only
» Trademarks of IrDA - Prohibitions and Authorized Use

* No Representation of Third Party Rights

e Limitation of Liability

» Disclaimer of Warranty

» Product Testing for IrDA Specification Conformance

IrDA PUBLICATIONS and UPDATES:

IrDA publications, including notifications, updates, and revisions, are accessed electronically
by IrDA members in good standing during the course of each year as a benefit of annual IrDA
membership. Electronic copies are available to the public on the IrDA web site located at
irda.org. Requests for publications, membership applications or more information should be
addressed to: Infrared Data Association, P.O. Box 3883, Walnut Creek, California, U.S.A.
94598; or e-mail address: info@irda.org; or by calling (925) 943-6546 or faxing requests to
(925) 943-5600.

COPYRIGHT:

1. Prohibitions: IrDA claims copyright in all IrDA publications. Any unauthorized reproduction,
distribution, display or modification, in whole or in part, is strictly prohibited.

2. Authorized Use: Any authorized use of IrDA publications (in whole or in part) is under
NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license are
granted and any attempt to do so is void.

TRADEMARKS:

1. Prohibitions: IrDA claims exclusive rights in its trade names, trademarks, service marks,
collective membership marks and feature trademark marks (hereinafter collectively "trademarks"),
including but not limited to the following trademarks: INFRARED DATA ASSOCIATION (wordmark
alone and with IR logo), IrDA (acronym mark alone and with IR logo), IR logo and MEMBER IrDA
(wordmark alone and with IR logo). Any unauthorized use of IrDA trademarks is strictly prohibited.

2. Authorized Use: Any authorized use of an IrDA collective membership mark or feature
trademark is by NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer
the license are granted and any attempt to do so is void.

NO REPRESENTATION of THIRD PARTY RIGHTS:

Ir'Ww SIG ii
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IrDA makes no representation or warranty whatsoever with regard to IrDA member or third
party ownership, licensing or infringement/non-infringement of intellectual property rights.
Each recipient of IrDA publications, whether or not an IrDA member, should seek the
independent advice of legal counsel with regard to any possible violation of third party rights
arising out of the use, attempted use, reproduction, distribution or public display of IrDA
publications.

IrDA assumes no obligation or responsibility whatsoever to advise its members or
non-members who receive or are about to receive IrDA publications of the chance of
infringement or violation of any right of an IrDA member or third party arising out of the use,
attempted use, reproduction, distribution or display of IrDA publications.

LIMITATION of LIABILITY:

BY ANY ACTUAL OR ATTEMPTED USE, REPRODUCTION, DISTRIBUTION OR PUBLIC
DISPLAY OF ANY IrDA PUBLICATION, ANY PARTICIPANT IN SUCH REAL OR
ATTEMPTED ACTS, WHETHER OR NOT A MEMBER OF IrDA, AGREES TO ASSUME ANY
AND ALL RISK ASSOCIATED WITH SUCH ACTS, INCLUDING BUT NOT LIMITED TO LOST
PROFITS, LOST SAVINGS, OR OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL OR
PUNITIVE DAMAGES. IrDA SHALL HAVE NO LIABILITY WHATSOEVER FOR SUCH ACTS
NOR FOR THE CONTENT, ACCURACY OR LEVEL OF ISSUE OF AN IrDA PUBLICATION.

DISCLAIMER of WARRANTY:

All IrDA publications are provided "AS IS" and without warranty of any kind. IrDA (and each of
its members, wholly and collectively, hereinafter "IrDA") EXPRESSLY DISCLAIM ALL
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE
AND WARRANTY OF NON-INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.
I'DA DOES NOT WARRANT THAT ITS PUBLICATIONS WILL MEET YOUR
REQUIREMENTS OR THAT ANY USE OF A PUBLICATION WILL BE UN-INTERRUPTED
OR ERROR FREE, OR THAT DEFECTS WILL BE CORRECTED. FURTHERMORE, IrDA
DOES NOT WARRANT OR MAKE ANY REPRESENTATIONS REGARDING USE OR THE
RESULTS OR THE USE OF IrDA PUBLICATIONS IN TERMS OF THEIR CORRECTNESS,
ACCURACY, RELIABILITY, OR OTHERWISE. NO ORAL OR WRITTEN PUBLICATION OR
ADVICE OF A REPRESENTATIVE (OR MEMBER) OF IrDA SHALL CREATE A WARRANTY
OR IN ANY WAY INCREASE THE SCOPE OF THIS WARRANTY.

LIMITED MEDIA WARRANTY:

IrDA warrants ONLY the media upon which any publication is recorded to be free from defects
in materials and workmanship under normal use for a period of ninety (90) days from the date
of distribution as evidenced by the distribution records of IrDA. IrDA's entire liability and
recipient's exclusive remedy will be replacement of the media not meeting this limited warranty
and which is returned to IrDA. IrDA shall have no responsibility to replace media damaged by
accident, abuse or misapplication. ANY IMPLIED WARRANTIES ON THE MEDIA,
INCLUDING THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE, ARE LIMITED IN DURATION TO NINETY (90) DAYS FROM THE
DATE OF DELIVERY. THIS WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU
MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM PLACE TO PLACE.

COMPLIANCE and GENERAL:
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Membership in IrDA or use of IrDA publications does NOT constitute IrDA compliance. It is the
sole responsibility of each manufacturer, whether or not an IrDA member, to obtain product
compliance in accordance with IrDA Specifications.

All rights, prohibitions of right, agreements and terms and conditions regarding use of IrDA
publications and IrDA rules for compliance of products are governed by the laws and
regulations of the United States. However, each manufacturer is solely responsible for
compliance with the import/export laws of the countries in which they conduct business. The
information contained in this document is provided as is and is subject to change without
notice.
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1 Introduction

This document is described object expression guidelines and how to express Generic Binary
Object. Generic Binary Object (GBO) is a method of object expression. GBO is smaller and
usefully than other object expression for tiny processor as 4bits and 8bits CPU.

This specification is related to IrwWW (IrDA for Wristwatches). IrWW provides time-based
data communication scheme for a wristwatch by using IrDA Communication Standards.
But GBO can use even other object exchange represented by IrMC.

1.1 Scope

Since Generic Binary Object (GBO) is based on format of the vCard, GBO can be applicable
to other communication environment such as IrMC. In the following, detail structure as
well as coding mechanism and syntax of GBO are explained.
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1.2 Relationship of IrWW Profile

/Generic Access Profile \

Time Synchronization Tiny Object
Profile Exchange Profile
i Annex E
i for legacy PC/PDA i T-log PIM

Reference Document

GBO Ultra Irww

4 N

Compliance Tests Document

] o ANNEX: Time . )
Time Synchronization | |synchronization profile| | Tiny Object Exchange
Profile Compliance For legacy PC/PDA Profile Compliance
Tests Compliance Tests Tests

- /

Figure 1 Relation of this specification

1.3 Symbolsand Conventions

The application profile must use the following scheme to define the support for individual
features. The following symbols are used:

M Mandatory support. Refers to capabilities that shall be used in the profile.

O] Optional support. Refers to capabilities that can be used in the profile.

C Conditional support. Refers to capabilities that shall be used in when certain
other capabilities are also used.

X Excluded. Refers to capabilities that may be supported by the device but shall
never be used in this profile.
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N/A | Not applicable in the given context. It is impossible to use this capability. |

Some excluded capabilities are capabilities that, according to the relevant IrDA
specification, are mandatory. These are features that may degrade operation of devices
following this profile. Therefore, these features shall never be activated while a device is
operating as a device within this profile.

1.4 References

[IrLAP] Serial Infrared Link Access Protocol, IrLAP, Version 1.1, Infrared
Data Association

[IrLMP] Link Management Protocol, IrLMP, Version 1.1, Infrared Data
Association

[IrPHY] Serial Infrared Physical Layer Link Specification, IrPHY, Version 1.3,
Infrared Data Association

[TINYTP] Tiny TP: A Flow Control Mechanism for use with IrLMP, Version 1.1,
Infrared Data Association

[OBEX] IrDA Object Exchange Protocol, IrOBEX, Version 1.2, Infrared Data
Association

[IrMC] IrMC (Ir Mobile Communications) Specification, Version 1.1,
February 1999, Infrared Data Association.

[VCARD] VCard — The Electronic Business Card Exchange Format, Version 2.1,
September 1996, The Internet Mail Consortium.

[VCAL] Vcalendar — The Electronic Calendaring and Scheduling Exchange

Format, Version 1.0, September 1996, The Internet Mail Consortium.

1.5 Content Format

To achieve application level interoperability, content format is defined for time-related
object transfer. Since there are limitations of CPU performance and memory space, objects
should be compact and easy to handle. To cope with this requirement, a format for reducing
object data size without losing any important information are introduced. In the following,
basic scheme of format (Generic Binary Object : GBO) and application to time-related
objects (0(WATCH) are described.
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2 Sructureof Generic Binary Object (GBO)

This section is described common structure of Generic Binary Object. And describe the
guideline that you must keep when you use GBO.

2.1 Basic Structureof GBO

Basic Property Body Flow:

(o vamrt oS )

ObleCt Structure Flow: Sel ect Oan Properties

O <>
merty Part W Value Part

m%ﬁw Value Part
O Ceonie (2

VCARD Structure

Basic Flow:

Property Part

<. Parts of Value . .
SOV: Start of Value Code

No Property Value
EOB: End of Body Code

Object Structure Flow:

Sel ect Oamn Property Code
BGN:Begin Code
END:End Code

VFIX+1+VCARD
GRP: Group Prefix Code

q_/_k PC:Property Code
[GRP]+PC+[PPP+PPC+PAC] m PPP:Property Parameter Prefix Code

PPC:Property Parameter Code

q/, PAC:Parameter Attribute Code
[GRP]+PC+[PPP+PPC+PAC] VC+VL+VD VC:Value Code (VEIX:Fixed Valug)
VL:Value Length
VD:Value Data
S @

General Binary Object Structure
Figure 2-1 Basic structure comparison vVCARD vs GBO
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Basic structure of GBO is based on that of vVCARD. But almost all data (property name,
property parameter and property value) consist of pure binary-data instead of character
string. In the figure 2-1, basic structure of vVCARD and GBO are compared.

Each binary object consists of several properties. These properties have meaning to specify
one particular object. In order to distinguish one property group specifying one particular
object from another, it is necessary to introduce object identifiers. Two properties such as
“BEGIN:OBJECT” (BGN) and “END:OBJECT” (END) properties are used as object
identifiers. Between these two identifiers, property is described line by line. Figure 2-2
shows basic structure of the object unit.

GBO Symbolic expression:
BG\, SOV, VFIX, VL(1), VVCARD, EOB
VER, SOV, VNUM VL(2), ‘2.’,"1F, EOB
N, SOV, VBS1, VL(8)'Kitazum ', VBS1, VL(7), Gontaro’, EOB
TEL, PPP2, TYP=, PREF, WORK, SOV,
VNUM VL(7),’+8 ,"1-*,"'37,'95 ,'-7,'60"," 1F , EOB
END, SOV, VFIX, VL(1), VCARD, EOB

GBO binary expression:
0x08, 0x01, 0x20, 0x01, 0x01, 0xO00
Ox0A, 0x01, 0x30, 0x02, O0x2A, Ox1F, 0x00
0x21, 0x01, 0x30, 0x08,’ Kitazumnm ', 0x30, 0x07,’ Gont aro’, 0x00
0x30, 0x11, 0x30, 0x01, 0x02, Ox01
0x30, 0x07, 0xd8, Ox1le, 0x37, 0x95, Oxe7, 0x60, Ox1f, Ox00
0x09, 0x01, 0x20, 0x01, 0x00

Figure 2-2 Basic structure of object unit

A property describing specific object exists in the inside of these identifiers. A property
consists of an identification code, property parameters and values. This constitution is
derived from that of vCARD.

Example of vCARD
BEG N. VCARD
VERSION: 2.1
N: Kitazum ; Gontaro
TEL; PREF;, WORK: +81-3-3795-7601
END: VCARD
Figure 2-3 vCRAD object format

Therefore, a generic binary object is compatible with vCARD form in the logic level.

2.1.1 Syntax of Generic Binary Object

GOB is simple byte stream object. In the figure 2-1, arrows indicate syntax flow of GBO.
According to those arrows, GBO should be interpreted and generated.
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2.2 Base dementsof GBO

In the world of GBO, there are three parts in property body. The first one is a property part,
the Second one is a property parameter part and the last one is a value part.

The most important thing is Property Operation Code (POC). The property name (as Begin,
End, N, TEL...), Delimiter / Separator (as ‘", ‘;’, CR/LF...) and some kind of stream operation
control codes are assigned to POC according to each. One byte of POC indicates how to
operate or analyze next byte stream. So, the GBO interpreter can analyze objects without
back tracking the byte stream. Unfortunately, if you find an un-encoded property or
parameter defined in vVCARD or other vStuff, you can use an Un-Encoded Property Code
(UES) or an Un-Encoded Property Parameter Code (UEP). So, All of vCARD or vStuff can
translate to GBO field. The POC detail is described in the next section.

The Combination of property parameters and property parameter attributes are assigned to
Property Parameter Code (PPC) and Parameter Attribute Code (PAC). And they are
expressed by specified grammar of GBO.

Finally the overview of value expression is as follows. Property part and Value part must be
separated by Start of Value Code (SOV). SOV Code is same as VCARD's “:’ delimiter. And
There are three GBO value types; fixed value (VFIX) type, byte stream value (VBS) type,
numerical value (VNUM) type and object unique (VOU) type. One property and value pair is
finished by End of Body Code (EOB). This is basic syntax of GBO.

2.2.1 Handling of Nested GBO Structure

One GBO object has some property bodies as figure 3-3. The first property body must have
BGN property code. And the last property body must have END property code as already
described. If there is another object identifier appearing as a property during the preceding
object is interpreted, it is necessary to switch property table for newly found object. And
when END property appears, previous object's property table should be assigned again.
This mechanism makes layered structure consists of main object and sub-object or nesting
structure of other kind of objects available. To this mechanism possible, the END object
should have same value of BGN at same nested levels.
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2.2.2 Property Operation Code (POC)

Table 2-1 Property Operation Code Table

Generic PCC

| nf 0. Log POC

Separator/Deliniter Code( SDC)
EOB(0x00) <CRLF> End O Body
SOV(0x01) <: > Start O Val ue

VSKP( 0x02) <; > Ski p Next Val ue
VCNT( 0x03) Conti nue Val ue

G oup/ X-Property Prefix(GXP)

GRP(0x04 Group Prefix
XPR( 0x05 X-Prop Prefix
GRP/ XPR + Len + Strings

Property Paraneter Prefix(PPP)

PPP1( 0x10) For Single PAC

PPP2..6(0x11..0x16) I nplicit nunmber of PACs

PPPN (0x17) For Ml tiple PAC
PPPN + PPC + ALEN + PACs

Info.log Field Header (IFL)

IFL(0x80) Info Field Prefix

record information Property(TRPC)

| EL( OxFO) I nf o- Exchange- Level
| TR( OxF4) Tot al - Recor ds

IL Oszg Last - Used- | ndex

| MR( OxF6 Maxi mum- Recor ds

Device information property(DlPC)

DIVNU( 0x90 Manuf act ur er
0x91 Mbdel

DOEM 0x92 OEM )
DEW/( 0x93 Fi r mnar e- Ver si on
DF 0x94 Fi r mnar e- Dat e
DSW/( 0x95 Sof t war e- Ver si on
DS 0x96 Sof t war e- Dat e.
DHW/( 0x97 Har dwar e- Ver si on
DHWI'( 0x98 Har dwar e- Dat e
DSN( 0x99) Seri al Nunber

Property Code(PC)
Fi xed Common Propert y( FCPCO)

BGN( 0x08) Begi n Code

END( 0x09 End Code

VER( OX0A Ver si on Code
(bj ect _Uni que Property(QUPC)

XXXX( 0x20- 0 6F)
XXXX( 0x7E+Next ) OUPC Expander ( EXPC)

Un- Encoded Property( UEP)

UEP(OX7F) + Len + Strings

Field Definition Code(lFDQ)
Fi el d Separat or (FDSP)

| BG\( 0x88) <Begi n> Code
| END( 0x89) <End> Code

Nunber of Field Definition Code(lNFD)

X- XXXX- FI ELD( 0x20- 0xDF) QUPC | 0x80
(Rel ated Use from OUPC)
ex: TEL(0x31) -> X- TEL- Fl ELD(0xB1)

Un- Encoded | nfo.Log Property(UEl)

UEl (OxFF) + Len + Strings

Table 2-1 shows Property Operation Codes (POC). The left-hand table shows Generic POC,
these POC use at all of Objects. POC contains fixed common property (FCPC) and some
special functional properties (SDC, GPX, PPP and UEP). To make binary-based object and
character-based object compatible, special POCs are specified. Usage of the special POCs is
explained in the next section. And a separator and delimiter code (SDC), which separates
properties, parameters and values, are also included in this code space. And right-hand
table shows POC for Info.Log (information log). Info.Log POC is consisting of Info.Log field
header (IFL), Record information properties (IRPC), Device information properties (DIPC)
and Field definition codes (IFDC).

The BGN in FCPC indicates beginning of the object unit and determine object type (VCARD,
vStuff, bWatch or other object) by the value. BGN code plays another rule to assign Object
Unique Property Codes (OUPC) that are spcified by the property value to property code
table.

The object unique property codes (OUPC) is determined for each application. If you want to
see Object related unique property code, check the specification of bWwatch or bvCARD.

2.2.3 Expression of Property Part, Group Part and Property Code (PC)

As described in the previous section, there are some POCs that have special usage to keep
compatibility with character-based objects. For example, grouping header of vCARD can't
be transformed directly into binary space. To handle this problem, GRP code is defined. This
code is accompanied with character string and each character string is described with string
length and string value. Figer2-3 shows basic structure of group code usage. There are other
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POCs such as XPR and UPC defined. These POC'’s characteristics are the same as GRP. The
XPR code is used for X-prefixed non-common property code header. The UPC code is used as
XPR. This UPC code is used for Un-Encoded Property header. GRP and XPR correspond to
Group name or X-xxx property of vVCARD. Figures 2-4 and 2-5 show examples of GRP and
XPR property.

Property Part:

Property Code
@ Group Part
(e (i
GRP: &

oup Prefix Code

Length and Strings
[OxNN] [ 0XXX, 0XYY, OXZZ, ... ]

+—>
§ N\ Strings Length
BGN: Begin Property Code

1 Byte (0 to 255) END: End Property Code

QOUPC: Obj ect Uni que Property Code (N, TEL, etc..)
EXPC. OQUPC Expansi on Code

XPR: X-Property Prefix (X-JAPAN-XX..)

UPC: Un- Encoded Property Prefix Code

Figure 2-3 Property part expression rule

Expression of GROUP NAME:
POC Length | String data (10bytes)
0x04 (GRP) Ox0A ‘G'R,O U P UNVA M VE
Figure 2-4 POC coding example (GRP property)

Expression of X-UNKNOWN-PROPERTY:

POC Length | String data (15bytes)
0x05 (XPR) O0xOF ‘U/NKUNO W N -,
'P'RVOVPVEVR)TY

Figure 2-5 POC coding example (XPR property)
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Common Property Operation Code (POC)

0x10 | 0x20 | 0x30 | 0x40 | 0x50 | 0x60 | 0x70

0x00
0x00 | EoP | PPPL
oxo1 | sov | PpP2
0x02 | vskp | PPP3
0x03 | VONT | PPP4
ox04 [ GrP | PPPS
0x05 [ XPR | PPP6
0x06 PPP7
0x07 PPPN
0x08 | BN
0x09 | END
S
ox0A| VER | ©
23

oxoB| S <

D @

m [=3
oxoc| 2

Q @

=l 13
oxoD| 28 2

P 2
oxO0E| &

Q

<
oxoF | &

POC for Object Field

panesay paub Isseun

IEL

0x00

0x01

0x02

0x03

0x04

0x05

0x06

0x80 | 0x90 [ OXAO | 0xBO | OxCO | OxDO | OXEO | OxFO
| FL | DVMNU
= DMOD
=
2 | ocem
-
8
DFW/
)
@
= DFVWD
F | osw
&
= DSWD
DHW/
| BOF | DHWD
| EOF | DSN

PCC for Info.Log Field

0x07

0x08

0x09

0x0A

0x0B

0x0C

0x0D

0x0E

0xOF

Table 2-2 Common Property Code

Functional Group Assignment of Property Operation Code (POC)

0x10 [ 0x20 | 0x30 | 0x40 | 0x50 | 0x60 | 0x70

0x00
ox00 | § 3
- o
= ]
0x01 3»'%’ g
© o <
0x02 | 2 =
n < E
0x03 8 %
o
0x04 7@ 2
°° el
0x05 | =5 @
X o =
A x
0x06 %1', B3
= )
3o 3
0x07 ° I
0x08 o
x
0x09 | ~ @
Bol| =
0x0A Qg 2
z 23
0x0B g: E
] a
0x0C | 52
H
0x0D 9 ;\ E
0x0E | < g
ke
OxO0F

POC for Object Field

0x80

0x90 | OXAO | 0xBO | 0xCO | OxDO | OXEO

penesay paub Isseun

(14 1) 1epeaH pla 14 Bogoju|

(<pue> /<u 162G>) (dSad )
10 1esedas paxi4 Boqoju|

(©da) Ari1adoid uo 1yau o ju| 82 1Aeq

POC for Info.Log Field

O0xFO

(""Sp 1008y N [X8A /X3PU | -PasN - 1B /SP 1008y - [2 101 )
(Odd 1)A119doud uo 11auIo ju | ploday Bojoju|

EXFD

o o o |

Table 2-3 Function Group Assignment of Property Operation
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2.2.4 Expression of Property part

The Property Parameter part specifies some property options. It specifies own character set,
encoding style or property related attributes. This section describes about syntax and
coding rule of Property parameters. Figure 2-6 shows basic syntax flow of the property
parameter part.

Property Part :
PC: Property Code No Parameter
No Group
Group Part PC Parameter Part SOV

/

( perty Part : \

PPP1 ]—»[ Property Parameter Code(PPC) + Single Attribute Code

 Use Single PAC Code Or String

PPP# ]—»[ Property Parameter code(PPC) + Miltiple Attributes

PPP1..6, PPP#: Property Paraneter Prefix

PPC. Property Paraneter Code Use PAC Li st .
PAC. Property Paraneter Attribute Code

Figure 2-6 Property part description rule

2.2.5 Element of Property Parameter Part

A property parameter part consists of three elements. The first element is Property
Parameter Prefix (PPP). This code is start code of property part. The second element is
Property Parameter Code (PPC). This code determines a kind of property parameters. The
last element is Property Parameter Attributes (PAC).

A property parameter part must start with a PPP prefix because PPC is not included by
POC code space. There are some types of PPP codes. And also each PPP has different
number of PACs
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Table 2-4 Common Property Parameter Code (PPC) table

Common PPC. PAC:
ENC=( 0x20) ENCODI NG= Def aul t (0x00) US ASCI |
QUOT( 0x01) QUOTED- PRI NTABLE
B64(0x02) BASE64
OTHR( OxFF) O her encodi ng
CHR=( 0x21) CHARSET= Def aul t (0x00)
| SO1- 9( 0x01- 0x09) | SO-8859-1..9
UNI C( 0xOF) UNI CODE
SJI S( 0x80) SH FT_JI'S
OTHR( OxFF) Ot her character set
LNG=( 0x22) LANGUAGE= Def aul t (0x00)
OxFF: Use Strings
TYP=( 0x30) TYPE=(def aul t)
0x00- OxFF:
Depend upon Property Code(PC)
VAL=( 0x31) VALUE=
OxFF: Use Strings

Assignment of Common Property Parameter Attribute Code (PAC)

0x01 | 0x02 | 0x03 | 0x04 | 0x05 | 0x06 | 0x07 | 0x08 | 0x09 | OXOAI | 0x0E | 0xO0F I | 0x80 I OxFF

OTHR

ENC=( 0x20) | QUOTE [BASES4

CHR=(0x21) |I SO-1|I SO-2 ISO3|ISO4|ISOSlISOGlISO7|ISOB|ISOQI IUOOII ISJISI

|LNG=(0>(22)

OxFF

Len Language Strings |

| Len

Language Strings |

|VAL=(0x31) OxFF | Len Val ue Strings |

Figure 3-7 Common property parameter attribute code

2.2.6 Common Property Parameter Code

In vStuff object, there are some commonly using property-parameters. Table 2-4 and Figure
2-7 shows Common Property Parameter Code (PPC) and Parameter attributes (PAC)
related to PPC. GBO can express complete binary objects. There is some common PPCs
unnecessary in general such as ‘ENC=". But it becomes necessary when reverse converts
GBO into vCARD or other text based objects. The TYP= code defines a default property. In
VCARD version 2.1 it is possible to omit ‘TYPE=" parameter. In converting to GBO, the
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default parameter is regarded as ‘TYP='code.

2.2.6.1 Detail of Common Property Parameter Code

These Common PPC have at least one attribute. If PPC has one attribute, PPP code is PPP1
(0x10). PPP1 code accompanies one byte attribute code. If attribute code (PAC) is Oxff, this
code regarded as an un-encoded attribute. They must have a strings attribute after this code.
In this case, length (AL) and value (AV) are added after this code. Figure 2-7 and tables 2-5,
2-6, 2-7 and 2-8 shows details of attribute code for PPCs which symbol are “ENC=", “CHR=",
“LNG=" and “VAL=", respectively.

Table 2-5 Single attributes Property Parameter table (ENCODING=)

Parameter Name Property Parameter Code (PPC)
ENCODING= 0x20 (ENC=)
Attribute Name Attribute Code (PAC)

No Attribute (PLANE) | 0x00
QUOTED-PRINTABLE | 0x01
BASE64 0x02
Un-Encoded Name OxXFF + AL + AV

Example: N; ENCODING=QUOTED-PRINTABLE:  0x21, 0x10, 0x20, 0x01
Table 2-6 Single attributes Property Parameter table (CHARSET=)

Parameter Name Property Parameter Code (PPC)
CHARSET= 0x21 (CHR=)
Attribute Name Attribute Code (PAC)
No Attribute (default) 0x00 US ASCII or Current CHARASET
ISO-8859-1 0x01
ISO-8859-2 0x02
ISO-8859-3 0x03
ISO-8859-4 0x04
ISO-8859-5 0x05
ISO-8859-6 0x06
ISO-8859-7 0x07
ISO-8859-8 0x08
ISO-8859-9 0x09
UNICODE OxOF
Shift-JIS 0x80
Un-Encoded Name OXFF + AL + AV
Example: FN: CHARSET=KOREAN: 0x20, 0x10, 0x21, OxFF, 0x06 ‘K’, ‘0", ‘R’, ‘E’, ‘A", ‘N’
Table 2-7 Single attributes Property Parameter table (LANGUAGE=)
Parameter Name Property Parameter Code (PPC)
LANGUAGE= 0x22 (LNG=)
Attribute Name Attribute Code (PAC)
Undefined Name OXFF + AL + AV
Table 2-8 Single attributes Property Parameter table (VALUE=)
| Parameter Name | Property Parameter Code (PPC)
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VALUE= 0x31 (VAL=)
Attribute Name Attribute Code (PAC)
Undefined Name OxXFF + AL + AV

2.2.6.2 Detail of Property Parts and Syntax Flow

PPPx code is Property Parameter Prefix in POC code space. The PPPx change current code
table to PPC code table. And determines number of attributes for PPC. PPP1 have only one
Parameter Attribute. If PPC have multiple attributes, it is general to place each attribute.
Each attribute can be expressed by using the format explained above. But this method
generates too long and too redundant object, as number of attribute increase. For this
reason, it is necessary to avoid repeating the same format many times. To compress
property parameter field, PPP2 through PPPN provide formats that can handle multiple

attributes like single one. Figure 2-8 depicts expression rule for multiple attributes.

Expression of PPC with Single Property Attribute:

EXPPCH PPC EXPPC change to Next Page PPC Code

Uni que Property Attribute code

PPC: Include EXPPC+PPC | «——— Nunber of PACs

v

[PPPZ] [ PPC ][ PAC ][ PAC] PPP#: Property Paraneter Prefix

[ peea | [ Prc ][ Pac ][ Pac ][ Pac | UPP.  Undof | nud Pr 332&65 Par ot er
PAC. Paraneter Attribute

[PPP4] [ PPC ][ PAC ][ PAC ][ PAC ][ PAC]

[PPPS] [ PPC ][ PAC ][ PAC ][ PAC ][ PAC ][ PAC]

[PPPG] [ PPC ][ PAC ][ PAC ][ PAC ][ PAC ][ PAC ][ PAC]

[PPPN] [ PPC ][Numberof PACs][ PAC ][ PAC J............ pac || Pac

Figure 2-8 Expression rulefor PPC with property attribute
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Table2-9

Function Group Assignment of Property Parameter Code (PPC)

0x00 |0x10 0x20 | 0x30 | 0x40 | 0x50 | 0x60 [ 0x70 | 0x80 | 0x90 | OXAO | OxBO | OxC0 | OxDO | OXEO | OxFO
0x00
0x01
0x02
0x03
0x04 5
0x05 g g
A I EN =
0x06 5 g 3
2. IR
0x07 El %8 L3
@® @ <@
a Oz1z=
0x08 Y U< o<
4 A
0x09 H E % o %
OX0A Eﬂa {:.‘;
0x0B ;5
0x0C
0x0D
Ox0E
O0xOF
PPC for Common Qbj ect PPC for Uni que Object
Table2-10

Assignment of Property Parameter Code (PPC)

0x00 | 0x10 | 0x20 | 0x30 | 0x40 | 0x50 | 0x60 | 0x70 | Ox80 | 0x90 | OXAO | OxBO | OxCO | OxDO | OXEO | OxFO

0x00

0x01

0x02

0x03

0x04

0x05

0x06

0x07

0x08

0x09

0x0A

0x0B

0x0C

0x0D

0x0E

0x0F

panesay paub Isseun

PPC for Common Obj ect PPC for Uni que Object

PPC with strings 15
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2.2.6.3 Basiccodingrulefor Value

Syntax Flow of Value Part:

EOB:End of Body
VSKP: Skip next Value
VCNT:Continue next Value

vFIX || value Length || Fixed Value Code |

VFI X( 0x20)
VBS —>[ Vaue Length ]—»[ Byte Stream Value]
VBS( 0x30- 0x33)

>[ VNUM ]~—>[ Value Length ]—»[ BCD Numeric Value]
VNUM 0x40)

VXXX H Value Length H Object Unique Value]

Obj ect Uni que Value Structure (0x80- OXFE) 19

Figure 2-9 generic value coding rule

Figure 2-9 shows basic coding rule of Value. Value field starts after Start of value code
(SOV). Elements of a value part consist of Value Code (VC), Value Length (VL) and Value
Data (VD). And VC is categorized of three common value expression and object unique

structures. Value elements list is shown in Table 2-11.

Table 2-11 Value Identification Code Table

VC Symbol Description Definition of value data (VD) Size
0x00-0x1f Reserved
0x20 VFIX Fixed Value VL + Unique for Property 1+N
0x21-0x2F Undefined Reserved
0x30 VBS1 Byte Stream Value VL(1 byte) + Byte Stream 1+N
0x31 VBS2 Byte Stream Value VL(2 bytes) + Byte Stream 2+N
0x32 VBS3 Byte Stream Value VL(3 bytes) + Byte Stream 3+N
0x33 VBS4 Byte Stream Value VL (4 bytes) + Byte Stream 4+N
0x34-0x3F Reserved Reserved for Data Compression
0x40 VNUM Numerical Value VL + BCDs 1+N
0x41-0x7E Undefined Reserved
Ox7F UES
0x80-0xFF Unique Value VL + VD 1+N
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2.2.6.4 Expression of fixed value

Value Length }—»{ Fixed Vaue CodeJ

0x20 Code Length Code is depend on
lbyte Property code
0 to 255

Figure 2-10 Fixed value expression rule

Usually, fixed value is used with BGN/END property. In this case, some values are reserved
for object assignment. By using these fixed values, GBO assigns to major vStuff or bWatch
object. If there is sub-object existing, for example VEVENT and vTODO in the vCalendar,
sub-object can be specified in conjunction with main object. In this case value of three are
set to VL. And OxFF, main object identification code and sub-object identification code are
set, respectively. In the figure 2-10, expression rule is shown. In other case, fixed values
represent object status and condition. YES/NO and ON/OFF are good example. Fixed values
are assigned to each condition or status. For example 0x01 is set to represent YES, 0x02 is
set to represent NO. Fixed values are mainly used in the objects such as IrWW.

VFIX ]—b[ VL ’—P[ Major vStuff Code

0x20 0x01

VFIX ]—»[ VL ’—b[ OxFF ]—b[ Major vStuff Code ]—P[ Minor vStuff Code

0x20 0x03 o, :

LrMC Begi n/ End Val ue | r WV Begi n/ End Val ue
0x01 VCARD | 0x80 | BWATCH
0x02 | VCALENDAR | OxFF | 0x80 [ ox01 [ T-syne
OxFF | 0x02 [ 0x01 |  VEVENT OxFF | 0x80 | 0x02 ALARM
oxFF | 0x02 | ox02 VToDo oxFF | 0x80 [ 0x03 TI MER

OxFF | 0x80 [ 0x04 | STOPWATCH
0x03 VMBG |

OxFF | 0x80 | 0x05 T-LOG
OxFF | 0x03 [ 0x01 VENV

OXFF | 0x80 | 0x81 FIELD
OxFF | 0x03 [ 0x02 VBODY

OxFF | 0x80 | 0x82 | MATRI X

| 0x04 | VNOTE |

Figure 2-11 EBG/END related Fixed vaue

Ir'Ww SIG 16




Generic Binary Object Specification, Ver 1.0

2.2.6.5 Expression of Byte stream value

{ VBSH Value Length H Byte Stream Val ueJ

0x3x Code Length Byte Stream Val ue
bing t:ayntdeisan Dat a

Byte Stream Val ue Encodi ng:
VBS Code (VC) Length Byte(VL)| Byte Stream Val ue Size(VD)
0x30 1 byte 0 to 255
0x31 2 bytes 0 to 65535
0x32 3 bytes 0 to 16777215
0x33 4 bytes 0 to 4294967295

Expressi on of Huge size Segnented Byte Stream Val ue:

[VBSH VL H Byte Stream @ VBSH VL H Byteﬁim@
S{ves b i ] eytesream pCvorr u ves b Vi o] Byt stream

Figure 2-12 Byte Steam value expression rule

Figure 2-12 shows byte-stream value expression rule. In order to handle long stream data,
one to four byte VL space are assigned to VCs of which codes are from 0x30 to 0x33,
respectively. If long byte-stream appears, size should be checked and select appropriate VIC
code which corresponding VD capacity exceeds data size. Single byte-stream value can hold
data up to 4 G-bytes. If you want to manage more huge data, you can use VCNT prefix with
next value. This code can be put together by several values.
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2.2.6.6 Expression of Numerical value

Figure 3-14 shows numerical value expression rule. VC is set to 0x40. BCD (Binary Coded
Decimal) is used for numerical data expression. Byte order is going USB to LSB. Two BCD
data are packed in one byte (one bytes par 2 BCDs). Numerical data often include some
kinds of numerical related character. For these characters unassigned BCD code (OxA to
OxF) are used.

Value of OxF has special meaning. It describes no data or wildcard. Wildcard is used
especially for time-related value. In general usage, wildcard means no data (filler).

{ VNUM H Value Length H Numeric value

0x40 Code Length Code is depend on
lbyte Property code
0 to 255

BCD( bi nary Coded Deci mal ) Encodi ng: Packed BCDs in a Byte:
Code |symbol|  Contents Code |synbol |  Contents 7|6|5|4 3|2|l|0

USD: Upper side Digit
ox0 [ o Numeric ‘0 0x8 8 Numeric ‘8 USD | LSD LSD Lg\a/er Side O gi h
Ox1 1 Numeric ‘1’ 0x9 9 Numeric ‘9’
0x2 2 Numeric ‘2’ OxA . Decimal Point ‘.’ M}ﬂ_&

123: 0x20, 0x02, 0x12, Ox3F

0x3 3 Numeric '3’ oxB | Comma 1234: 0x20, 0x02, 0x12, 0x34
ox4 4 Numeric ‘4’ 0xC Not use 1. 34: 0x20, 0x02, Ox1A, 0x34

— — 1, 234.5: 0x20, 0x04, 0x1B, 0x23, 0x4A, Ox5F
Ox5 | 5 | MNumeric’s ] OxD ] + Sign -+ -1.25:  0x20, 0x03, OXEL, 0xA2, OX5F
0x6 6 Numeric ‘6’ OXE | - Sign *~ +1234 0x20, 0x03, 0xD1, 0x23, Ox4F
0ox7 7 Numeric ‘7 OxF F/'W | Filler/ Wildcard

Figure 2-13 Numerical value expression rule
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2.2.6.7 Expression method of several values and value connection

Some properties have several values. For example, the name property (N) in vCARD has
five value fields. The value is a concatenation of the Family name (first field), Given Name
(second field), Additional Names (third field), Name Prefix (fourth field), and Name Suffix
(fifth field) strings. In this case, you can use VSKP combinations. The following is examples
of GBO expression in this case.

VvCARD sample:
N: Kitazum ; Gontaro;; M.

GBO sample (symbolic expression)
N, SOV, VBSL, VL(8),’ Gontaro’, VBSL, VL(7),'Kitazum’, VSKP, VBS1,VL(3), 'M.’', EOB

vCARD sample:

N ; Kitazum;; M.

GBO sample (symbolic expression)

N, SOV, VSKP, VBS1,VL(8),’'Kitazum ', EOB

Some time, You want to separate long one value to short values, In this case you can use
VCNT combinations. This code uses for huge binary stream data usually.

vCARD sample:
N: Long- Long- Long- So- Long- Nane- Jugenu- Jugenu- JugenuNo- Fur i ngai
GBO sample (symbolic expression)

N, Sov,

VBS1, VL(28), ' Long-Long- Long- So- Long- Name- ",
VCNT,

VBS1, VL(30), ' Jugem Jugem JugemrmuNo- Furi ngai ',
EOB
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Table2-12

Assignment of Value Code (VC)

0x00 | 0x10 | 0x20 | 0x30 | 0x40 | 0x50 | 0x60 | 0x70 | 0x80 | 0x90 | OXAO | 0xBO | OxCO | OxDO | OXEO | OxFO
0x00 | ~
€9 52
oxo1| 3% - o
o 3 2 0
0x02 Z = é S
== Eo
ox03 | © 3
0x04
0x05
¢ [% | g
0x06 ‘é x ;_9, E té
=} e » o =}
0x07 c 2 s ° Z 3
D o = é \g ) o
173 o = -
0081 » [ 2| 3 |25 ¢ ?
a ® < |3 > ®
ox09 | 2 2 ][22 5 2
= 2 ~ R 2 2
ox0A| 5
¢ g5
oxoB| 2 2
@ oc
14 S}
0x0C ~
=
0x0D @
o
OX0E =
O0XOF UES |
Conmon Obj ect VC Uni que Obj ect VC
Table 2-13
Assignment of Value Code (VC)

0x00 | 0x10 | 0x20 | 0x30 | 0x40 0X50|0x60|0x70 0x80 | 0x90 | OXAO0 | 0xBO | 0xCO | 0xDO | OXEO | OxFO

0x00 | ECP VFI X | vBSL | VNUM
0x01 | sov VBS2
0x02 | skP VBS3
0x03 VBS4
0x04
0x05
S| 4 3 z 5
D - D
0x06 @ x | g 3 A
@, ® =4 = 25
o b
x| ¢ | S| < |2 o H
3 % 28 oD s =%
s & | 3| 5 |22 < 2
Q > < ? %) > »
0x09 2 < ] 0 = < S
=% a ~ ] g 2 Q
Ox0A | & 3
» § <
2 -
0x0B < 3c
4 Qo
o
0x0C :
0x0D g
0X0E =
0xO0F
Conmon Obj ect VC Uni que Obj ect VC
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2.3 Object Parth algorithm

This section gives sample algorithm for GBO syntax analyzer. This flowchart is helpful to
understand all of GBO syntax flow.

Save PAC VL=VL* 256+LEN
AC. = AC-1 LC =LC 1

Get PPC
Procedure

Get PAC
Procedure

Save PAC

Save PD
LC = LC1

Save AD
LC = LC1

Figure 2-14 Sample Algorithm for GBO
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2.4 Object Stream ldentifier (OBJECT MAGIC CODE)

In order to identify the beginning of the object stream, following four bytes data are added.
This is popular identification method and widely used as a header of binary data such as
JPEG and UPF.

[ Charl [ Char2 | Char3 [ FCS |
charlld 3: character “GBO” expressed in ASCII code
FCS: charl ex-or char2 ex-or char3

2.5 Devicelnformation Object

In order to specify IrWW device implementation, device must have a device information
object.

| IrWW Device Information Object Name | /Devinfo.bin |

Table 2-14 Device Information object expression

Device information PC + SOV VALUE EOB
Property Name VBS + VL + Value

DMNU (Manufacturer) 0x90 0x01 | Ox30+VL+ Strings 0x00
DMOD (Model) 0x91 0x01 | Ox30+VL+ Strings 0x00
DOEM (OEM) 0x92 0x01 | 0x30+VL+ Strings 0x00
DFWV(Firmware-Version | 0x93 0x01 | Ox30+VL+ Strings 0x00
DFWD(Firmware-Date) 0x94 0x01 | 0x30+VL+ Strings 0x00
DHWV(Software-Version) | 0x95 0x01 | 0x30+VL+ Strings 0x00
DHWD(Software-Date) 0x96 0x01 | 0x30+VL+ Strings 0x00
DSWV(Hardware-Version | 0x97 0x01 | 0x30+VL+ Strings 0x00
DSWD(Hardware-Date) 0x98 0x01 | 0x30+VL+ Strings 0x00
DSN(Serial Number) 0x99 0x01 | 0x30+VL+ Strings 0x00
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3 IrWW Object (bWatch)

Time-related information is common and most important data in the wristwatch. A time
data transferred from a sender can be used as a reference of time-related functions of a
receiver, such as a time-syncronizeation, an alarm, a stopwatch, and a timer. Moreover,
there are many advanced wristwatches in which various kinds of sensors are implemented.
For example, watches with GPS, pulse, temperature and pressure (air or water) sensors are
commercialized. These watches can record time-history of sensing information. In the IrwWw
communication environment, time-related information and time-history information
mentioned above are treated as objects. bBWATCH is used as a category name in which above
objects are categorized.

3.1 bWATCH Structure ldentifier

To digtinguish bWATCH category objects from others, Structure Identifiers are introduced. Structure
| dentifiers belong to fixed-common-property type. Expression rule is shown in the Table 3-1.

Table 3-1 bWATCH Structure Identifier expression rule

Structure Identifier PC + SOV VALUE EOB
VFIX+VL+SID

BEGIN : BWATCH 0x08 0x01 | 0x20 0x01 0x80 | Ox00

END : BWATCH 0x09 0x01 | 0x20 0x01 0x80 | Ox00

3.2 DbWATCH Object Identifier

IrWW object has placed inside the Category ldentifiers. Each object starts with “BEGIN
OBJECT” identifier and ends with “END OBJECT” identifier. Both identifiers belong to
fixed-common-property type. In binary-based object, both Structure ID and Object ID are
combined in the value field. Table 3-2 shows Object identifier expression rule.

Table 3-2 bWATCH Object Identifier expression rule

IrWW Object Identifier PC + SOV VALUE EOB
VFIX+VL+0xFF+SID+OID
BEGIN : T-SYNC 0x08 0x01 | 0x20 0x03 OxFF 0x80 0x01 | 0x00
END : T-SYNC 0x09 0x01 | 0x20 0x03 OxFF 0x80 0x01 | 0x00
BEGIN : ALARM 0x08 0x01 | 0x20 0x03 OxFF 0x80 0x02 | 0x00
END : ALARM 0x09 0x01 | 0x20 0x03 OxFF 0x80 0x02 | 0x00
BEGIN : TIMER 0x08 0x01 | 0x20 0x03 OxFF 0x80 0x03 | 0x00
END : TIMER 0x09 0x01 | 0x20 0x03 OxFF 0x80 0x03 | 0x00
BEGIN : STOPWATCH 0x08 0x01 | 0x20 0x03 OxFF 0x80 0x04 | 0x00
END : STOPWATCH 0x09 0x01 | 0x20 0x03 OxFF 0x80 0x04 | 0x00
BEGIN : T-LOG 0x08 0x01 | 0x20 0x03 OxFF 0x80 0x05 | 0x00
END : T-LOG 0x09 0x01 | 0x20 0x03 OxFF 0x80 0x05 | 0x00
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3.3 Common IrWW PC (OUPC)

Table 3-3 defines data, parameter, and the flag, which generally is used with bWATCH
Object as Common Property. And Common Property Parameters

Table 3-13 I'WW Property Codes

Property PC Property Parameters Value type
TIME 0x20 | TYPE= 0x10 0x30 Time-related value
PTIME 0x21 | 0x01 | HH:MM VTHM(0x81) + 0x02 + 2bytes
0x02 | HH:MM:SS VTHMS(0x82) + 0x03 + 3bytes
0x03 | HH:MM:SS:LLLLLL VTHMSL(0x83) + 0x06 + 6bytes
0x04 | HHHH:MM VTRHM(0x84) + 0x03 + 3bytes
0x05 | MMMM:SS VTRMS(0x85) + 0x03 + 3bytes
0x06 | LLLLLL VTRL(0x86) + 0x03 + 3bytes
UTCOFFSET 0x24 VTUTC(0x8C) + 0x02 + 2bytes
DATE 0x28 | TYPE= 0x10 0x30 Time-related value
PDATE 0x29 | 0x08 | YYYY.MM.DD VDYMD(0x88) + 0x04 + 4bytes
0x09 | YYYY.MM.DD.WW VDYMDW/(0x89) + 0x05 + 5bytes
DATETIME Ox2a | TYPE= 0x10 0x30 Time-related value
0x0D | VDTL(LOCAL) VDTL(0x8D) + 0x07 + 7bytes
0x0E | VDTU(UTC) VDTU(OX8E) + 0x07 + 7bytes
TITLE/SUBTITLE | 0x30 String data
DESCRIPTION 0x31 0x3x + NN + MM bytes
NOTE 0x32
REFERENCE 0x40 Fixed Value 0x20 0x01 VD 0x20
0x01 VD
RTIME RTYPE
YES | Ox01 | ATOMIC 0x01
NO |0x02 | GPS 0x02
RADIO 0x03
TCXO 0x04
QUARTZ 0x05
UNDEFIN | Oxff
ED
CATEGORY 0x48 Fixed Value 0x20 0x01
WAKE 0x01
CALL 0x02
MEETING 0x03
APPOINT 0x04
OTHER Oxff
ACTIVE 0x50 Fixed Value 0x20 0x01
STATE 0x51 ON 0x01
REPEAT 0x52 OFF 0x02
0x53
ACTION 0x58 | TYPE= 0x10 0x30 User defined values
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0x01
0x02
0x03

SOUND
VIBRATION
DISPLAY

0x3x + NN + MM bytes

DATA

0x5C

TYPE= 0x10 0x30

0x01
0x02

NUMERIC
STRING

ITEMNAME= 0x10 0x40

String | OXFF + AL + AV

UNIT= 0x10 0x41

String \ OXFF + AL + AV

0x40 + NN+ MM bytes
0x3x + NN + MM bytes

RECORD

0x5D

Allow definition in the FILED Block

3.3.1 Expression of I'WW unique Time-related value

Figure 3-4 shows time-related value expression rule. All number and other characters in

objects use BCD (same as numerical data).

SOV Value Identifier Code (VC) Symbol Value Length (VL) | Value Data
expression
0x01 | 0x81 HH:MM VTHM 2 bytes See 3.3.1.1
0x01 | 0x82 HH:MM:SS VTHMS 3 bytes See 3.3.1.2
0x01 | 0x83 HH:MM:SS:LLLLLL VTHMSL 6 bytes See 3.3.1.3
0x01 | 0x84 HHHH:MM VTRHM 3 bytes See 3.3.1.4
0x01 | 0x85 MMMM:SS VTRMS 3 bytes See 3.3.1.5
0x01 [ Ox86 LLLLLL VTRL 3 bytes See 3.3.1.6
0x01 | 0x88 YYYYMMDD VDYMD 4 bytes See 3.3.1.7
0x01 | 0x89 YYYYMMDDWW VDYMDW | 5 bytes See 3.3.1.8
0x01 | 0x8C (S)HH:MM VTUTC 2 bytes See 3.3.1.9
0x01 [ 0x8D YYYY:MM:DD:HH:MM:SS | VDTL 7 bytes See 3.3.1.10
0x01 | OX8E YYYY:MM:DD:HH:MM:SS | VDTU 7 bytes See 3.3.1.11

Figure 3-4 Time-related value expressions

Structure of each VD is explained in the following section which section number is shown in
the figure. one BCD code use 4bit. Note: These figure is expressed 4bit (Nibble) coding.

3311 VTHM time-related value VC = 0x81
This value explains data in hour/minute manner. The value covers from 00:00 to 99:59
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HH: Hours of the time.
MM: Minutes of the time

Example:
TI ME; TYPE=VTHM 12; 59
0x20 0x10 0x30 0x01 0Ox01 0x81 0x02 0x12 0x59 0x00

3.3.1.2 VHTMStimerelated value VC = 0x82

This value explains data in hour/minute/second manner. The value covers from 00:00:00 to
99:59:59

Time data [HH:MM:SS]
HiH| M|M|S|S

HH: Hours of the time.
MM: Minutes of the time
SS: Second of the time

Example:
TI ME; TYPE=VTHMS: 18; 45; 32
0x20 0x10 0x30 0x02 0x01 0x82 0x03 0x18 0x45 0x32 0x00

3.3.1.3 VTHMSL Time-related value VC = 0x83

This value explains data in hour/minute/second/under second manner. The value covers
from 00:00:00:000000 to 99:59:59:999999

Time data [HH:MM:SS:LLLLLL]
HIH|MM|S|S|L|L|L|L|L|L

HH: Hours of the time.

MM: Minutes of the time

SS: Second of the time

LLLLLL: Time less than microsecond unit explains a second.

Example:
TI ME; TYPE=VTHMSL: 7: 45: 23: 455677
0x20 0x10 0x30 0x03 0x01 0x83 0x06 0x07 0x45 0x23 0x45 0x56 0x77 0x00

3.3.1.4 VTRHM Timerelated value VC = 0x84
This value explains data in hour/minute manner. The value covers from 0000:00 to 9999:59

Time data [HHHH:MM]
HIH[H[H[M M

HHHH: Hours of the time.
MM: Minute of the time
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Example:
TI ME; TYPE=VTRHM 56: 19
0x20 0x10 0x30 0x04 0x01 0x84 0x03 0x00 0x56 0x19 0x00

3.3.1.5 VTRMSTime-rdated vaueVC = 0x85

This value explains data in minute/second manner. The value covers from 0000:00 to
9999:59

Time data [MMMM:SS]
MM | M|M|S S

MMMM : Minute of the time
SS : Second of the time

Example:
TI ME; TYPE=VTRMS: 57: 50
0x20 0x10 0x30 0x05 0x01 0x85 0x03 0x00 0x57 0x50 0x00

3.3.1.6 VTRL Time-related value VC = 0x86

This value explains under-second data by micro-seconds order. The value covers from
000000 to 999999

Time data [LLLLLL]
L L L L L L

LLLLLL: Time of less than a second is measured by microsecond

Example:
PTI ME; TYPE=VTRL: 776655
0x21 0x10 0x30 0x06 0x01 0x86 0x03 Ox77 0x66 0x55 0x00

3.3.1.7 VDYMD Time-related value VC = 0x88

This value explains data in year/month/day manner. The value covers from 0000:01:01 to
9999:12:31

Date data [YYYY:MM:DD]
Y|Y|Y|Y M|M|D|D

YYYY: Year of the date (Age of the Christian era).
MM: month of the date
DD: day of the date

Example:
TI ME; TYPE=VDYMD: 1999; 06; 04
0x20 0x10 0x30 0x08 0x01 0x88 0x04 0x19 0x99 0x06 0x04 0x00
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3.3.1.8 VDYMDW Time-related value VC = 0x89

This value explains data in year/month/day/week manner. Information about Day Light
Saving (DST) time is involved in week data.

Date data with week
[YYYY.MM.DD.WW]
Y/Y|Y|Y MM D|D|W|W

YYYY: Year of the date (Age of the Christian era).
MM: month of the date
DD: day of the date

Lowest 3bits in the lower nibble 0-6 Sunday to Saturday
XXX day of the week (Sunday = 0...Saturday = 6)
DST: Daylight saving time ‘1’ / Out of Day light saving time ‘0’.
Example :
Tl ME; TYPE=VDYNMDW 1999; 06; 04; Fri day; DST=ON
0x20 0x10 0x30 0x09 0x01 0x89 0x19 0x99 0x06 0x04 0x85 0x00

3.3.1.9 VTUTC Time-related valueVC = 0x8c

This value explains Local time offset from UTC in hour/minute manner. Sign (+ or -)
information is involved in the higher nibble of hour data.

Offset from UTC
(S)HH:MM
H H M M

's[o]o [X]
HH: Hours of offset

S: Sign of offset 0 ='+'/1="-".
MM: Minute of offset.

Ir'Ww SIG 28



Generic Binary Object Specification, Ver 1.0

Example:
TI ME; TYPE=VTUTC: +9; 00
0x20 0x10 0x30 0xOC 0x01 0x8C 0x02 0x09 0x00 0x00

3.3.1.10 VDTL Time-rdated value VC = 0x8D

This value explains local date and time in year/month/day/hour/minute/second manner. The
value covers from 0000:01:01:00:00:00 to 9999:12:31:23:59:59.

DATETIME (LOCAL)[YYYY:MM:DDHH:MM:SS]
Y|Y[Y|Y MM|DDHHM|M|S|S

YYYY: Year of the date (Age of the Christian era).
MM: month of the date

DD: day of the date

HH: Hours of the time.

MM: Minutes of the time

SS: Second of the time

Example:
TI ME; TYPE=VDTL: 1999; 06; 07; 07; 45; 55
0x20 0x10 0x30 0x0D 0x01 0x8D 0x07 0x19 0x99 0x06 0x07 0x07 0x45 0x55 0x00

3.3.1.11 VDTU Time-related value VC = Ox8E

This value explains UTC date and time in year/month/day/hour/minute/second manner. The
value covers from 0000:01:01:00:00:00 to 9999:12:31:23:59:59.

Expression of this value is the same as that of Local DATETIME. Only the VC can
distinguish data types.

DATETIME (UTC)[YYYY:MM:DDHH:MM:SS]
YIY]Y]Y [M[M|D[D|[H[H[M[M [S]S

YYYY: Year of the date (Age of the Christian era).
MM: month of the date

DD: day of the date

HH: Hours of the time.

MM: Minutes of the time

SS: Second of the time

TI ME; TYPE=VTDU: 1999; 06; 07; 07; 45; 55
0x20 0x10 0x30 OxXOE 0x01 Ox8E 0x07 0x19 0x99 0x06 0x07 0x07 0x45 0x55 0x00
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INFRARED DATA ASSOCIATION (IrDA) - NOTICE TO THE TRADE -

SUMMARY:
Following is the notice of conditions and understandings upon which this document is made
available to members and non-members of the Infrared Data Association.

» Availability of Publications, Updates and Notices

» Full Copyright Claims Must be Honored

e Controlled Distribution Privileges for IrDA Members Only
o Trademarks of IrDA - Prohibitions and Authorized Use

* No Representation of Third Party Rights

» Limitation of Liability

» Disclaimer of Warranty

e Product Testing for IrDA Specification Conformance

IrDA PUBLICATIONS and UPDATES:

IrDA publications, including notifications, updates, and revisions, are accessed electronically
by IrDA members in good standing during the course of each year as a benefit of annual IrDA
membership. Electronic copies are available to the public on the IrDA web site located at
irda.org. Requests for publications, membership applications or more information should be
addressed to: Infrared Data Association, P.O. Box 3883, Walnut Creek, California, U.S.A.
94598; or e-mail address: info@irda.org; or by calling (925) 943-6546 or faxing requests to
(925) 943-5600.

COPYRIGHT:

1. Prohibitions: IrDA claims copyright in all IrDA publications. Any unauthorized reproduction,
distribution, display or modification, in whole or in part, is strictly prohibited.

2. Authorized Use: Any authorized use of IrDA publications (in whole or in part) is under
NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license are
granted and any attempt to do so is void.

TRADEMARKS:

1. Prohibitions: IrDA claims exclusive rights in its trade names, trademarks, service marks,
collective membership marks and feature trademark marks (hereinafter collectively "trademarks"),
including but not limited to the following trademarks: INFRARED DATA ASSOCIATION (wordmark
alone and with IR logo), IrDA (acronym mark alone and with IR logo), IR logo and MEMBER IrDA
(wordmark alone and with IR logo). Any unauthorized use of IrDA trademarks is strictly prohibited.

2. Authorized Use: Any authorized use of an IrDA collective membership mark or feature
trademark is by NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer
the license are granted and any attempt to do so is void.

NO REPRESENTATION of THIRD PARTY RIGHTS:
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IrDA makes no representation or warranty whatsoever with regard to IrDA member or third
party ownership, licensing or infringement/non-infringement of intellectual property rights.
Each recipient of IrDA publications, whether or not an IrDA member, should seek the
independent advice of legal counsel with regard to any possible violation of third party rights
arising out of the use, attempted use, reproduction, distribution or public display of IrDA
publications.

IrDA assumes no obligation or responsibility whatsoever to advise its members or
non-members who receive or are about to receive IrDA publications of the chance of
infringement or violation of any right of an IrDA member or third party arising out of the use,
attempted use, reproduction, distribution or display of IrDA publications.

LIMITATION of LIABILITY:

BY ANY ACTUAL OR ATTEMPTED USE, REPRODUCTION, DISTRIBUTION OR PUBLIC
DISPLAY OF ANY IrDA PUBLICATION, ANY PARTICIPANT IN SUCH REAL OR
ATTEMPTED ACTS, WHETHER OR NOT A MEMBER OF IrDA, AGREES TO ASSUME ANY
AND ALL RISK ASSOCIATED WITH SUCH ACTS, INCLUDING BUT NOT LIMITED TO LOST
PROFITS, LOST SAVINGS, OR OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL OR
PUNITIVE DAMAGES. IrDA SHALL HAVE NO LIABILITY WHATSOEVER FOR SUCH ACTS
NOR FOR THE CONTENT, ACCURACY OR LEVEL OF ISSUE OF AN IrDA PUBLICATION.

DISCLAIMER of WARRANTY:

All IrDA publications are provided "AS IS" and without warranty of any kind. IrDA (and each of
its members, wholly and collectively, hereinafter "IrDA") EXPRESSLY DISCLAIM ALL
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE
AND WARRANTY OF NON-INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.
I'DA DOES NOT WARRANT THAT ITS PUBLICATIONS WILL MEET YOUR
REQUIREMENTS OR THAT ANY USE OF A PUBLICATION WILL BE UN-INTERRUPTED
OR ERROR FREE, OR THAT DEFECTS WILL BE CORRECTED. FURTHERMORE, IrDA
DOES NOT WARRANT OR MAKE ANY REPRESENTATIONS REGARDING USE OR THE
RESULTS OR THE USE OF IrDA PUBLICATIONS IN TERMS OF THEIR CORRECTNESS,
ACCURACY, RELIABILITY, OR OTHERWISE. NO ORAL OR WRITTEN PUBLICATION OR
ADVICE OF A REPRESENTATIVE (OR MEMBER) OF IrDA SHALL CREATE A WARRANTY
OR IN ANY WAY INCREASE THE SCOPE OF THIS WARRANTY.

LIMITED MEDIA WARRANTY:

IrDA warrants ONLY the media upon which any publication is recorded to be free from defects
in materials and workmanship under normal use for a period of ninety (90) days from the date
of distribution as evidenced by the distribution records of IrDA. IrDA's entire liability and
recipient's exclusive remedy will be replacement of the media not meeting this limited warranty
and which is returned to IrDA. IrDA shall have no responsibility to replace media damaged by
accident, abuse or misapplication. ANY IMPLIED WARRANTIES ON THE MEDIA,
INCLUDING THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE, ARE LIMITED IN DURATION TO NINETY (90) DAYS FROM THE
DATE OF DELIVERY. THIS WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU
MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM PLACE TO PLACE.

COMPLIANCE and GENERAL:
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Membership in IrDA or use of IrDA publications does NOT constitute IrDA compliance. It is the
sole responsibility of each manufacturer, whether or not an IrDA member, to obtain product
compliance in accordance with IrDA Specifications.

All rights, prohibitions of right, agreements and terms and conditions regarding use of IrDA
publications and IrDA rules for compliance of products are governed by the laws and
regulations of the United States. However, each manufacturer is solely responsible for
compliance with the import/export laws of the countries in which they conduct business. The
information contained in this document is provided as is and is subject to change without
notice.
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1 Introduction

Ultra IrWW protocol provides simple connection-less object communications. If there is
a wristwatch that has IrDA physical layer, Ultra and Ultra IrWW is minimum set of
communication procedure that makes data exchange available. Also, Ultra IrWW is
designed to preferentially exchange time-related information. Therefore, the protocol
makes the communication between a quartz clock with analog indicator and that with

digital one.

1.1 Scope

It prescribes time-related data exchange between wristwatches that implemented IrDA

physical layer.

1.2 Relationship of IrWW Profile

/Generic Access Profile \

Time Synchronization Tiny Object
Profile Exchange Profile
I Annex li
| for legacy PC/PDA i T-log PIM

K& ------------------- A //

Reference Document

GBO Ultra Ir'ww

Compliance Tests Document

) L ANNEX: Time i _
Time Synchronization | |synchronization profile| | Tiny Object Exchange
Profile Compliance For legacy PC/PDA Profile Compliance
Tests Compliance Tests Tests

_

Figure 1 Relation of this specification
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1.3 Symbolsand Conventions

The application profile must use the following scheme to define the support for

individual features. The following symbols are used:

M Mandatory support. Refers to capabilities that shall be used in the profile.

o] Optional support. Refers to capabilities that can be used in the profile.

C Conditional support. Refers to capabilities that shall be used in when certain
other capabilities are also used.

X Excluded. Refers to capabilities that may be supported by the device but shall
never be used in this profile.

N/A Not applicable in the given context. It is impossible to use this capability.

Some excluded capabilities are capabilities that, according to the relevant IrDA

specification, are mandatory. These are features that may degrade operation of devices

following this profile. Therefore, these features shall never be activated while a device is

operating as a device within this profile.

1.4 References

[IrLAP]

[IrLMP]

[IrPHY]

[Ultra]

I'WW SIG

Serial Infrared Link Access Protocol, IrLAP, Version 1.1, Infrared
Data Association
Link Management Protocol, IrLMP, Version 1.1, Infrared Data
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2 Detailsof Ultralrww

2.1 Protocol Stack

Ultra Ir'WW is placed on the upper layer IrDA Ultra Protocol. Ultra Ir'WW are necessary for
exchanging a time-based data between wristwatches. Figure 1 depicts Ir'WW positioning on the
currently available IrDA standards. In the figure, newly developed applications are indicated with
santed lines. Technical details of Ultra lr'WW are shown in the later part of this document.

Application > Application

Client Server

Ultra > Ultra

IrWwW IrWwW

™A A

Ultra Ultra

(IrLMP) » (IrLMP)
(IFLAP) » (Ir'LAP)
IrDA Hardwife »| IrDA Hardwife
Push Client Side Push Server Side

Figure2 Usege of IrDA stack

IrDA Hardware is governed by the [IrPHY]

IrLAP is the link level protocol specified in [IrLAP].
IrLMP is a multiplexing layer specified in [IrLMP]
Ultra is connectionless protocol specified in [Ultra]

Ultra IrWW is placed on the upper layer Ultra protocol. Specified in [Ultra]

2.1.1 Requirement of IrLMP
A device must support connectionless LSAP (both DLSAP and SLSAP are 0x70), and the

data packet must be delivered to the upper layer transparently.

I'WW SIG
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2.1.2 Requirement of IrTLAP
The data packet must be delivered to IrLMP or upper layer.

2.1.3 Requirement of Physical Layer

Devices are allowed to support the short-range option as described in [IrPHY]

2.2 Frame Structureof UltralrWwW

Ultra IrWW is based on Ultra Protocol specified in [Ultra].

IrDA IrWW Devices must follow the recommendation in the Ultra specification that

limits the maximum service data field size to 62 octets in length. Connectionless service

is thus limited to use frames with maximum payload size of 60 octets.

2.2.1 Frame Format

Figure 3 shows schematic of the Ultra protocol frame.

Framing

Framing

|XBOF | .. | BOF IrLAP Frame Payload Data

FCS | EoF |

A C

) oxre | mur

2)

3

Figure 3 The framing and headers

DLSAP SLSAP

ox70 [ ox70

PID is protocol ID of the high rank layer using ultra protocol. O0x01 is reserved for
Ultra-OBEX currently. And 0x02 is reserved for Ultra-1rWWw.
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PID Octet
PID No Function
0x00 Reserved
0x01 For Ultra OBEX
0x02 For Ultra Irww
0x03 — Ox7f TBD
MSB(bit 7) For extention

Note: All PID values are reserved and assigned by IrDA.

Table 1 The PID Octet Encoding

2.2.2 Frame Structure

When the protocol identifier has a value of 02h, IrWW objects may be placed in the

service data field. The Ultra IrWW frame structure is shown in figure 4.

BOF

ADR

CMD

IrLMP

PID |SAR

Ultra Payloads

FCS

EOF

0xCO

OxFF

uUIH

0x70 [0x70

0x02 |0x00

Ir'WW payloads

FCS

0xC1

Figure4 UltralrWW framestructure

In the Ultra Ir'WW, object data size is less than 60bytes so that communication procedure

should be completed with one Ul frame. Therefore, SAR is always set to 00h, and Ultra Ir'WW

Frame consists of only one frame.

2.2.3 Ir'WW Payload Data Structure
Figure 5 shows Ir'WW payload data structure.

IrWW Payloads

oD |

Ir'WW Object Value

Figure 5 Ultra Ir'WW Object Payloads

OID:

IrWW Object ID (One byte)

OID specifies Ir'WW objects that are transferred with Ultra protocol. Unique number is given

to each object.

Object OID
Time-Adjust 0x00
Alarm 0x10
Timer 0x20
Stopwatch 0x30

Table2 IrWW Object

I'WW SIG
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2.3 Communication Procedure
Figure 6 shows an example of time sequence of Ultra IrWW communication. The advantage of the Ultra
I'WW isthat an IrWW object generated in the DEVICE 1 Ul level can be sent to the DEVICE 2 Ul level

amost directly. This characteristic is effective for transmitting time-based information with little

time-delay.
[ DEVICE1 ——DEVICE2
Ultra Ir'ivW Ultra Ir'vW
ul client Ultra Ultra server ul
PUSH e — Ir'WW Payload U
[T-ADJUST] (I'WW Objecty [*~~"""""""""""""] IrWW Payload
(A=0xFF (I'WW Object) >

c="ur [T-ADJUST]
DLSAP = 0x70
SLSAP =0x70
PID = 0x02)

Figure 6 Example of UltralrWW time sequence
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INFRARED DATA ASSOCIATION (IrDA) - NOTICE TO THE TRADE -

SUMMARY:
Following is the notice of conditions and understandings upon which this document is made
available to members and non-members of the Infrared Data Association.

» Availability of Publications, Updates and Notices

e Full Copyright Claims Must be Honored

» Controlled Distribution Privileges for IrDA Members Only
» Trademarks of IrDA - Prohibitions and Authorized Use

* No Representation of Third Party Rights

» Limitation of Liability

e Disclaimer of Warranty

» Product Testing for IrDA Specification Conformance

IrDA PUBLICATIONS and UPDATES:

IrDA publications, including notifications, updates, and revisions, are accessed electronically by
IrDA members in good standing during the course of each year as a benefit of annual IrDA
membership. Electronic copies are available to the public on the IrDA web site located at irda.org.
Requests for publications, membership applications or more information should be addressed to:
Infrared Data Association, P.O. Box 3883, Walnut Creek, California, U.S.A. 94598; or e-mail
address: info@irda.org; or by calling (925) 943-6546 or faxing requests to (925) 943-5600.

COPYRIGHT:

1. Prohibitions: IrDA claims copyright in all IrDA publications. Any unauthorized reproduction,
distribution, display or modification, in whole or in part, is strictly prohibited.

2. Authorized Use: Any authorized use of IrDA publications (in whole or in part) is under
NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license
are granted and any attempt to do so is void.

TRADEMARKS:

1. Prohibitions: IrDA claims exclusive rights in its trade names, trademarks, service marks,
collective membership marks and feature trademark marks (hereinafter collectively "trademarks"),
including but not limited to the following trademarks: INFRARED DATA ASSOCIATION
(wordmark alone and with IR logo), IrDA (acronym mark alone and with IR logo), IR logo and
MEMBER IrDA (wordmark alone and with IR logo). Any unauthorized use of IrDA trademarks is
strictly prohibited.

2. Authorized Use: Any authorized use of an IrDA collective membership mark or feature
trademark is by NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or
transfer the license are granted and any attempt to do so is void.

NO REPRESENTATION of THIRD PARTY RIGHTS:

IrDA makes no representation or warranty whatsoever with regard to IrDA member or third party
ownership, licensing or infringement/non-infringement of intellectual property rights. Each
recipient of IrDA publications, whether or not an IrDA member, should seek the independent
advice of legal counsel with regard to any possible violation of third party rights arising out of the
use, attempted use, reproduction, distribution or public display of IrDA publications.
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IrDA assumes no obligation or responsibility whatsoever to advise its members or non-members
who receive or are about to receive IrDA publications of the chance of infringement or violation of
any right of an IrDA member or third party arising out of the use, attempted use, reproduction,
distribution or display of IrDA publications.

LIMITATION of LIABILITY:

BY ANY ACTUAL OR ATTEMPTED USE, REPRODUCTION, DISTRIBUTION OR PUBLIC
DISPLAY OF ANY IrDA PUBLICATION, ANY PARTICIPANT IN SUCH REAL OR ATTEMPTED
ACTS, WHETHER OR NOT A MEMBER OF IrDA, AGREES TO ASSUME ANY AND ALL RISK
ASSOCIATED WITH SUCH ACTS, INCLUDING BUT NOT LIMITED TO LOST PROFITS, LOST
SAVINGS, OR OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL OR PUNITIVE DAMAGES.
IrDA SHALL HAVE NO LIABILITY WHATSOEVER FOR SUCH ACTS NOR FOR THE CONTENT,
ACCURACY OR LEVEL OF ISSUE OF AN IrDA PUBLICATION.

DISCLAIMER of WARRANTY:

All IrDA publications are provided "AS IS" and without warranty of any kind. IrDA (and each of its
members, wholly and collectively, hereinafter "IrDA") EXPRESSLY DISCLAIM ALL
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND
WARRANTY OF NON-INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.

IrDA DOES NOT WARRANT THAT ITS PUBLICATIONS WILL MEET YOUR REQUIREMENTS
OR THAT ANY USE OF A PUBLICATION WILL BE UN-INTERRUPTED OR ERROR FREE, OR
THAT DEFECTS WILL BE CORRECTED. FURTHERMORE, IrDA DOES NOT WARRANT OR
MAKE ANY REPRESENTATIONS REGARDING USE OR THE RESULTS OR THE USE OF IrDA
PUBLICATIONS IN TERMS OF THEIR CORRECTNESS, ACCURACY, RELIABILITY, OR
OTHERWISE. NO ORAL OR WRITTEN PUBLICATION OR ADVICE OF A REPRESENTATIVE
(OR MEMBER) OF IrDA SHALL CREATE A WARRANTY OR IN ANY WAY INCREASE THE
SCOPE OF THIS WARRANTY.

LIMITED MEDIA WARRANTY:

IrDA warrants ONLY the media upon which any publication is recorded to be free from defects in
materials and workmanship under normal use for a period of ninety (90) days from the date of
distribution as evidenced by the distribution records of IrDA. IrDA's entire liability and recipient's
exclusive remedy will be replacement of the media not meeting this limited warranty and which is
returned to IrDA. IrDA shall have no responsibility to replace media damaged by accident, abuse
or misapplication. ANY IMPLIED WARRANTIES ON THE MEDIA, INCLUDING THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, ARE
LIMITED IN DURATION TO NINETY (90) DAYS FROM THE DATE OF DELIVERY. THIS
WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY ALSO HAVE OTHER
RIGHTS WHICH VARY FROM PLACE TO PLACE.

COMPLIANCE and GENERAL:

Membership in IrDA or use of IrDA publications does NOT constitute IrDA compliance. It is the
sole responsibility of each manufacturer, whether or not an IrDA member, to obtain product
compliance in accordance with IrDA Specifications.

All rights, prohibitions of right, agreements and terms and conditions regarding use of I[rDA
publications and IrDA rules for compliance of products are governed by the laws and regulations
of the United States. However, each manufacturer is solely responsible for compliance with the
import/export laws of the countries in which they conduct business. The information contained in
this document is provided as is and is subject to change without notice.
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1 Introduction

1.1 Purpose

This document specifies the test cases used to verify an IrWW device which implements Time
Synchronization Profile. The goal of this document is to ensure interoperability between such Ir'Ww
devices and products.

The purpose of this document is to define the minimum behaviors that should be required of adevice, in
order to be declared Ir'WW compliant.

1.2 Scope

The tests described in this document do not aim to verify the lower layers of the IrDA stack. The tests
target the new application layers like Time-Sync object. This specification does not require that the device
has aready passed the IrPHY, IrLAP and IrLMP compliance tests.

The applications supported by an Ir'WW device include at ease mandatory object or more of the
following:

Time-Sync object (mandatory)

Alarm object (option)

Timer object (option)

Stopwatch object (option)

1.3 References

[IrTLAP] Seria Infrared Link Access Protocol, IfLAP, Version 1.1, Infrared Data
Association

[IrLMP] Link Management Protocol, IrLMP, Version 1.1, Infrared Data Association

[IrPHY] Serid Infrared Physical Layer Link Specification, IrPHY, Version 1.3, Infrared
Data Association

[Ultra] Guidelines for Ultra Protocols, Version 1.0, Infrared Data Association.

[Ir'ww] I'WW Generic Access Profile, Version 0.8, Infrared Data Association.

[GBO] Generic Binary Object, Version 0.8, Infrared Data Association

[Ultralrww] Ultra Protocols for I'WW, Version 0.8, Infrared Data Association

Ir'Ww SIG 1
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2 Environment

2.1 Hardware

The following list includes examples of the type of hardware that is required:

* Device Under Test (DUT)

» PC or another device to generate test frames, with built-in IR port or an IR dongle.
* IR Probefor tracing low level IR frames (thisis optional).

2.2 Software

The following list includes examples of the type of software that is required:

* Source of OBEX Connectionless Data (IrDA Ultra). Note, Win9X does not support Ultraframes. Ultra
frames can be generated manually, and transmitted using a simple serial communication package. Care
must be taken to adhere to the Ultra timing constraints. For example, consecutive frames should be sent
with a gap of between 500ms and 2s. PicoRay from Phoenix supports connectionless data.

« Software package which can generate and check Time-Sync object etc, using GBO for Ultra IrWW.

3 Oveview Compliance Tests

The test scenarios assume that the device under test (DUT) is a Wristwatch device, and that the Tester is
software running on a PC.

3.1 What Tests Apply to my Product ?

The Ir'WW specification defines various applications. Most of these applications are optional. The tests
that your product must pass, depends on the applications that your product offers.

3.1.1 Client/Server

The tests have been named according to whether the DUT is acting as a client or a server.
Ir'WW_C_X X _X X Client (initiates the data transfer)

Ir'WW_S X X X X Server (responds to requests for data transfer)

3.1.2 UltralrWW Transfer Tests

The connectionless-based transfer tests verify the basic Ir'WW support that is called Ultra Irww. All
Ir'WW devices must pass these tests. The tests are named as
Ir'WW_x_U_x_x_X.

3.1.3 Objects

The tests have been named according to the object they are accessing.
Ir'WW_x_x TIME_x_x Time-Sync

Ir'WW_x_ x ALARM_x_x Alarm

Ir'WW_Xx x_ TIMER_X _XTimer

Ir'WW_x_x_STOPW_x_x Stopwatch

Ir'ww SIG 2
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ITWW_x_ X BXX_X_Xx Independent of the object

If a device supports one of the object types, then it must pass the compliance tests for that object type. A
device will fail the compliancetestsif it failsthe tests for one object type, even if it passes all the others.
For example, a device which supports both Time-Sync and Alarm, must pass all of the Time-Sync and
Alarm tests before the device can pass.

3.1.4 Miscellaneous Tests

The Miscellaneous tests verify that the general behavior of the DUT. The tests are named as
Ir'WW_x_ M_x_x.

3.2 General Test Steps

The mgjority of the tests involve transferring OBEX objects between the DUT under test and the PC. The
following steps should be performed.

1. Switch on the DUT under test, and activate the IR port if appropriate.

2. Switch on the PC, and enable the IR if appropriate.

3. Point the IrDA ports at each other. Ensure that they are within the operating distances defined for the
devices. i.e. some devices only have a 20cm operating range.

4. Carry out the transmission.

5. Verify that the data was transferred without any problems.

4 UltralrWW Transfer Tests

Time Synchronization Profile V0.95 requires that Ultra IrWW is the mandatory support. In the Ultra
I'WW, object data sizeis less than 60bytes so that communication procedure should be completed with
one Ul frame. Therefore, SAR is aways set to 00h, and Ultra Ir'WW Frame consists of only one frame.

4.1 Client

Ir'WW_C_U _BXX_GBO_1 (Mandatory)

1. Generd Test Steps 1-3

2. Make the DUT transmit an object (Time-Sync etc) using UltralrWW. The I'WW object size should be
less than 60 bytes including OID byte.

3. Verify that the Tester received the object correctly

4.2 Server

Ir'WW_S U BXX_GBO_1 (Mandatory)

1. Generd Test Steps 1-3

2. Make the Tester transmit an object (Time-Sync etc) using Ultra lrWW. The I'WW object size should be
less than 60 bytes including OID byte.

3. Verify that the DUT received the object correctly. In general, DUT will set the data, such astime, alarm,
timer and stopwatch, using the received object automatically. As an option, the user may be prompted
whether to accept or reject the object.

Ir'ww SIG 3
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5 Error Responses Tests

Ultra IrWW is based on connectionless protocol, therefore the error codes are not decided. However the
following error conditions might be considered.

Inappropriate headers or 1Ds

Longer object size

Lack of mandatory properties

Inappropriate order of mandatory properties

When these errors might happen, the server must ignore received object without setting the data. It is
recommended that the server gives a user the notice of failure of transmission.

5.1 Client
No Tests.

5.2 Server

Ir'WW_S U BXX_RSP_1 (Option)

1. General Test Steps 1-3

2. Make the Tester transmit an object (Time-Sync etc) with inappropriate headers or IDs using Ultra IrWW.
The Ir'WW object size should be less than 60 bytes including OID byte.

3. The DUT must ignore the received object without setting the data and gives the notice of failure.

IrTWW_S U_BXX_RSP_2 (Option)

1. General Test Steps 1-3

2. Make the Tester transmit alonger object than 60 bytes (Time-Sync etc) using Ultra IrWW.

3. The DUT must ignore the received object without setting the data and gives the notice of failure.

IrTWW_S U_BXX_RSP_3 (Option)

1. General Test Steps 1-3

2. Make the Tester transmit an object (Time-Sync etc) without some mandatory properties using Ultra
I'WW. The IrWW object size should be less than 60 bytes including OID byte.

3. The DUT must ignore the received object without setting the data and gives the notice of failure.

Ir'WW_S U BXX_RSP_4 (Option)
1. General Test Steps 1-3
2. Make the Tester transmit an object (Time-Sync etc) with inappropriate order of mandatory properties

using Ultra Ir'WW. The IrWW object size should be less than 60 bytesincluding OID byte.
3. The DUT must ignore the received object without setting the data and gives the notice of failure.

6 Miscellaneous Tests
6.1 Contents

6.1.1 Client
IrWW_C_M_TIME_CONTENTS_ 1 (Mandatory)

Ir'ww SIG 4
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1. General Test Steps 1-3

2. Make the DUT transmit the Time-Sync object using Ultra I'WW.
3. Verify that the Tester received the object correctly.

4. Check that Object Identifier (OID) is 0x00.

5. Check that all mandatory properties are set in order.

IrWwW_C_M_ALARM_CONTENTS 1 (Mandatory if the DUT supports Alarm)
1. General Test Steps 1-3

2. Makethe DUT transmit the Alarm object using Ultra IrWW.

3. Verify that the Tester received the object correctly.

4. Check that Object Identifier (OID) is 0x10.

5. Check that all mandatory properties are set in order.

Ir'WW_C_M_TIMER_CONTENTS 1 (Mandatory if the DUT supports Timer)
1. General Test Steps 1-3

2. Makethe DUT transmit the Timer object using Ultra lrWW.

3. Verify that the Tester received the object correctly.

4. Check that Object Identifier (OID) is 0x20.

5. Check that all mandatory properties are set in order.

IrWW2_S M_STOPW_CONTENTS 1 (Mandatory if the DUT supports Stopwatch)
1. General Test Steps 1-3

2. Make the DUT transmit the Stopwatch object using Ultra IrWW.

3. Verify that the Tester received the object correctly.

4. Check that Object Identifier (OID) is 0x30.

5. Check that all mandatory properties are set in order.

6.1.2 Server
No Tests.

7 Test Result Template

I'WW SIG

Test Name Pass/Fail Comments

I'WW_C U BXX_GBO 1

I'WW_S U BXX_GBO 1

I'WW_S U BXX_RSP_1

I'WW_S U BXX RSP 2

I'WW_S U BXX_RSP 3

I'WW_S U BXX_RSP 4

I'WW_C M_TIME CONTENTS 1

I'WW _C M_ALARM_CONTENTS 1

I'WW_C M_TIMER _CONTENTS 1

I'WW_C M_STOPW CONTENTS 1

Ir'ww SIG
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INFRARED DATA ASSOCIATION (IrDA) - NOTICE TO THE TRADE -

SUMMARY:
Following is the notice of conditions and understandings upon which this document is made
available to members and non-members of the Infrared Data Association.

» Availability of Publications, Updates and Notices

e Full Copyright Claims Must be Honored

» Controlled Distribution Privileges for IrDA Members Only
» Trademarks of IrDA - Prohibitions and Authorized Use

* No Representation of Third Party Rights

» Limitation of Liability

e Disclaimer of Warranty

» Product Testing for IrDA Specification Conformance

IrDA PUBLICATIONS and UPDATES:

IrDA publications, including notifications, updates, and revisions, are accessed electronically by
IrDA members in good standing during the course of each year as a benefit of annual IrDA
membership. Electronic copies are available to the public on the IrDA web site located at irda.org.
Requests for publications, membership applications or more information should be addressed to:
Infrared Data Association, P.O. Box 3883, Walnut Creek, California, U.S.A. 94598; or e-mail
address: info@irda.org; or by calling (925) 943-6546 or faxing requests to (925) 943-5600.

COPYRIGHT:

1. Prohibitions: IrDA claims copyright in all IrDA publications. Any unauthorized reproduction,
distribution, display or modification, in whole or in part, is strictly prohibited.

2. Authorized Use: Any authorized use of IrDA publications (in whole or in part) is under
NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license
are granted and any attempt to do so is void.

TRADEMARKS:

1. Prohibitions: IrDA claims exclusive rights in its trade names, trademarks, service marks,
collective membership marks and feature trademark marks (hereinafter collectively "trademarks"),
including but not limited to the following trademarks: INFRARED DATA ASSOCIATION
(wordmark alone and with IR logo), IrDA (acronym mark alone and with IR logo), IR logo and
MEMBER IrDA (wordmark alone and with IR logo). Any unauthorized use of IrDA trademarks is
strictly prohibited.

2. Authorized Use: Any authorized use of an IrDA collective membership mark or feature
trademark is by NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or
transfer the license are granted and any attempt to do so is void.

NO REPRESENTATION of THIRD PARTY RIGHTS:

IrDA makes no representation or warranty whatsoever with regard to IrDA member or third party
ownership, licensing or infringement/non-infringement of intellectual property rights. Each
recipient of IrDA publications, whether or not an IrDA member, should seek the independent
advice of legal counsel with regard to any possible violation of third party rights arising out of the
use, attempted use, reproduction, distribution or public display of IrDA publications.



Time Synchronization Profile Compliance TestsVersion 1.0

IrDA assumes no obligation or responsibility whatsoever to advise its members or non-members
who receive or are about to receive IrDA publications of the chance of infringement or violation of
any right of an IrDA member or third party arising out of the use, attempted use, reproduction,
distribution or display of IrDA publications.

LIMITATION of LIABILITY:

BY ANY ACTUAL OR ATTEMPTED USE, REPRODUCTION, DISTRIBUTION OR PUBLIC
DISPLAY OF ANY IrDA PUBLICATION, ANY PARTICIPANT IN SUCH REAL OR ATTEMPTED
ACTS, WHETHER OR NOT A MEMBER OF IrDA, AGREES TO ASSUME ANY AND ALL RISK
ASSOCIATED WITH SUCH ACTS, INCLUDING BUT NOT LIMITED TO LOST PROFITS, LOST
SAVINGS, OR OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL OR PUNITIVE DAMAGES.
IrDA SHALL HAVE NO LIABILITY WHATSOEVER FOR SUCH ACTS NOR FOR THE CONTENT,
ACCURACY OR LEVEL OF ISSUE OF AN IrDA PUBLICATION.

DISCLAIMER of WARRANTY:

All IrDA publications are provided "AS IS" and without warranty of any kind. IrDA (and each of its
members, wholly and collectively, hereinafter "IrDA") EXPRESSLY DISCLAIM ALL
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND
WARRANTY OF NON-INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.

IrDA DOES NOT WARRANT THAT ITS PUBLICATIONS WILL MEET YOUR REQUIREMENTS
OR THAT ANY USE OF A PUBLICATION WILL BE UN-INTERRUPTED OR ERROR FREE, OR
THAT DEFECTS WILL BE CORRECTED. FURTHERMORE, IrDA DOES NOT WARRANT OR
MAKE ANY REPRESENTATIONS REGARDING USE OR THE RESULTS OR THE USE OF IrDA
PUBLICATIONS IN TERMS OF THEIR CORRECTNESS, ACCURACY, RELIABILITY, OR
OTHERWISE. NO ORAL OR WRITTEN PUBLICATION OR ADVICE OF A REPRESENTATIVE
(OR MEMBER) OF IrDA SHALL CREATE A WARRANTY OR IN ANY WAY INCREASE THE
SCOPE OF THIS WARRANTY.

LIMITED MEDIA WARRANTY:

IrDA warrants ONLY the media upon which any publication is recorded to be free from defects in
materials and workmanship under normal use for a period of ninety (90) days from the date of
distribution as evidenced by the distribution records of IrDA. IrDA's entire liability and recipient's
exclusive remedy will be replacement of the media not meeting this limited warranty and which is
returned to IrDA. IrDA shall have no responsibility to replace media damaged by accident, abuse
or misapplication. ANY IMPLIED WARRANTIES ON THE MEDIA, INCLUDING THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, ARE
LIMITED IN DURATION TO NINETY (90) DAYS FROM THE DATE OF DELIVERY. THIS
WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY ALSO HAVE OTHER
RIGHTS WHICH VARY FROM PLACE TO PLACE.

COMPLIANCE and GENERAL:

Membership in IrDA or use of IrDA publications does NOT constitute IrDA compliance. It is the
sole responsibility of each manufacturer, whether or not an IrDA member, to obtain product
compliance in accordance with IrDA Specifications.

All rights, prohibitions of right, agreements and terms and conditions regarding use of I[rDA
publications and IrDA rules for compliance of products are governed by the laws and regulations
of the United States. However, each manufacturer is solely responsible for compliance with the
import/export laws of the countries in which they conduct business. The information contained in
this document is provided as is and is subject to change without notice.
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1 Introduction

1.1 Purpose

This document specifies the test cases used to verify whether an Ir'WW device complies Time
Synchronization profile for legacy PC/PDA or not. The goal of this document isto ensure interoperability
between I'WW devices and products.

The purpose of this document is to define the minimum behaviors that should be required of adevice, in
order to be declared Ir'WW compliant.

1.2 Scope

The tests described in this document do not aim to verify the lower layers of the IrDA stack. The tests
target the new application layers like Time-Sync. This specification does not require that the device has
aready passed the IrPHY, Ir'LAP and IrLMP compliance tests.

The applications supported by an Ir'WW device include one or more of the following:
Time-Sync (bWatch)

Alarm (bWatch)

Timer (bWatch)

Stopwatch (bWatch)

1.3 Definitionsand Acronyms

Alarm In awristwatch, normally it means daily alarm function.
Daily alarm notifies the same setting time everyday.
One shot alarm notifies the setting time just once.

Timer Function to count down to the presetting period of time.

Stopwatch Function to count up with a second resolution or under a second besides
displaying current time

Split Time Function to show elapsed time from the start point one by one while keeping
count up.

1.4 References

[IrPHY] Serid Infrared Physical Layer Link Specification, IrPHY, Version 1.3, Infrared
Data Association

[IrLAP] Seria Infrared Link Access Protocol, IrLAP, Version 1.1, Infrared Data
Association

[IrLMP] Link Management Protocol, IrLMP, Version 1.1, Infrared Data Association

[IAS] Infrared Data Association, “IrLMP Service Hint Bit Assignments and Known IAS
Definitions’, Version 1.0a 13 t July1996

[TINYTP] Tiny TP: A Flow Control Mechanism for use with IrLMP, Version 1.1, Infrared
Data Association

[OBEX] IrDA Object Exchange Protocol, IrOBEX, Version 1.2, Infrared Data Association

[IrMC] IrMC (Ir Mobile Communications) Specification, Version 1.1, February 1999,
Infrared Data Association.

[VCARD] VCard — The Electronic Business Card Exchange Format, Version 2.1, September

1996, The Internet Mail Consortium.
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[VCAL] VCadendar — The Electronic Calendaring and Scheduling Exchange Format,
Version 1.0, September 1996, The Internet Mail Consortium.

[Ir'WwW1] I'WW Generic Access Profile, Version 0.98, Infrared Data Association.

[I'WwW2] I'WW Time Synchronization Profile, Version 0.98, Infrared Data Association.

[Ir'WwWwW3] I'WW Tiny Object Exchange Profile, Version 0.98, Infrared Data Association.

[GBO] Generic Binary Object for I'WWW, Version 0.98, Infrared Data Association.

[Ultra lrww] UltralrWW, Version 0.98, Infrared Data Association
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2 Environment

2.1 Hardware

The following list includes examples of the type of hardware that is required:
* Device Under Test (DUT)
» PC or another device to generate test frames, with built-in IR port or an IR dongle
e.g Actisys or Extended Systems
* IR Probefor tracing low level IR frames (thisis optional, if everything works first time!)

2.2 Software

The following list includes examples of the type of software that is required:
* Source of OBEX Connection Oriented frames.
* I'WW Test program (PC) or built in Test Programs (IrDA Test Equipment).
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3 Overview Compliance Tests

The test scenarios assume that the device under test (DUT) isalrWW device, and that the Tester is
software running on a PC.

3.1 What Tests Apply to my Product ?

Time Synchronization profile for legacy PC/PDA defines various applications and functions. These
applications are optional. The tests that your product must pass, depends on the level of support that your
product offers.

Application Format Single Pull Single Push Read-all/Write-all
Time-Sync bWatch Option - -

Alarm bWatch - Option Option

Timer bWatch - Option Option

Stopwatch bWatch - Option Option

3.1.1 Client/Server

The tests have been named according to whether the DUT is acting as a client or a server.
IrWW2_C X X X X Client (initiates the data transfer)

Ir'WW2_S X X X_X Server (responds to requests for data transfer)

3.1.2 Protocol Tests

The protocol tests verify the basic Ir'WW support. All devices must pass these tests. The tests are named as
IrTWW2_x_P_X_X_X.

3.1.3 Read-dl/Write-all Tests

The Read-all/Write-all tests verify that the DUT can put objects and get objects. The tests are named as
ITWW2_X_A_X_X X

3.1.4 Single Push Tests

The Single Push tests verify that the DUT correctly presents received objects to the user. Itis
recommended that devices which have a user interface, should pass these tests. The tests are named as
IrTWW2_Xx_S X_X_X.

3.1.5 Single Pull Tests

The Single Pull tests verify that the DUT can get an object. It is recommended that devices which have a
user interface, should pass these tests. The tests are named as
IrTWW2_Xx_S X_X_X.

3.1.6 Objects

Time Synchronization Profile for legacy PC/PDA does not require that the device support any of the Time-
Sync, Alarm, Timer or Stopwatch or objects.

The tests have been named according to the object they are accessing.

IrTWW2_x_ x TSYNC_x_x Time-Sync
IrWwW2_x_ x ALARM_x_x Alarm
IrWwW2_x x TIMER_x_x Timer
Ir'WW2_x_x_STOPW_x_x Stopwatch
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ITWW2_x_x BXX_x X Independent of the object

If a device supports one of the object types, then it must pass the compliance tests for that object type. A
device will fail the compliancetestsif it failsthe tests for one object type, even if it passes all the others.
For example, a device which supports both Time-Sync and Alarm, must pass al of the Time-Sync and
Alarm tests before the device can pass.

3.1.7 Miscellaneous Tests

The Miscellaneous tests verify that the general behavior of the DUT. The tests are named as
IrTWW2_x M_x_x.

3.2 General Test Steps

The mgjority of the tests involve transferring OBEX objects between the DUT under test and the PC. The

following steps should be performed.

1. Switch on the DUT under test, and activate the IR port if appropriate.

2. Switch on the PC, and enable the IR if appropriate.

3. Point the IrDA ports at each other. Ensure that they are within the operating distances defined for the
devices. i.e. some devices only have a 20cm operating range.

4. The DUT should make an IAS Get Value By Class request, for the OBEX class, and attribute
IrDA: TinyTP:LsapSel. If thetest is a server test, then the Tester should make the request.

5. The DUT should make a connection to the LSAP returned in the response from the Get Vaue By Class
request. If the test is a server test, then the Tester should make the connection.

6. Generate the OBEX GET/PUT requests from the PC package or DUT.

7. Verify that the data was transferred without any problems.
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4 Protocol Tests

These tests are mandatory for all devices.

4.1 Discovery Hint Bits
The discovery hint bits should be supported.

4.1.1 Client

IrWw2_C P _BXX_HINT_1(Mandatory if the DUT checksthe Hint Bits)
1. Configure the Tester so that the Watch Hint Bit is set

2. General Test Steps 1-3

3. Makethe DUT perform device discovery

4. Verify that the DUT correctly decodes the hint bit.

IrWw2_C P _BXX_HINT_2 (Mandatory if the DUT checksthe Hint Bits)
1. Configure the Tester so that the Watch Hint Bit is not set

2. General Test Steps 1-3

3. Makethe DUT perform device discovery

4. Verify that the DUT correctly decodes the hint bit.

IrWw2_C P _BXX_HINT_3(Mandatory if the DUT checksthe Hint Bits)
1. Configure the Tester so that the OBEX Hint Bit is set

2. General Test Steps 1-3

3. Makethe DUT perform device discovery

4. Verify that the DUT correctly decodes the hint bit.

IrWwW2_C_P_BXX_HINT_4 (Mandatory if the DUT checksthe Hint Bits)
1. Configure the Tester so that the OBEX Hint Bit is not set

2. General Test Steps 1-3

3. Make the DUT perform device discovery.

4. Verify that the DUT correctly decodes the hint bit.

4.1.2 Server

IrWW2_S P BXX_HINT_1 (Mandatory if Connection OBEX)

1. General Test Steps 1-3

2. Make the Tester perform device discovery

3. Verify that the Watch Hint Bit is set in the hint bits returned by the DUT (see the IAS specification

[IAS].)

IrWW2_S P BXX_HINT_2 (Mandatory if Connection OBEX)

1. General Test Steps 1-3

4. Make the Tester perform device discovery

2. Verify that the OBEX Hint Bit is set in the hint bits returned by the DUT (see the IAS specification

[IAS].)

4.2 1ASEntries
The lAS entries should be supported.

4.2.1 Client
Irww2_C P BXX_IAS 1 (Mandatory if Connection)
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1. General Test Steps 1-3

2. Makethe DUT establish an |AS connection to the Tester.

3. Makethe DUT generate an IAS Get Value By Class request, for the IrDA: WATCH class, attribute
Parameters and Devicelnfo.

4. Verify that the DUT correctly decodes the PI/PL/PV triples for the supported applications. Note, the
IAS val ues define the behavior of the Tester as a server.

5. Thisisthe minimum level of support required by IAS. If the Tester supports any of the optional requests,
then these must be verified too.

Ir'WW2_C_P_BXX_IAS 2 (Mandatory if Connection OBEX as client)

1. General Test Steps 1-3

2. Makethe DUT establish an |AS connection to the Tester.

3. Make the DUT generate an IAS Get Value By Class request, for the OBEX class, and attribute
IrDA: TinyTP:LsapSel. Note, the class OBEX should be guaranteed, as thiswasin the original OBEX
specification. However, in practice some applications use the class IrDA:OBEX which was specified in
the OBEX errata, and OBEX:IrXfer is used by Microsoft. It isimplementation specific if classes other
than OBEX are requested.

4. Verify that the DUT correctly decodes the integer value returned for the LSAP of the OBEX connection
on the Tester.

4.2.2 Server

IrWwW2_S P_BXX_IAS 1 (Mandatory if Connection)

1. General Test Steps 1-3

2. Make the Tester establish an IAS connection to the DUT.

3. Makethe Tester generate an IAS Get Value By Class request, for the IrDA: WATCH class, attribute
Parameters and Devicel nfo.

4, Verify that the DUT correctly generates the PI/PL/PV triples for the supported applications. Note, the
IAS val ues define the behavior of the DUT as a server.

5. Thisisthe minimum level of support required by IAS. If the DUT supports any of the optional requests,
then these must be verified too.

IrWW2_S P BXX_IAS 2 (Mandatory if Connection OBEX)

1. General Test Steps 1-3

2. Make the Tester establish an IAS connection to the DUT.

3. Make the Tester generate an IAS Get Value By Class request, for the OBEX class, and attribute
IrDA: TinyTP: LsapSel.

4. Verify that the |AS data received contains the integer value for the LSAP of the OBEX connection
within the DUT.

5. If the DUT supports other classes for the OBEX connection, these should be verified as well.

4.3 Devinfo
The devinfo.bin object should be supported.

4.3.1 Client

Ir'WW2_C_P_BXX_DEVINFO_1 (Optional)

1. General Test Steps 1-5

2. Make the DUT request the /watch/devinfo.bin object from the Tester.

3. Verify that object is received correctly on the DUT. Verify that the DUT correctly parses the fields that
it supports.
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4.3.2 Server

IrWwW2_S P_BXX_DEVINFO_1 (Mandatory if Connection OBEX)

1. General Test Steps 1-5

2. Make the Tester request the /watch/devinfo.bin object from the DUT.

3. Verify that object is received correctly on the Tester.

4. Verify that the mandatory fields for the manufacturer and model are present.

4.4 InfolLogs
The Information Log objects should be supported.

4.4.1 Client

Ir'WW2_C_P_BXX_INFOLOG_1 (Optional)

1. General Test Steps 1-5

2. Make the DUT request the /watch/alarm/info.log object from the Tester

3. Make the DUT request the /watch/timer/info.log object from the Tester

4. Make the DUT request the /watch/stop/info.log object from the Tester

5. Verify that the appropriate info logs are received correctly on the DUT. Verify that the DUT correctly
parses the fields that it supports.

4.4.2 Server

Ir'WW2_S P BXX_INFOLOG_1 (Optional)

1. General Test Steps 1-5

2. Make the Tester request the /watch/alarm/info.log object from the DUT.
3. Make the Tester request the /watch/timer/info.log object from the DUT.
4, Make the Tester request the /watch/stop/info.log object from the DUT.
5. Verify that the appropriate info logs are received correctly on the Tester.
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5 Read-all/Write-all Tests
The OBEX PUT should be with an OBEX filename like /watch/alarm.wal.

5.1 Client

IrWw2_C_A BXX_PUT_1(Mandatory if the DUT supports Write-all asa Client)
1. General Test Steps 1-5

2. Make the DUT transmit a stream of objects (alarms etc) using OBEX PUT.

3. Verify that the Tester received the stream of objects correctly

IrWwW2_C_A BXX_PUT_2 (Mandatory if the DUT supports Write-all asa Client)

1. General Test Steps 1-5

2. Makethe DUT transmit a stream of objects (alarms etc) using OBEX PUT. The source should be full,
so the maximum sized stream is created. For example, if the DUT can hold 100 aarms, then the stream
of objects should be filled with 100 aarms for this test.

3. Verify that the Tester received the stream of objects correctly

IrWw2_C_A BXX_GET_1(Mandatory if the DUT supports Read-all/Write-all GET asa Client)

1. General Test Steps 1-5

2. Makethe DUT transmit arequest for an object which contains a stream of entries (alarm etc using
/watch/alarm.wal) using OBEX GET.

3. Verify that the DUT received the object correctly from the Tester.

IrWW2_C_P_BXX_PUT_3 (Optional asdelete mechanism not required as a client)

1. General Test Steps 1-5

2. Make the DUT transmit an object (alarm etc) using OBEX PUT at Write-all. The OBEX PUT should
have BODY which includes only an object stream identifier.

3. Verify that the Tester deleted the entire data store.

52 Server

IrWwW2_S A BXX_PUT_1 (Mandatory if the DUT supports Write-all asa Server)

1. General Test Steps 1-5

2. Enter some datainto the data store of the DUT (create afew alarms)

3. Make the Tester transmit a stream of objects (alarms etc) using OBEX PUT.

4. Verify that the DUT received, and stored, the stream of objects correctly. Verify that the original
information was overwritten.

IrWW2_S A BXX_PUT_2 (Mandatory if the DUT supports Write-all asa Server)

1. General Test Steps 1-5

2. Make the Tester transmit a stream of objects (alarms etc) using OBEX PUT. The stream of objects
should be as large as the DUT can receive.

3. Verify that the DUT received, and stored, the stream of objects correctly.

IrWW2_S A BXX_GET_1 (Mandatory if the DUT supports Read-all/Write-all asa Server)
1. General Test Steps 1-5

2. Enter some datainto the data store of the DUT (create afew alarms).

3. Make the Tester transmit aread request for a stream of objects (alarms etc) using OBEX GET.
4. Verify that the Tester received the stream of objects correctly.

IrWW2_S P BXX_PUT_3(Mandatory if the DUT supports Write-all)
1. General Test Steps 1-5
2. Make the Tester transmit an object (alarm etc) using OBEX PUT from the Tester at Write-all. The
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OBEX PUT should have BODY which includes only an object stream identifier.
3. Verify that the DUT deleted the entire data store. It isimplementation specific whether a zero sizefileis
created.

10
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6 Single Push Tests

Any DUT that has a user interface should pass these tests.
The OBEX PUT should be with an OBEX filename like abcde.wal

6.1 Client

IrWW2_C_S BXX_PUT_1 (Mandatory if the DUT supports Single Push as a Client)
1. General Test Steps 1-5

2. Makethe DUT transmit an object (alarm, timer or stopwatch) using OBEX PUT.

3. Verify that the Tester received the object correctly.

6.2 Server

IrWW2_S S BXX_PUT_1 (Mandatory if the DUT hasa user interface)

1. General Test Steps 1-5

2. Make the Tester transmit a single object (alarm, timer or stopwatch) using OBEX PUT.

3. Verify that the DUT received the object correctly, and if appropriate, that the user was prompted
whether to accept or reject the object.

11
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7 Single Pull Tests

Any DUT that has a user interface should pass these tests.
The OBEX GET should be with an OBEX filename like abcde.wsy

7.1 Client

IrWW2_C_S BXX_GET_1(Mandatory if the DUT supports Single Pull asa Client)
1. General Test Steps 1-5

2. Make the DUT receive an object (Time-Sync) using OBEX GET.

3. Verify that the DUT received the object correctly.

7.2 Server

IrWW2_S S BXX_GET_1 (Mandatory if the DUT hasa user interface)

1. General Test Steps 1-5

2. Make the Tester receive asingle object (Time-Sync) using OBEX GET.

3. Verify that the Tester received the object correctly, and if appropriate, that the user was prompted
whether to accept or reject the object.

12
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8 Error Responses Tests

The error conditions should be generated, and the return codes verified.
Some devices may not support all of the error codes. For example, the Restricted Access code is only
appropriate for devices, which support limited access to some of the entries.

8.1 Client
No Tests.

8.2 Server

Ir'WW2_S P_BXX_RSP_1 (Optional)

1. General Test Steps 1-5

2. Make the Tester transmit an object (alarm etc) using OBEX PUT from the Tester to arestricted access
location.

3. Verify that the DUT returns the “Unauthorised” response code 0xC1

Ir'WW2_S P_BXX_RSP_2 (Optional)

1. General Test Steps 1-5

2. Make the Tester transmit an object (alarm etc) using OBEX PUT from the Tester to a non-existence
I'WW object.

3. Verify that the DUT returns the “Not Found” response code 0xC4

Ir'WW2_S P_BXX_RSP_3(Optional)

1. General Test Steps 1-5

2. Make the Tester transmit an object (alarm etc) using OBEX PUT from the Tester to alocked object
store.

3. Verify that the DUT returns the “ Database Locked” response code OXE1

IrT'WW2_S P_BXX_RSP_4 (Optional)

1. General Test Steps 1-5

2. Make the Tester transmit an object (alarm etc) using OBEX PUT from the Tester to an object store
which is out of space.

3. Verify that the DUT returns the “ Database Full” response code OXEQ

13
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9 Miscellaneous Tests

9.1 Contents

9.1.1 Client

Ir'WW2_C_M_ALARM_CONTENTS 1 (Mandatory if the DUT supports Alarm)

1. General Test Steps 1-5

2. Make the DUT transmit an alarm object request (bWatch) using OBEX GET at read-all.
3. Verify that the DUT received the bWatch correctly.

4. Check that there is object stream identifier in the beginning.

5. Check that the bWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.
6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN:ALARM and END: ALARM.
8. Check that the bWatch contains the mandatory fields specified in [I[r'WW?2].

IrWw2_C M_TIMER_CONTENTS_1 (Mandatory if the DUT supports Timer)

1. General Test Steps 1-5

2. Make the DUT transmit an timer object request (bWatch) using OBEX GET at read-all.
3. Verify that the DUT received the bWatch correctly.

4. Check that there is object stream identifier in the beginning.

5. Check that the bWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.
6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN: TIMER and END: TIMER.

8. Check that the bWatch contains the mandatory fields specified in [Ir'WW?2].

IrwWw2 C M_STOPW_CONTENTS 1 (Mandatory if the DUT supports Stopwatch)

1. General Test Steps 1-5

2. Makethe DUT transmit an stopwatch object request (bWatch) using OBEX GET at read-all.

3. Verify that the DUT received the bWatch correctly.

4. Check that thereis object stream identifier in the beginning.

5. Check that the bWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.

6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN:STOPWATCH and END: STOPWATCH.
8. Check that the bWatch contains the mandatory fields specified in [Ir'WW?2].

Ir'WW2_C_M_TSYNC_CONTENTS_1 (Mandatory if the DUT supports Time-Sync)

1. General Test Steps 1-5

2. Makethe DUT transmit an Time-Sync object request (bWatch) using OBEX GET at single pull.
3. Verify that the DUT received the bWatch correctly.

4. Check that there is object stream identifier in the beginning.

5. Check that the bwWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.

6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN: T-SYNC and END: T-SYNC.

8. Check that the bWatch contains the mandatory fields specified in [IrWW?2].

9.1.2 Server

IrWW2 S M_ALARM_CONTENTS 1 (Mandatory if the DUT supports Alarm)

1. General Test Steps 1-5

2. Make the Tester transmit an alarm object request (bWatch) using OBEX GET at read-all.
3. Verify that the Tester received the bWatch correctly.

14
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4. Check that there is object stream identifier in the beginning.

5. Check that the bWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.
6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN:ALARM and END: ALARM.
8. Check that the bWatch contains the mandatory fields specified in [Ir'WW?2].

IrWW2_S M_TIMER_CONTENTS 1 (Mandatory if the DUT supports Timer)

1. General Test Steps 1-5

2. Make the Tester transmit an timer object request (bWatch) using OBEX GET at read-all.
3. Verify that the Tester received the bWatch correctly.

4. Check that thereis object stream identifier in the beginning.

5. Check that the bWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.

6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN: TIMER and END: TIMER.

8. Check that the bWatch contains the mandatory fields specified in [Ir'WW?2].

IrWW2_S M_STOPW_CONTENTS 1 (Mandatory if the DUT supports Stopwatch)

1. General Test Steps 1-5

2. Make the Tester transmit an stopwatch object request (bWatch) using OBEX GET at read-all.
3. Verify that the Tester received the bWatch correctly.

4. Check that thereis object stream identifier in the beginning.

5. Check that the bWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.

6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN:STOPWATCH and END: STOPWATCH.

8. Check that the bWatch contains the mandatory fields specified in [I[rWW?2].

IrWW2_S M_TSYNC_CONTENTS 1 (Mandatory if the DUT supports Time-Sync)

1. General Test Steps 1-5

2. Make the Tester transmit an Time-Sync object request (bWatch) using OBEX GET at single pull.
3. Verify that the Tester received the bWatch correctly.

4. Check that thereis object stream identifier in the beginning.

5. Check that the bWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.

6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN:T-SYNC and END: T-SYNC.

8. Check that the bWatch contains the mandatory fields specified in [Ir'WW?2].

15
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10 Test Result Template

Testing DATE:

Testing Environments

DUT (Device Under Test)

Product Company:

Test Tools or System:

Product Model: Hardware:
Product Revision:
Software:
Product Sample Serial No.
Remarks:
Test Name Pass/Fail Comments

I'WW2_C_P BXX_HINT 1

I'WW2_C_P BXX_HINT 2

I'WW2_C_P BXX_HINT 3

I'WW2_C_P BXX_HINT 4

I'WW2 S P BXX_HINT 1

I'WW2 S P BXX HINT 2

I'WW2_C_P BXX_IAS 1

I'WW2_C_P BXX_IAS 2

I'WW2_S P BXX_IAS 1

I'WW2 S P BXX_IAS 2

I'WW2_C_P BXX_DEVINFO_1

I'WW2_S P BXX_DEVINFO 1

I'WW2_C_P BXX_INFOLOG_1

I'WW2_S P BXX_INFOLOG_1

I'WW2_C_A_BXX_PUT 1

I'WW2_C_A_BXX_PUT 2

I'WW2_C A BXX_GET 1

I'WW2_S A BXX_PUT 1

I'WW2_S A BXX_PUT 2

I'WW2_S A BXX_GET 1

I'WW2_C_S BXX_PUT 1

I'WW2_S S BXX_PUT_ 1

I'WW2_C S BXX_GET 1

I'WW2_S S BXX_GET 1

I'WW2_S P BXX_RSP 1

I'WW2_S P BXX_RSP 2

I'WW2_S P BXX RSP 3

I'WW2_S P BXX RSP 4

I'WW2_C P BXX DEL 1

I'WW2_S P BXX DEL 1

I'WW2_S P BXX DEL 2

I'WW2_C_M_ALARM_CONTENTS 1

I'WW2_C_M_TIMER_CONTENTS 1

I'WW2_C_M_STOPW_CONTENTS 1

16
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I'WW2_C_M_TSYNC CONTENTS 1

I'WW2_S M_ALARM_CONTENTS 1

I'WW2_S M_TIMER_CONTENTS 1

I'WW2_S M_STOPW_CONTENTS 1

I'WW2_ S M_TSYNC CONTENTS 1
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INFRARED DATA ASSOCIATION (IrDA) - NOTICE TO THE TRADE -

SUMMARY:
Following is the notice of conditions and understandings upon which this document is made
available to members and non-members of the Infrared Data Association.

» Availability of Publications, Updates and Notices

e Full Copyright Claims Must be Honored

» Controlled Distribution Privileges for IrDA Members Only
» Trademarks of IrDA - Prohibitions and Authorized Use

* No Representation of Third Party Rights

» Limitation of Liability

e Disclaimer of Warranty

» Product Testing for IrDA Specification Conformance

IrDA PUBLICATIONS and UPDATES:

IrDA publications, including notifications, updates, and revisions, are accessed electronically by
IrDA members in good standing during the course of each year as a benefit of annual IrDA
membership. Electronic copies are available to the public on the IrDA web site located at irda.org.
Requests for publications, membership applications or more information should be addressed to:
Infrared Data Association, P.O. Box 3883, Walnut Creek, California, U.S.A. 94598; or e-mail
address: info@irda.org; or by calling (925) 943-6546 or faxing requests to (925) 943-5600.

COPYRIGHT:

1. Prohibitions: IrDA claims copyright in all IrDA publications. Any unauthorized reproduction,
distribution, display or modification, in whole or in part, is strictly prohibited.

2. Authorized Use: Any authorized use of IrDA publications (in whole or in part) is under
NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or transfer the license
are granted and any attempt to do so is void.

TRADEMARKS:

1. Prohibitions: IrDA claims exclusive rights in its trade names, trademarks, service marks,
collective membership marks and feature trademark marks (hereinafter collectively "trademarks"),
including but not limited to the following trademarks: INFRARED DATA ASSOCIATION
(wordmark alone and with IR logo), IrDA (acronym mark alone and with IR logo), IR logo and
MEMBER IrDA (wordmark alone and with IR logo). Any unauthorized use of IrDA trademarks is
strictly prohibited.

2. Authorized Use: Any authorized use of an IrDA collective membership mark or feature
trademark is by NONEXCLUSIVE USE LICENSE ONLY. No rights to sublicense, assign or
transfer the license are granted and any attempt to do so is void.

NO REPRESENTATION of THIRD PARTY RIGHTS:

IrDA makes no representation or warranty whatsoever with regard to IrDA member or third party
ownership, licensing or infringement/non-infringement of intellectual property rights. Each
recipient of IrDA publications, whether or not an IrDA member, should seek the independent
advice of legal counsel with regard to any possible violation of third party rights arising out of the
use, attempted use, reproduction, distribution or public display of IrDA publications.
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IrDA assumes no obligation or responsibility whatsoever to advise its members or non-members
who receive or are about to receive IrDA publications of the chance of infringement or violation of
any right of an IrDA member or third party arising out of the use, attempted use, reproduction,
distribution or display of IrDA publications.

LIMITATION of LIABILITY:

BY ANY ACTUAL OR ATTEMPTED USE, REPRODUCTION, DISTRIBUTION OR PUBLIC
DISPLAY OF ANY IrDA PUBLICATION, ANY PARTICIPANT IN SUCH REAL OR ATTEMPTED
ACTS, WHETHER OR NOT A MEMBER OF IrDA, AGREES TO ASSUME ANY AND ALL RISK
ASSOCIATED WITH SUCH ACTS, INCLUDING BUT NOT LIMITED TO LOST PROFITS, LOST
SAVINGS, OR OTHER CONSEQUENTIAL, SPECIAL, INCIDENTAL OR PUNITIVE DAMAGES.
IrDA SHALL HAVE NO LIABILITY WHATSOEVER FOR SUCH ACTS NOR FOR THE CONTENT,
ACCURACY OR LEVEL OF ISSUE OF AN IrDA PUBLICATION.

DISCLAIMER of WARRANTY:

All IrDA publications are provided "AS IS" and without warranty of any kind. IrDA (and each of its
members, wholly and collectively, hereinafter "IrDA") EXPRESSLY DISCLAIM ALL
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND
WARRANTY OF NON-INFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.

IrDA DOES NOT WARRANT THAT ITS PUBLICATIONS WILL MEET YOUR REQUIREMENTS
OR THAT ANY USE OF A PUBLICATION WILL BE UN-INTERRUPTED OR ERROR FREE, OR
THAT DEFECTS WILL BE CORRECTED. FURTHERMORE, IrDA DOES NOT WARRANT OR
MAKE ANY REPRESENTATIONS REGARDING USE OR THE RESULTS OR THE USE OF IrDA
PUBLICATIONS IN TERMS OF THEIR CORRECTNESS, ACCURACY, RELIABILITY, OR
OTHERWISE. NO ORAL OR WRITTEN PUBLICATION OR ADVICE OF A REPRESENTATIVE
(OR MEMBER) OF IrDA SHALL CREATE A WARRANTY OR IN ANY WAY INCREASE THE
SCOPE OF THIS WARRANTY.

LIMITED MEDIA WARRANTY:

IrDA warrants ONLY the media upon which any publication is recorded to be free from defects in
materials and workmanship under normal use for a period of ninety (90) days from the date of
distribution as evidenced by the distribution records of IrDA. IrDA's entire liability and recipient's
exclusive remedy will be replacement of the media not meeting this limited warranty and which is
returned to IrDA. IrDA shall have no responsibility to replace media damaged by accident, abuse
or misapplication. ANY IMPLIED WARRANTIES ON THE MEDIA, INCLUDING THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, ARE
LIMITED IN DURATION TO NINETY (90) DAYS FROM THE DATE OF DELIVERY. THIS
WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY ALSO HAVE OTHER
RIGHTS WHICH VARY FROM PLACE TO PLACE.

COMPLIANCE and GENERAL:

Membership in IrDA or use of IrDA publications does NOT constitute IrDA compliance. It is the
sole responsibility of each manufacturer, whether or not an IrDA member, to obtain product
compliance in accordance with IrDA Specifications.

All rights, prohibitions of right, agreements and terms and conditions regarding use of I[rDA
publications and IrDA rules for compliance of products are governed by the laws and regulations
of the United States. However, each manufacturer is solely responsible for compliance with the
import/export laws of the countries in which they conduct business. The information contained in
this document is provided as is and is subject to change without notice.
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1 Introduction

1.1 Purpose

This document specifies the test cases used to verify an I'WW device. The goal of this document isto
ensure interoperability between Ir'WW devices and products.

The purpose of this document is to define the minimum behaviors that should be required of adevice, in
order to be declared Ir'WW compliant.

1.2 Scope

The tests described in this document do not aim to verify the lower layers of the IrDA stack. The tests
target the new application layers like T-log. This specification does not require that the device has aready
passed the IrPHY , IrLAP and IrLMP compliance tests.

The applications supported by an Ir'WW device include one or more of the following:
Time-Log (bWatch)

Business Card (bvCard)

Schedule (bvCalendar)

To do (bvCalendar)

Notes (bvNote)

1.3 Background & Motivation for the Document

Thereis abig difference between supporting I'WW Tiny Object Exchange Profile, and being interoperable.
I'WW Tiny Object Exchange Profile and the specifications that it references, have alarge number of
optional fields. Even the mandatory fields are not always supported in commercially available products.

1.4 References

[IrPHY] Seria Infrared Physical Layer Link Specification, IrPHY, Version 1.3, Infrared
Data Association

[IrLAP] Serid Infrared Link Access Protocol, IrLAP, Version 1.1, Infrared Data
Association

[IrLMP] Link Management Protocol, IrLMP, Version 1.1, Infrared Data Association

[IAS] Infrared Data Association, “IrLMP Service Hint Bit Assignments and Known IAS
Definitions”, Version 1.0a 13 t July1996

[TINYTP] Tiny TP: A Flow Control Mechanism for use with IrLMP, Version 1.1, Infrared
Data Association

[OBEX] IrDA Object Exchange Protocol, IrOBEX, Version 1.2, Infrared Data Association

[IrMC] IrMC (Ir Mobile Communications) Specification, Version 1.1, February 1999,
Infrared Data Association.

[VCARD] VCard — The Electronic Business Card Exchange Format, Version 2.1, September
1996, The Internet Mail Consortium.

[VCAL] VCaendar — The Electronic Calendaring and Scheduling Exchange Format,
Version 1.0, September 1996, The Internet Mail Consortium.

[Ir'ww1] I'WW Generic Access Profile, Version 0.98, Infrared Data Association.

[Ir'WW2] Ir'WW Time Synchronization Profile, Version 0.98, Infrared Data Association.

[Ir'WwWwW3] I'WW Tiny Object Exchange Profile, Version 0.98, Infrared Data Association.

[GBO] Generic Binary Object for Ir'WW, Version 0.98, Infrared Data Association.
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[UltralrWww] Ultra Protocols for I'WW, Version 0.98, Infrared Data Association

[I'WWTESTZ2] I'WW Time Synchronization Profile Compliance Tests, Version 0.98, Infrared
Data Association
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2 Environment

2.1 Hardware

The following list includes examples of the type of hardware that is required:
* Device Under Test (DUT)
» PC or another device to generate test frames, with built-in IR port or an IR dongle
e.g Actisys or Extended Systems
* IR Probefor tracing low level IR frames (thisis optional, if everything works first time!)

2.2 Software

The following list includes examples of the type of software that is required:
* Source of OBEX Connection Oriented frames.
* I'WW Test program (PC) or Built in Test programs (IrDA Test Equipment).
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3 Overview Compliance Tests

The test scenarios assume that the device under test (DUT) is amobile device, and that the Tester is
software running on a PC.

3.1 What Tests Apply to my Product ?

All IrWW devices must support Time-Sync application of [IrWW2]. About the Time
Synchronization compliancetests, pleaserefer to[IrWWTEST1].

I'WW Tiny Object Exchange defines various applications and functions. These applications are optional .
The tests that your product must pass, depends on the level of support that your product offers.

Application Format Single Push Function Read-all/Write-all Function
Time-Log bWatch Option Option
Business Card | bvCard Option Option
Schedule bvCal endar Option Option
Todo bvCal endar Option Option
Notes bvNote Option Option

3.1.1 Client/Server

The tests have been named according to whether the DUT is acting as a client or a server.
Ir'WW3 C x X X X Client (initiates the data transfer)

Ir'WW3_S X X X_X Server (responds to requests for data transfer)

3.1.2 Protocol Tests

The protocol tests verify the basic I'WW support. All devices must pass these tests. The tests are named as
IrTWW3 x P X X X.

3.1.3 Read-dl/Write-all Tests

The Read-all/Write-all tests verify that the DUT can put objects and get objects. The tests are named as
IrTWW3 X A X X X

3.1.4 Single Push Tests

The Single Push tests verify that the DUT correctly presents received objects to the user. Itis
recommended that devices which have a user interface, should pass these tests. The tests are named as
IrTWW3_x_U_x_x x.

3.1.5 Objects

I'WW Tiny Object Profile does not require that the device support any of the Time-Log, Business Card,
Schedule, To do or Notes objects.

The tests have been named according to the object they are accessing.

Ir'WW3 x X TLOG_x_x Time-Log
Ir'WW3 x_ X OWNER_x_x Owner's Business Card
Ir'WW3 x_x CARD_Xx_X Business Card
Ir'WW3 x X SCHE_x_x Schedule

Ir'WW3 x_ x TODO_x xTodo

Ir'WW3 x_ x NOTE_x_x Notes
IrTWW3 x_x BXX_X_x Independent of the object
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If adevice supports one of the object types, then it must pass the compliance tests for that object type. A
device will fail the compliancetestsif it failsthe tests for one object type, even if it passes all the others.
For example, a device which supports both Business Card and Schedule, must pass al of the Business
Card and Schedule tests before the device can pass.

3.1.6 Miscellaneous Tests

The Miscellaneous tests verify that the general behavior of the DUT. The tests are named as
Ir'WW3_x_M_x_x.

3.2 General Test Steps

The majority of the tests involve transferring OBEX objects between the DUT under test and the PC. The

following steps should be performed.

1. Switch on the DUT under test, and activate the IR port if appropriate.

2. Switch on the PC, and enable the IR if appropriate.

3. Point the IrDA ports at each other. Ensure that they are within the operating distances defined for the
devices. i.e. some devices only have a 20cm operating range.

4. The DUT should make an IAS Get Value By Class request, for the OBEX class, and attribute
IrDA: TinyTP:LsapSel. If the test is a server test, then the Tester should make the request.

5. The DUT should make a connection to the LSAP returned in the response from the Get Value By Class
request. If the test is a server test, then the Tester should make the connection.

6. Generate the OBEX GET/PUT requests from the PC package or DUT.

7. Verify that the data was transferred without any problems.
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4 Protocol Tests

These tests are mandatory for all devices.

4.1 Discovery Hint Bits
The discovery hint bits should be supported.

4.1.1 Client

IrWw3 C P BXX_HINT_1 (Mandatory if the DUT checksthe Hint Bits)
1. Configure the Tester so that the Watch Hint Bit is set

2. General Test Steps 1-3

3. Makethe DUT perform device discovery

4. Verify that the DUT correctly decodes the hint bit.

IrWwW3 _C P BXX_HINT_2 (Mandatory if the DUT checksthe Hint Bits)
1. Configure the Tester so that the Watch Hint Bit is not set

2. General Test Steps 1-3

3. Makethe DUT perform device discovery

4. Verify that the DUT correctly decodes the hint bit.

IrWw3 _C P BXX_HINT_3(Mandatory if the DUT checksthe Hint Bits)
1. Configure the Tester so that the OBEX Hint Bit is set

2. General Test Steps 1-3

3. Makethe DUT perform device discovery

4. Verify that the DUT correctly decodes the hint bit.

IrWwW3 _C P _BXX_HINT_4 (Mandatory if the DUT checksthe Hint Bits)
1. Configure the Tester so that the OBEX Hint Bit is not set

2. General Test Steps 1-3

3. Make the DUT perform device discovery.

4. Verify that the DUT correctly decodes the hint bit.

4.1.2 Server

IrWW3_S P BXX_HINT_1 (Mandatory if Connection OBEX)

1. General Test Steps 1-3

2. Make the Tester perform device discovery

3. Verify that the Watch Hint Bit is set in the hint bits returned by the DUT (see the IAS specification

[IAS].)

IrWW3_S P BXX_HINT_2 (Mandatory if Connection OBEX)

1. General Test Steps 1-3

4. Make the Tester perform device discovery

2. Verify that the OBEX Hint Bit is set in the hint bits returned by the DUT (see the IAS specification

[IAS].)

4.2 1ASEntries
The lAS entries should be supported.

4.2.1 Client
IrWW3 _C P BXX_IAS 1 (Mandatory if Connection)
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1. General Test Steps 1-3

2. Makethe DUT establish an IAS connection to the Tester.

3. Makethe DUT generate an IAS Get Value By Class request, for the IrDA: WATCH class, attribute
Parameters and Devicelnfo.

4. Verify that the DUT correctly decodes the PI/PL/PV triples for the supported applications. Note, the
IAS val ues define the behavior of the DUT as a server.

5. Thisisthe minimum level of support required by IAS. If the DUT supports any of the optional requests,
then these must be verified too.

Ir'WW3_C_P_BXX_IAS 2 (Mandatory if Connection OBEX as client)

1. General Test Steps 1-3

2. Makethe DUT establish an |AS connection to the Tester.

3. Make the DUT generate an IAS Get Value By Class request, for the OBEX class, and attribute
IrDA: TinyTP:LsapSel. Note, the class OBEX should be guaranteed, as thiswasin the original OBEX
specification. However, in practice some applications use the class IrDA:OBEX which was specified in
the OBEX errata, and OBEX:IrXfer is used by Microsoft. It isimplementation specific if classes other
than OBEX are requested.

4. Verify that the DUT correctly decodes the integer value returned for the LSAP of the OBEX connection
on the Tester.

4.2.2 Server

IrWwW3_ S P BXX_IAS 1 (Mandatory if Connection)

1. General Test Steps 1-3

2. Make the Tester establish an IAS connection to the DUT.

3. Makethe Tester generate an IAS Get Value By Class request, for the IrDA: WATCH class, attribute
Parameters and Devicel nfo.

4. Verify that the DUT correctly generates the PI/PL/PV triples for the supported applications. Note, the
IAS val ues define the behavior of the DUT as a server.

5. Thisisthe minimum level of support required by IAS. If the DUT supports any of the optional requests,
then these must be verified too.

IrWW3_S P BXX_IAS 2 (Mandatory if Connection OBEX)

1. General Test Steps 1-3

2. Make the Tester establish an IAS connection to the DUT.

3. Make the Tester generate an IAS Get Value By Class request, for the OBEX class, and attribute
IrDA: TinyTP: LsapSel.

4. Verify that the |AS data received contains the integer value for the LSAP of the OBEX connection
within the DUT.

5. If the DUT supports other classes for the OBEX connection, these should be verified as well.

4.3 Devinfo
The devinfo.bin object should be supported.

4.3.1 Client

Ir'WW3_C P BXX_DEVINFO_1 (Optional)

1. General Test Steps 1-5

2. Make the DUT request the /watch/devinfo.bin object from the Tester.

3. Verify that object is received correctly on the DUT. Verify that the DUT correctly parses the fields that
it supports.
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4.3.2 Server

IrWW3_S P_BXX_DEVINFO_1 (Mandatory if Connection OBEX)

1. General Test Steps 1-5

2. Make the Tester request the /watch/devinfo.bin object from the DUT.

3. Verify that object is received correctly on the Tester.

4. Verify that the mandatory fields for the manufacturer and model are present.

4.4 InfolLogs
The Information Log objects should be supported.

4.4.1 Client

Ir'WW3_C_P_BXX_INFOLOG_1 (Optional)

1. General Test Steps 1-5

2. Make the DUT request the /watch/t-log/info.log object from the Tester

3. Make the DUT request the /watch/vlog/xxx/yyy/info.log object from the Tester
"xxx" isavender name. "yyy" isalog name.

4, Make the DUT request the /watch/pim/bc/info.log object from the Tester

5. Make the DUT request the /watch/pim/sd/info.log object from the Tester

6. Make the DUT request the /watch/pim/td/info.log object from the Tester

7. Make the DUT request the /watch/pim/nt/info.log object from the Tester

8. Verify that the appropriate info logs are received correctly on the DUT. Verify that the DUT correctly
parses the fields that it supports.

442 Server

Ir'WW3_S P_BXX_INFOLOG_1 (Optional)

1. General Test Steps 1-5

2. Make the Tester request the /watch/t-log/info.log object from the DUT.

3. Make the Tester request the /watch/vlog/xxx/yyy/info.log object from the DUT. "xxx" is a vender name.
"yyy" isalog name.

4. Make the Tester request the /watch/pim/bc/info.log object from the DUT.

5. Make the Tester request the /watch/pim/sd/info.log object from the DUT.

6. Make the Tester request the /watch/pim/td/info.log object from the DUT.

7. Make the Tester request the /watch/pim/nt/info.log object from the DUT.

8. Verify that the appropriate info logs are received correctly on the Tester. Verify the fields returned.

10
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5 Read-all/Write-all Tests
The OBEX PUT should be with an OBEX filename like /watch/pinvbc.bcf.

5.1 Client

IrWw3 C_A BXX_PUT_1(Mandatory if the DUT supports Write-all asa Client)

1. General Test Steps 1-5

2. Makethe DUT transmit a stream of objects (bvCards etc) using OBEX PUT. If possible, the stream
should include empty entries.

3. Verify that the Tester received the stream of objects correctly

IrWw3 C_A BXX_PUT_2(Mandatory if the DUT supports Write-all asa Client)

1. General Test Steps 1-5

2. Makethe DUT transmit a stream of objects (bvCards etc) using OBEX PUT. The stream should be
empty.

3. Verify that the Tester received the stream of objects correctly

IrWw3 C_A BXX_PUT_3(Mandatory if the DUT supports Write-all asa Client)

1. General Test Steps 1-5

2. Makethe DUT transmit a stream of objects (bvCards etc) using OBEX PUT. The source should be full,
so the maximum sized stream is created. For example, if the business card can hold 100 entries, then the
business card should be filled with 100 entries for this test. If possible, the stream should include empty
entries.

3. Verify that the Tester received the stream of objects correctly

IrWW3 C_A BXX_GET_1(Mandatory if the DUT supports Read-all/Write-all GET as a Client)

1. General Test Steps 1-5

2. Make the DUT transmit arequest for an object which contains a stream of entries (bvCard etc using
/watch/pim/bc.bcf) using OBEX GET.

3. Verify that the DUT received the object correctly from the Tester. Verify that all locations are correct,
including any empty entriesif they were present on the Tester.

5.2 Server

IrWW3_S A BXX_PUT_1 (Mandatory if the DUT supports Write-all asa Server)

1. General Test Steps 1-5

2. Enter some datainto the data store of the DUT (create afew bvCards)

3. Make the Tester transmit a stream of objects (bvCards etc) using OBEX PUT. If possible, the stream
should include empty entries.

4. Verify that the DUT received, and stored, the stream of objects correctly. Verify that the original
information was overwritten.

IrWW3_ S A BXX_PUT_2 (Mandatory if the DUT supports Write-all asa Server)

1. General Test Steps 1-5

2. Make the Tester transmit a stream of objects (bvCards etc) using OBEX PUT. The stream should be
empty.

3. Verify that the DUT received, and stored, the stream of objects correctly.

IrWW3_ S A BXX_PUT_3(Mandatory if the DUT supports Write-all asa Server)

1. General Test Steps 1-5

2. Make the Tester transmit a stream of objects (bvCards etc) using OBEX PUT. The stream of objects
should be as large as the DUT can receive. If possible, the stream should include empty entries.

3. Verify that the DUT received, and stored, the stream of objects correctly.

11
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IrWW3_ S A BXX_GET_1 (Mandatory if the DUT supports Read-all/Write-all asa Server)

1. General Test Steps 1-5
2. Enter some datainto the data store of the DUT (create afew bvCards). If possible, the data store should

include empty entries.

3. Make the Tester transmit aread request for a stream of objects (bvCards etc) using OBEX GET.

4, Verify that the Tester received the stream of objects correctly. If the DUT supports Single Push, the
stream should contain empty entries for the entries which are blank. Otherwise, the DUT can just send

the non-blank entries

12
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6 Single Push Tests

Any DUT that has a user interface should pass these tests.
The OBEX PUT should be with an OBEX filename like james.bcf

6.1 Client

Ir'WW3_C_U_BXX_PUT_1 (Mandatory if the DUT supports Single Push asa Client)
1. General Test Steps 1-5

2. Makethe DUT transmit an object (bvCard etc) using OBEX PUT.

3. Verify that the Tester received the object correctly.

6.2 Server

IrWW3_S U BXX_PUT_1 (Mandatory if the DUT has a user interface)

1. General Test Steps 1-5

2. Make the Tester transmit a single object (bvCard etc) using OBEX PUT.

3. Verify that the DUT received the object correctly, and if appropriate, that the user was prompted
whether to accept or reject the object.

13
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7 Error Responses Tests

The error conditions should be generated, and the return codes verified.
Some devices may not support all of the error codes. For example, the Restricted Access code is only
appropriate for devices, which support limited access to some of the entries.

7.1 Client
No Tests.

7.2 Server

Ir'WW3_ S P_BXX_RSP_1 (Optional)

1. General Test Steps 1-5

2. Make the Tester transmit an object (bvCard etc) using OBEX PUT from the Tester to arestricted access
location.

3. Verify that the DUT returns the “Unauthorised” response code OxC1

Ir'WW3_ S P_BXX_RSP_2 (Optional)

1. General Test Steps 1-5

2. Make the Tester transmit an object (bvCard etc) using OBEX PUT from the Tester to a non-existence
I'WW object.

3. Verify that the DUT returns the “Not Found” response code 0xC4

Ir'WW3_S P_BXX_RSP_3(Optional)

1. General Test Steps 1-5

2. Make the Tester transmit an object (bvCard etc) using OBEX PUT from the Tester to alocked object
store.

3. Verify that the DUT returns the “ Database Locked” response code OXE1

Ir'WW3_S P_BXX_RSP_4 (Optional)

1. General Test Steps 1-5

2. Make the Tester transmit an object (bvCard etc) using OBEX PUT from the Tester to an object store
which is out of space.

3. Verify that the DUT returns the “ Database Full” response code OXEQ

14
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8 Miscellaneous Tests

8.1 Contents

8.1.1 Client

IrWW3 C_ M_TLOG_CONTENTS 1 (Mandatory if the DUT supports T-log)
1. General Test Steps 1-5

2. Make the DUT transmit an object request (bWatch) using OBEX PUT at write-all.
3. Verify that the Tester received the bWatch correctly.

IrWW3 C_ M_OWNER_CONTENTS_1 (Mandatory if the DUT supports Owner's Business Car d)

1. General Test Steps 1-5

2. Makethe DUT transmit the Owner's Business Card (bvCard), by selecting the appropriate menu/button.
The vCard should be sent by OBEX PUT to the remote InBox.

3. Verify that the Tester received the bvCard correctly.

IrWW3 C_M_CARD_CONTENTS 1 (Mandatory if the DUT supports Business Card)
1. General Test Steps 1-5

2. Makethe DUT transmit an object request (bvCard) using OBEX PUT at write-all.

3. Verify that the Tester received the bvCard correctly.

IrWW3 C_ M_SCHE_CONTENTS 1 (Mandatory if the DUT supports Schedule)
1. General Test Steps 1-5

2. Makethe DUT transmit an object reguest (bvCalendar) using OBEX PUT at write-all.
3. Verify that the Tester received the bvCalendar correctly.

IrwWw3 C_ M_TODO_CONTENTS 1 (Mandatory if the DUT supports To do)

1. General Test Steps 1-5

2. Make the DUT transmit an object regquest (bvCalendar) using OBEX PUT at write-all.
3. Verify that the Tester received the bvCalendar correctly.

IrWW3 C_M_NOTE_CONTENTS 1 (Mandatory if the DUT supports Notes)
1. General Test Steps 1-5

2. Makethe DUT transmit an object request (bvNote) using OBEX PUT at write-all.
3. Verify that the Tester received the bvNote correctly.

8.1.2 Server

IrWW3 S M_TLOG_CONTENTS 1 (Mandatory if the DUT supports T-log)

1. General Test Steps 1-5

2. Make the Tester transmit an object request (bWatch) using OBEX GET at read-all.

3. Verify that the Tester received the bWatch correctly.

4. Check that there is object stream identifier in the beginning.

5. Check that the bWatch is encapsulated with BEGIN:BWATCH and END: BWATCH.

6. Check that there is the mandatory field VERSION after BEGIN: BWATCH.

7. Check that the information is encapsulated with BEGIN: T-LOG and END: T-LOG.

8. Check that the bWatch contains the mandatory fields specified in [IrWW3].

9. Check that the bvCalendars are received with an overall BEGIN: BWATCH and END: BWATCH.

Ir'WW3 S M_OWNER_CONTENTS 1 (Mandatory if the DUT supports Owner's Business Card)

15
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1. General Test Steps 1-5

2. Make the Tester transmit an object request (bvCard) using OBEX GET at read-all.
3. Verify that the Tester received the bvCard correctly.

4. Check that there is object stream identifier in the beginning.

5. Check that the bvCard is encapsul ated with BEGIN:VCARD and END:VCARD.
6. Check that there is the mandatory field VERSION.

7. Check that the vCard contains the mandatory fields specified in [IrWW3].

Ir'WW3_S M_CARD_CONTENTS 1 (Mandatory if the DUT supports Business Card)
1. General Test Steps 1-5

2. Make the Tester transmit an object request (bvCard) using OBEX GET at read-all.

3. Verify that the Tester received the bvCard correctly.

4. Check that there is object stream identifier in the beginning.

5. Check that the bvCard is encapsul ated with BEGIN:VCARD and END:VCARD.

6. Check that there is the mandatory field VERSION.

7. Check that the vCard contains the mandatory fields specified in [IrWW3].

8. Check that the vCards are received as separate objects.

IrWW3_ S M_SCHE_CONTENTS_1 (Mandatory if the DUT supports Schedule)

1. General Test Steps 1-5

2. Make the Tester transmit an object request (bvCalendar) using OBEX GET at read-all.
3. Verify that the Tester received the bvCalendar correctly.

4, Check that there is object stream identifier in the beginning.

5. Check that the bvCalendar is encapsulated with BEGIN:VCALENDAR and END:VCALENDAR.
6. Check that there is the mandatory field VERSION.

7. Check that the information is encapsulated with BEGIN:VEVENT and END:VEVENT.
8. Check that the bvCalendar contains the mandatory fields specified in [Ir'WW3].

9. Check that the bvCalendars are received with an overall BEGIN:VCALENDAR and
END:VCALENDAR.

IrWW3 S M_TODO_CONTENTS 1 (Mandatory if the DUT supports To do)

1. General Test Steps 1-5

2. Make the Tester transmit an object request (bvCalendar) using OBEX GET at read-all.
3. Verify that the Tester received the bvCalendar correctly.

4. Check that there is object stream identifier in the beginning.

5. Check that the bvCalendar is encapsulated with BEGIN:VCALENDAR and END:VCALENDAR.
6. Check that there is the mandatory field VERSION.

7. Check that the information is encapsulated with BEGIN:VTODO and END:VTODO.
8. Check that the bvCalendar contains the mandatory fields specified in [Ir'WW3].

9. Check that the bvCalendars are received with an overall BEGIN:VCALENDAR and
END:VCALENDAR.

IrWW3 S M_NOTE_CONTENTS 1 (Mandatory if the DUT supports Notes)
1. General Test Steps 1-5

2. Make the Tester transmit an object request (bvNote) using OBEX GET at read-all.
3. Verify that the Tester received the bvNote correctly.

4. Check that there is object stream identifier in the beginning.

5. Check that the bvNote is encapsulated with BEGIN:VNOTE and END:VNOTE

6. Check that there is the mandatory field VERSION after BEGIN:VNOTE.

7. Check that the information begins with the tag BODY

8. Check that the bvNotes are received as separate objects.
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9 Test Result Template

Version 1.0

Testing DATE:

Testing Environments

DUT(Device Under Test)

Test Tools or System:

Product Company:

Hard Ware:

Product Model:

Product Revision:

Software:

Product Sample Serial No.

Remarks:

Test Name

Pass/Fail | Comments

I'WW3_C_P BXX_HINT 1

I'WW3_C_P BXX_HINT 2

I'WW3_C_P BXX_HINT 3

I'WW3 C P BXX HINT 4

I'WW3 S P BXX_HINT 1

I'WW3_S P BXX_HINT 2

I'WW3_C_P BXX_IAS 1

I'WW3_C_P BXX_IAS 2

I'WW3_S P BXX_IAS 1

I'WW3_S P BXX_IAS 2

I'WW3_C_P BXX_DEVINFO_1

I'WW3_S P BXX_DEVINFO 1

I'WW3_C_P BXX_INFOLOG_1

I'WW3_S P BXX_INFOLOG_1

I'WW3_C_A_BXX_PUT 1

I'WW3 C A BXX_PUT 2

I'WW3 C A BXX_PUT 3

I'WW3 _C A BXX_GET 1

I'WW3_ S A BXX_PUT 1

I'WW3 S A BXX_PUT 2

I'WW3 S A BXX_PUT 3

I'WW3 S A BXX_GET 1

I'WW3 C U BXX_PUT 1

I'WW3 S U BXX_PUT 1

I'WW3_S P BXX_RSP 1

I'WW3_S P BXX RSP 2

I'WW3 S P BXX RSP 3

I'WW3 S P BXX RSP 4

I'WW3 C M_TLOG CONTENTS 1

I'WW3 C_ M_OWNER CONTENTS 1
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I'WW3 C_ M_CARD_CONTENTS 1

I'WW3_C_M_SCHE_CONTENTS 1

I'WW3_C_M_TODO_CONTENTS 1

I'WW3 C_ M_NOTE CONTENTS 1

I'WW3 S M_TLOG_CONTENTS 1

I'WW3 S M_OWNER_CONTENTS 1

I'WW3 S M_CARD_CONTENTS 1

I'WW3 S M_SCHE CONTENTS 1

I'WW3 S M_TODO_CONTENTS 1

I'WW3 S M_NOTE _CONTENTS 1
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